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1. Introduction

In previous 3GPP meetings, it was observed that “current specification cannot ensure data lossless delivery when IAB topology changes are performed without additional enhancements” in HbH ARQ. To solve the problem, it has been proposed that:

	end to end reliability in hop-by-hop RLC ARQ case could be addressed by specifying, e.g., the following mechanisms: 
-
Modification of PDCP protocol/procedures. This solution would not be applicable to Rel-15 UEs which means that Rel-15 UE performance may be impaired.
-
Rerouting of PDCP PDUs buffered on intermediate IAB-nodes in response to a route update (FFS what information needs to be exchanged between IAB nodes).
-
Implementing UL status delivery (from the Donor gNB to the IAB node), whereby the IAB node can delay the sending of RLC ACKs to the UE until a confirmation of reception at the Donor gNB.
It is FFS whether this issue needs to be addressed in IAB SI/WI.


In this paper, we will have some further discussion on the three above-mentioned mechanisms for addressing reliability problem in HbH RLC ARQ. 
2. Discussion

2.1 Mechanisms for addressing reliability problem in HbH RLC ARQ 
In the previous 3GPP meetings, reliability problem in HbH RLC ARQ was discussed. It was observed that “current specification cannot ensure data lossless delivery when IAB topology changes are performed without additional enhancements” in hop-by-hop ARQ, due to that NR PDCP recovery would not “resend those PDCP PDUs, which were already confirmed by the next IAB hop, although they could be lost further on the path and not reach the target (i.e. either the Access UE or Donor gNB), e.g. when topology change happens due to link failure on one of the subsequent hops.” [2] For example in Fig.1, when link failure occurs at radio link BC, the lost uplink RLC PDU would not be resent by UE in the PDCP recovery process as IAB node A has confirmed the reception at the lower RLC layer. UE would then consider them successfully delivered and it would only resend the PDCP PDUs whose reception are not confirmed by the RLC layer. Therefore, HbH RLC ARQ could not guarantee the loss-less data delivery between UE and IAB donor once any RLC PDU is lost in the multi-hop backhaul due to RLC link failure. 
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Figure1 An example of link failure in the multi-hop backhaul
To solve the reliability problem, three groups of solutions have been proposed. The first one (Solution A) is by the modification of PDCP protocol so that UE would resend a PDCP PDU once it receive a status report indicating its reception failure at the peer PDCP entity, even though the reception of that PDCP PDU has been confirmed by the lower RLC layer at UE side. In [1], it has been agreed that “support of legacy NR UEs” should be addressed as a basic requirement of IAB SID. It is not feasible for Rel-15 UE to realize the required enhancement on PDCP retransmission. Therefore, Solution A should be excluded from the solutions to the reliability problem of HbH ARQ. 
Observation 1: Solution A requires enhancement on PDCP retransmission for Rel-15 UE. 

Proposal 1: Due to the basic requirement of “support of legacy NR UEs” in IAB SID, solution A should be excluded from the solutions of HbH ARQ reliability problem. 

The second mechanism (Solution B) addressing the HbH ARQ reliability problem is by “rerouting of PDCP PDUs (or RLC SDU) buffered on intermediate IAB-nodes in response to a route update”. That is, the last unchanged node in the new route would be responsible for the retransmission of unacknowledged and unsent PDCP PDUs. Those PDCP PDUs could be buffered in the adaptation layer and retransmitted when no confirmation of successful UL delivery is received during a time period (mentioned as Solution B-1), or could be buffered in the RLC layer which would be responsible for the retransmission if no RLC ACK is received even after a RLC reestablishment (mentioned as Solution B-2). 

In RAN2#103, a HFN-desynchronization problem is proposed for the data delivery in multi-hop IAB route. As mentioned in TS 38.323, “associating more than half of the PDCP SN space of contiguous PDCP SDUs with PDCP SNs, when e.g., the PDCP SDUs are discarded or transmitted without acknowledgement, may cause HFN desynchronization problem”. And “how to prevent HFN desynchronization problem is left up to UE implementation” in NR.  If RLC ACK from peer RLC entity is used by UE to push forward the PDCP transmission window, there could already have half of the PDCP SN space of contiguous PDCP SDUs transmitted but not acknowledged in the first hop. Due to the existence of multiple hops between the UE and Donor CU in an IAB route, there could be much more contiguous PDCP SDUs transmitted but not acknowledged, and HFN desynchronization problem could occur. 

Although Solution B could provide lossless UL data delivery, it could not prevent HFN-desynchronization problem due to the independent multi-hop transmission in a IAB route. 

Observation 2: HFN desynchronization could occur due to the independent multi-hop transmission in a IAB route, and solution B could not prevent its happening.  

The third mechanism (Solution C) solves the HbH ARQ reliability problem by delaying the sending of RLC ACKs to the UE until a confirmation of reception is received. There are two alternatives for Solution C. One is Solution C-1, where the confirmation of reception comes from Donor gNB after it receive the PDCP PDU successfully. And the other is Solution C-2, where the confirmation of reception comes from its parent node, who should also delay the sending of RLC ACKs to its child node until a confirmation of reception from its parent node. In Solution C-2, only after donor gNB receives a RLC SDU, it would send a RLC ACK to its child node, and then the child node would send a RLC ACK to a child of it. In this step-by-step manner, a RLC ACK would finally arrive at the UE.  

In both Solution C-1 and C-2, UE would not delete any RLC SDU until it is received and confirmed by donor gNB. Hence, UE could rely on the existing PDCP recovery to recover the lost data whenever link failure occurs at any intermediate IAB node in the multi-hop route. 

Observation 3: Solution C provide lossless UL data delivery by using the existing PDCP recovery from the UE side.  
In addition, since UE would not get any confirmation for a RLC SDU until donor gNB receive it, the total number of RLC SDUs over the entire multi-hop route would not exceed the UE’s RLC transmission window. As a result, HFN desynchronization problem in the multi-hop data delivery would be prevented effectively. 

Observation 4: Solution C could effectively prevent the happening of HFN desynchronization.  

In Solution C-2, a mapping table would be required to associate each outgoing RLC SDU to an incoming RLC SDU at each IAB node to relay the RLC ACK message between different hops. Because each hop has an independent RLC SN allocation and RLC SDUs from different incoming RLC links could be aggregated to one outgoing RLC link, identity of RLC SDU in the mapping table should at least contains both RLC SN of the RLC SDU and the identity of its belonging UE radio bearer.  Adaptation layer at each intermediate IAB node should be enhanced to perform the RLC SDU mapping based on the mapping table and the RLC ACK reported from each outgoing RLC entity. Whenever an outgoing RLC entity need to forward a RLC SDU, it reports the allocated RLC SN to Adaptation layer. And whenever a RLC ACK is received, Adaptation layer should find the corresponding incoming RLC SDUs and send ACK notifications to its incoming RLC entity, which should be modified to delay its ACK until notified by Adaptation layer. 
Compared with Solution C-2, Solution C-1 is quite simple. Only the access IAB node is required to be enhanced to receive an end-to-end confirmation of a RLC SDU from donor. In the confirmation, PDCP SN and bearer ID could be used to identify a PDCP PDU and the corresponding RLC SDU. Only RLC entity at the access IAB node need to be modified to delay its ACK until notified by PDCP delivery status report, which could be delivered by F1AP signaling or by control signaling at Adaptation layer. 

Observation 5: Without ACK relaying, Solution C-1 is much simpler compared with Solution C-2.  
3. Conclusion

In this contribution, the mechanisms for addressing the reliability problem in HbH RLC ARQ have been discussed. And we have the following observations and proposals:

Observation 1: Solution A requires enhancement on PDCP retransmission for Rel-15 UE. 

Observation 2: HFN desynchronization could occur due to the independent multi-hop transmission in a IAB route, and solution B could not prevent its happening.  

Observation 3: Solution C provide lossless UL data delivery by using the existing PDCP recovery from the UE side.  
Observation 4: Solution C could effectively prevent the happening of HFN desynchronization.  

Observation 5: Without ACK relaying, Solution C-1 is much simpler compared with Solution C-2.  

Proposal 1: Due to the basic requirement of “support of legacy NR UEs” in IAB SID, solution A should be excluded from the solutions of HbH ARQ reliability problem. 
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