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1 Introduction
In R15 RAN2 has discussed optimization of UE capability signaling with capability ID and no conclusion was reached. At RAN#80 a SI [1] was approved for RAN2 to study possible solutions in R16 with the following objectives  
The work is expected to proceed as follows:

-
RAN2 to study mechanisms to optimise the UE Radio Capability signalling over the air while addressing the limitations of radio protocol interface:

-
[to be discussed with higher priority] using UE capability identity (in coordination with SA2) and 

-
using other means (e.g. compression, segmentation). 

-
RAN2 to study and define the interaction between the above mechanisms and the signaling of UE Radio Capability mechanism over the radio interface specified as of Rel-15

-
RAN3 to study in coordination with RAN2 and SA2 means to reduce the signaling over CN-RAN and RAN-RAN interfaces.

The study shall consider the possibility to change UE radio capabilities according to TS23.501 (in coordination with SA2).

In this contribution we will discuss on the signalling procedure to support capability ID report.
2 Discussion
In this SI, the UE Capability ID is studied to uniquely identify a set of UE Radio Capabilities to reduce the cost of the radio capability report. Several options about capability ID have been discussed in SA2 in [2] as shown below:

1.
Using a hash function over the UE capability

2.
Using components or all of IMEI-SV, i.e., TAC + SVN

3.
Using a newly defined identifier: standardized identifier or operator specific identifier.

Basically, these options could be classified into two types: 

Class 1: built-in UE capability ID

For UE Capability ID generated by hash function over UE capability or by TAC+SVN, the UE always has the built-in UE Capability ID and can provide the capability ID to the network whenever necessary.

Class 2: network assigned UE capability ID

For the option where capability ID is a standardized ID or operator specific ID, it may not be possible for the UE to generate the UE capability by itself, and the UE thus may need to get the capability ID from the network.

In the initial Attach procedure, the capability ID of the UE is not known to the network neither for class1 nor for class2 UE capability ID. The UE needs to report the UE capability ID or radio capability to the network .These two types of UE capability would result in different capability ID/radio capability report procedure. In the following section, we discuss the signalling procedures for UE capability ID/radio capability report in initial attach procedure based on the two classes of UE capability ID.
Signalling procedure for class 1 UE capability ID (built-in UE capability ID)
With respect to the capability ID report for class 1 UE capability ID report, there has two options:
Option 1: NAS based capability ID report 
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Figure 1: UE capability ID report in NAS 
As shown in the figure, the UE could report capability ID in initial NAS signalling (for example in Attach Request), and the AMF could look up the dictionary and decide whether the capability for this capability ID exists or not. If the capability has already exist, the AMF could push the capability ID as well as the capability to gNB. Otherwise (figure1) the AMF will include the capability ID without capability in the Initial Context Setup procedure, and the gNB needs to request the actual capability from the UE.
Option 2: AS based capability ID report 
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Figure 2: UE capability ID report in AS 

In the Attach procedure, the AMF would not include the UE capability in the Initial Context Setup procedure, the gNB could request the UE to report capability ID and capability. However, if the capability ID is already in the dictionary of the network, the capability is reported unnecessarily. One optimized solution is to allow the UE to report the capability ID early in the RRC Setup Complete message and the gNB could include the capability ID in the initial UE message to AMF. Based on the capability ID, AMF could determine whether to push the capability to the gNB. If UE capability is not included in the Initial Context Setup message, and the gNB needs to request the actual capability from the UE.
Both options (NAS based or AS based) could be used to acquire the capability ID from the UE and avoid that the network requests capability which has already known in the dictionary. However, if the capability ID is exposed to gNB as option2, the gNB could further use this information to reduce the signalling payload for NGAP. For example, if the capability ID is already known to the gNB, the gNB could indicate this information to AFM, and AMF would know it is unnecessary to push the capability to gNB and thus could reduce cost for the capability transfer in the Initial Context Setup procedure.
Signalling procedure for class 2 UE capability ID (network assigned UE capability ID)
In this option, the UE capability ID needs to be assigned by the network in the attach procedure. As shown in the following figure, if the UE capability is not stored in the AMF, the AMF would trigger the RAN to upload the UE capability as in the legacy procedure. After the UE capability is available in the AMF, the AMF could assign the capability ID for the UE and send the capability ID to the UE by the RAN.
Once the capability ID is assigned by the network, the UE could store it and report the UE capability ID in the next access procedure. The capability ID report procedure could be same as the capability ID report procedures for class1 UE capability ID.
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Figure 3: UE capability ID assignment for initial attach 
After the initial attach, the AMF has already stored the capability ID and capability of the UE. The AMF could push UE capability ID and capability to the gNB in the Initial Context Setup procedure if the capability is not known to gNB. The gNB could use the capability ID and capability to build the local dictionary for future use.

Proposal 1: capture the signaling procedures for capability ID report in initial attach procedure in the TR.
3 Conclusion

The paper discussed on the signalling procedure to support UE capability ID/capability report and propose: 
Proposal 1: capture the signaling procedures for capability ID report in initial attach procedure in the TR.
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