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1 Introduction
RAN2 has discussed the harmonization between RRCReestablishment and RRCResume message for several meetings. With the LS from SA3 [1], it is concluded that horizontal key derivation violates the security requirement. As a consequence, we will have separate procedure for re-establishment and resume. For re-establishment procedure, there are still some details need to be discussed based on the new security framework. 
2 Discussion
2.1 Security framework
Based on the reply LS from SA3 [1], we could conclude that UE should not use horizontal key derivation for re-establishment procedure. However, the current RRC SPEC still apply security protection to the RRCReestablishment message. We think that neither integrity protection nor ciphering should apply to the RRCReestablishment message (as in LTE). Also, it is not necessary to send the RRCReestablishment in SRB1. We could use SRB0 since no security protection on this message.

Proposal 1: Neither integrity protection nor ciphering applies to the RRCReestablishment message.

Proposal 2: The RRCReestablishment message is sent via SRB0.
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2.2 UE configuration in re-establishment procedure
Since ciphering does not apply to RRCReestablishment message, it is not a good idea to include dedicate radio resource configuration in the RRCReestablishment message. We would like to confirm this.

Proposal 3: RAN2 confirm that radio bearer configuration, cell group configuration, and measurement configuration are not included in the RRCReestablishment message. 

The main purpose of re-establishment procedure is to re-establish SRB1 and update the security keys. As there is no radio bearer configuration in RRCReestablishment message, the UE could keep previous SRB1 configuration from original serving cell or using the default configuration. We think that the safe way is to using the default SRB1 configuration to make sure that the UE and Network has same understanding.

Proposal 4: The UE shall apply default configuration for SRB1 after receiving the RRCReestablishment message.

In LTE, UE will release measurement gap after receiving the re-establishment message. In NR, we suggest to follow the same principle since network could not explicitly release the measurement gap configuration in RRCReestablishment message (because there is no measurement configuration). We see no reason to apply measurement gap during the period between re-establishment and first RRC reconfiguration. The measurement gap may cause additional delay to receive the first RRC reconfiguration message after re-establishment.

Proposal 5: The UE shall release the measurement gap configuration after receiving the RRCReestablishment message.

A CR to capture the above proposals is provided in [2].

Proposal 6: RAN2 adopts the CR in [2].

3 Conclusions	
Base on the discussion in section 2, we have the following proposals: 

Proposal 1: Neither integrity protection nor ciphering applies to the RRCReestablishment message. 

Proposal 2: The RRCReestablishment message is sent via SRB0.

Proposal 3: RAN2 confirm that radio bearer configuration, cell group configuration, and measurement configuration are not included in the RRCReestablishment message. 

Proposal 4: The UE shall apply default configuration for SRB1 after receiving the RRCReestablishment message.

Proposal 5: The UE shall release the measurement gap configuration after receiving the RRCReestablishment message.

Proposal 6: RAN2 adopts the CR in [2].
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