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	Reason for change:
	All configurations where both PRACH occasions and CFRA resources for BFR are only configured in the initial BWP result in an abnormal behavior in current specification where CBRA-BFR is triggered in the UL BWP, although CFRA-BFR is configured:



	
	

	Summary of change:
	Section 5.17: Add as alternate condition for triggering CFRA-BFR in the BFR procedure that PRACH occasions are not configured in the active UL BWP but beamFailureRecoveryConfig is configured in the initial BWP.
Impact analysis

Impacted functionality:
Beam Failure Detection and Recovery.

Inter-operability:
1. If the network is implemented according to the CR and the UE is not, the network will detect CBRA attempts leading to the wrong perception that CFRA attempts failed. The system does not break but the impact may depend on the NW implementation.
2. If the UE is implemented according to the CR and the network is not, the network will receive unexpected CFRA-BFR preambles. The system is not expected to break either but similar to the above, the impact may depend on the NW implementation.
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	Start of change


[bookmark: _Toc525610812]5.17	Beam Failure Detection and Recovery procedure
The MAC entity may be configured by RRC with a beam failure recovery procedure which is used for indicating to the serving gNB of a new SSB or CSI-RS when beam failure is detected on the serving SSB(s)/CSI-RS(s). Beam failure is detected by counting beam failure instance indication from the lower layers to the MAC entity.
RRC configures the following parameters in the BeamFailureRecoveryConfig and the RadioLinkMonitoringConfig for the Beam Failure Detection and Recovery procedure:
-	beamFailureInstanceMaxCount for the beam failure detection;
-	beamFailureDetectionTimer for the beam failure detection;
-	beamFailureRecoveryTimer for the beam failure recovery procedure;
-	rsrp-ThresholdSSB: an RSRP threshold for the beam failure recovery;
-	powerRampingStep: powerRampingStep for the beam failure recovery;
-	powerRampingStepHighPriority: powerRampingStepHighPriority for the beam failure recovery;
-	preambleReceivedTargetPower: preambleReceivedTargetPower for the beam failure recovery;
-	preambleTransMax: preambleTransMax for the beam failure recovery;
-	scalingFactorBI: scalingFactorBI for the beam failure recovery;
-	ssb-perRACH-Occasion: ssb-perRACH-Occasion for the beam failure recovery;
-	ra-ResponseWindow: the time window to monitor response(s) for the beam failure recovery using contention-free Random Access Preamble;
-	prach-ConfigurationIndex: prach-ConfigurationIndex for the beam failure recovery;
-	ra-ssb-OccasionMaskIndex: ra-ssb-OccasionMaskIndex for the beam failure recovery;
-	ra-OccasionList: ra-OccasionList for the beam failure recovery.
The following UE variables are used for the beam failure detection procedure:
-	BFI_COUNTER: counter for beam failure instance indication which is initially set to 0.
The MAC entity shall:
1>	if beam failure instance indication has been received from lower layers:
2>	start or restart the beamFailureDetectionTimer;
2>	increment BFI_COUNTER by 1;
2>	if BFI_COUNTER >= beamFailureInstanceMaxCount:
3>	if beamFailureRecoveryConfig is configured for the active UL BWP; or
3> if PRACH occasions are not configured for the active UL BWP and beamFailureRecoveryConfig is configured for the initial UL BWP:
4>	start the beamFailureRecoveryTimer, if configured;
4>	initiate a Random Access procedure (see subclause 5.1) on the SpCell by applying the parameters powerRampingStep, preambleReceivedTargetPower, and preambleTransMax configured in beamFailureRecoveryConfig.
3>	else:
4>	initiate a Random Access procedure (see subclause 5.1) on the SpCell.
1>	if the beamFailureDetectionTimer expires; or
1>	if beamFailureDetectionTimer, beamFailureInstanceMaxCount, or any of the reference signals used for beam failure detection is reconfigured by upper layers:
2>	set BFI_COUNTER to 0.
1>	if the Random Access procedure is successfully completed (see subclause 5.1):
2>	set BFI_COUNTER to 0;
2>	stop the beamFailureRecoveryTimer, if configured;
2>	consider the Beam Failure Recovery procedure successfully completed.

	End of change
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