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	Reason for change:
	An FFS was added during RAN2#AH1807 considering setup of EN-DC and NGEN-DC at inter-RAT or inter-system handover.

	
	

	Summary of change:
	Modified procedures to include parameters needed to setup of EN-DC and NGEN-DC and removed FFS. 
Added inclusion of scg-ConfigResponseNR in RRCConnectionReconfigurationComplete in case of setup of EN-DC or NGEN-DC.
Modified field description of sk-Counter to also apply for NGEN-DC.
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Inter-operability: 
If the network is implemented according to this CR while the UE is not, the UE can not configure EN-DC or NGEN-DC during inter-RAT handover.
If the UE is implemented according to this CR while the network is not, there is no inter-operability issue. 
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[bookmark: _Toc510531201]START OF FIRST CHANGE
5.4	Inter-RAT mobility
[bookmark: _Toc510531203]5.4.2	Handover to E-UTRA
[bookmark: OLE_LINK21][bookmark: OLE_LINK22][bookmark: _Toc510531206]5.4.2.3	Reception of the RRCConnectionReconfiguration by the UE
>>>>>>>>>>>>>>Omitted unchanged parts<<<<<<<<<<<<<<
1>	derive the KRRCint key associated with the integrityProtAlgorithm, as specified in TS 33.401 [32];
1>	derive the KRRCenc key and the KUPenc key associated with the cipheringAlgorithm, as specified in TS 33.401 [32];
1>	if the received RRCConnectionReconfiguration includes the sk-Counter:
2>	perform key update procedure as specified in TS 38.331 [82], section 5.3.5.7;
1. if the received RRCConnectionReconfiguration includes the nr-SecondaryCellGroupConfig:
2>	perform NR RRC Reconfiguration as specified in TS 38.331 [82], section 5.3.5.3.
Editor’s note: It is FFS whether setup of EN-DC or MR-DC can be performed for inter-RAT (inter-system or intra-system) HO from NR, or for inter-system intra-LTE HO. 
1>	if the received RRCConnectionReconfiguration includes the nr-RadioBearerConfig1:
2>	perform radio bearer configuration as specified in TS 38.331 [82], section 5.3.5.6];
1>	if the received RRCConnectionReconfiguration includes the nr-RadioBearerConfig2:
2> perform radio bearer configuration as specified in TS 38.331 [82], section 5.3.5.6].
1>	if the handoverType in securityConfigHO is not set to intra5GC or if the handoverType-v1530 is not present:
2>	configure lower layers to apply the indicated integrity protection algorithm and the KRRCint key immediately, i.e. the indicated integrity protection configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
2>	configure lower layers to apply the indicated ciphering algorithm, the KRRCenc key and the KUPenc key immediately, i.e. the indicated ciphering configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
1>	if the received RRCConnectionReconfiguration includes the sCellToAddModList:
2>	perform SCell addition as specified in 5.3.10.3b;
1>	if the RRCConnectionReconfiguration message includes the measConfig:
2>	perform the measurement configuration procedure as specified in 5.5.2;
1>	perform the measurement identity autonomous removal as specified in 5.5.2.2a;
1>	if the RRCConnectionReconfiguration message includes the otherConfig:
2>	perform the other configuration procedure as specified in 5.3.10.9;
1>	if the RRCConnectionReconfiguration message includes wlan-OffloadInfo:
2>	perform the dedicated WLAN offload configuration procedure as specified in 5.6.12.2;
1>	if the RRCConnectionReconfiguration message includes rclwi-Configuration:
2>	perform the WLAN traffic steering command procedure as specified in 5.6.16.2;
1>	if the RRCConnectionReconfiguration message includes lwa-Configuration:
2>	perform the LWA configuration procedure as specified in 5.6.14.2;
1>	if the RRCConnectionReconfiguration message includes lwip-Configuration:
2>	perform the LWIP reconfiguration procedure as specified in 5.6.17.2;
1>	set the content of RRCConnectionReconfigurationComplete message as follows:
2>	if the UE has radio link failure or handover failure information available in VarRLF-Report and if the RPLMN is included in plmn-IdentityList stored in VarRLF-Report:
3>	include rlf-InfoAvailable;
2>	if the UE has MBSFN logged measurements available for E-UTRA and if the RPLMN is included in plmn-IdentityList stored in VarLogMeasReport and if T330 is not running:
3>	include logMeasAvailableMBSFN;
2>	else if the UE has logged measurements available for E-UTRA and if the RPLMN is included in plmn-IdentityList stored in VarLogMeasReport:
3>	include the logMeasAvailable;
2>	if the UE has Bluetooth logged measurements available and if the RPLMN is included in plmn-IdentityList stored in VarLogMeasReport:
3>	include the logMeasAvailableBT;
2>	if the UE has WLAN logged measurements available and if the RPLMN is included in plmn-IdentityList stored in VarLogMeasReport:
3>	include the logMeasAvailableWLAN;
2>	if the UE has connection establishment failure information available in VarConnEstFailReport and if the RPLMN is equal to plmn-Identity stored in VarConnEstFailReport:
3>	include connEstFailInfoAvailable;
2>	if the received RRCConnectionReconfiguration message included nr-SecondaryCellGroupConfig:
3>	include scg-ConfigResponseNR in accordance with TS 38.331 [82], section 5.3.5.3;
1>	submit the RRCConnectionReconfigurationComplete message to lower layers for transmission using the new configuration;
[bookmark: _Toc510531476]END OF FIRST CHANGE

START OF SECOND CHANGE
6.2.2	Message definitions
[bookmark: _Toc510531498]–	RRCConnectionReconfiguration
	RRCConnectionReconfiguration field descriptions

	sk-Counter
A one-shot counter used upon initial configuration of security for EN-DC and NGEN-DC, as well as upon refresh of S-KgNB or KSN. E-UTRAN provides this field upon configuring EN-DC or NGEN-DC to facilitate configuration of SRB3. This field is optional during reconfiguration; intra-LTE or intra-eLTE handover or handover to eLTE.



END OF SECOND CHANGE
