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1. Introduction
In this contribution, we discuss the signalling optimisation using UE Capability ID over Uu interface and RAN-CN interface and propose the possible solutions.

2. Discussion
2.1 Background
In LTE, the UE capability is retrieved by the eNB using UE Capability Enquiry procedure. In Attach procedure, the eNB sends the UE capability to MME using S1 interface, and the UE capability is stored in MME. In the subsequent Idle to Active procedure, the MME sends the UE capability to the eNB in Initial Context Setup Request message. If the MME does not send it (MME does not store it), the eNB will perform the UE Capability Enquiry procedure.

One problem of the existing signalling is that all the capabilities are sent over the air at every UE Capability Enquiry procedure although the UE capability may be the same among many UEs. To reduce the signalling overhead and the storage requirement, a study item on optimisations on UE radio capability signalling was approved. The objective described in [1] is shown below:

---------- Start of Quotation from [1] ----------
The work is expected to proceed as follows:

-
RAN2 to study mechanisms to optimise the UE Radio Capability signalling over the air while addressing the limitations of radio protocol interface:

-
[to be discussed with higher priority] using UE capability identity (in coordination with SA2) and 

-
using other means (e.g. compression, segmentation). 

-
RAN2 to study and define the interaction between the above mechanisms and the signaling of UE Radio Capability mechanism over the radio interface specified as of Rel-15

-
RAN3 to study in coordination with RAN2 and SA2 means to reduce the signaling over CN-RAN and RAN-RAN interfaces.
---------- End of Quotation from [1] ----------
In this contribution, we focus on the solution using a UE capability ID. Note that a definition of UE capability ID is a scope of SA’s SI.
2.2 key Issues
The signalling optimisation using a UE capability ID is considered as follows:

·  The UE indicates a UE capability ID which identifies actual detailed UE capability.

·  The network stores an association table between the UE capability ID and the actual UE capability.

·  If the network has the association, UE Capability Enquiry procedure will not be performed.

·  If the network does not have the association, UE Capability Enquiry procedure will be performed.

The signalling over Uu interface can be reduced by decreasing the number of times of execution of the UE Capability Enquiry procedure. For detailed signalling design, the following key issues should be considered:

Key issue 1: Whether the UE capability ID identifies full UE radio capability.
It depends on the definition of the UE capability ID. We should wait for the input from SA2.

Key issue 2: Which protocol/message should be used to send the UE capability ID.
There are two possible protocols to send the UE capability ID, AS or NAS. Note that whether NAS message can be used or not will be discussed in SA2. 

Key issue 3: Which node should store the association table.
There are three possible solutions, RAN only, CN only or both RAN and CN.
In the following section, we discuss possible solutions by taking Key issue 2 and 3 into account.
2.3 Possible Solutions
If an AS message is used to send a UE capability ID, we think the MSG 3 or MSG 5 in RRC connection establishment procedure should be used since it is possible to reduce the signalling over Uu interface by acquiring the UE capability ID before sending the Initial UE Message by the RAN. Furthermore, it would be straightforward to use MSG5 since the MSG3 size is very limited.

Observation 1:
If an AS message is used to send a UE capability ID, the MSG 5 in RRC connection establishment procedure should be used.

If the RAN stores an association table between the UE capability ID and the actual detailed UE capability, it would be straightforward to use the AS message to send the UE capability ID since the RAN cannot comprehend the contents of a NAS message. On the other hand, if the CN stores an association table, either NAS message or AS message can be used to send the UE capability ID (i.e., UE sends UE capability ID to CN via NAS or UE sends UE capability ID to RAN via AS and RAN forwards it to CN). Therefore, three possible solutions can be considered as follows:

Solution 1: Using NAS message and only CN stores the association table

The UE sends a UE capability ID to the CN using NAS message before the CN sends the Initial Context Setup Request to the RAN, and only the CN stores the association table, i.e. the RAN does not identify the UE capability ID. The detailed sequence diagrams are shown in figure 1.
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Figure 1: Using NAS message to send the UE capability ID and only CN stores the association table.
We think this solution is most simple solution. Compared with the existing signalling, the signalling over Uu interface can be reduced by decreasing the number times of execution of the UE Capability Enquiry procedure. This solution may be no impact in RAN.

Observation 2:
On the solution 1, it can reduce the signalling over Uu interface compared with the existing signalling, and it may be no impact in RAN.
Solution 2: Using AS message and only RAN stores the association table

The UE set a UE capability ID in the RRCSetupComplete, and only the RAN stores the association table, i.e. CN does not identify the UE capability ID. The detailed sequence diagrams are shown in figure 2. In this solution, we define a new IE named “UE capability request” IE in the Initial UE Message and in the Initial Context Setup Request. If the IE is present, it means that the sending node requests the corresponding UE capability, i.e. the sending node does not store the corresponding UE capability.
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Case b: RAN cannot identify the corresponding UE capability in association table
Figure 2: Using AS message to send the UE capability ID and only RAN stores the association table.

This solution can reduce the signalling over Uu interface as in the solution 1. It can also reduce the signalling over RAN-CN interface by indicating to each other whether the RAN or CN has already stored the corresponding UE capability. However, since the coverage of RAN is smaller than CN, the number of UE capability IDs stored in the association table may be less than solution 1 or solution 3, so that the signalling reduction effect over Uu interface may be less than the solution 1 or solution 3.

Observation 3:
On the solution 2, it can reduce the signalling not only over Uu interface but also over RAN-CN interface compared with the existing signalling, and it may be little impact in CN, but the signalling reduction effect over the Uu interface may be less than the solution 1 or solution 3.
Solution 3: Using AS message and both RAN and CN stores the association table

The UE set a UE capability ID in the RRCSetupComplete, and RAN also set the received UE capability ID in the Initial UE Message, and both RAN and CN store the association table, i.e. both RAN and CN identify the UE capability ID. The detailed sequence diagrams are shown in figure 3. In this solution, we define the “UE capability Request” IE same as the solution 2.


[image: image4.emf]UE RAN CN

6. Authentication

4. RAN can identify the 

corresponding UE capability 

in association table

8. Initial Context Setup Request

(without UE capability, 

without UE capability request)

1. RRCSetupRequest

2. RRCSetup

3. RRCSetupComplete

(with UE capability ID)

5. Initial UE message

(with UE capability ID,

 without UE capability request)

7. CN can identify the 

corresponding UE capability 

in association table

UE RAN CN

6. Authentication

4. RAN can identify the 

corresponding UE capability 

in association table

8. Initial Context Setup Request

(without UE capability, 

with UE capability request)

1. RRCSetupRequest

2. RRCSetup

3. RRCSetupComplete

(with UE capability ID)

5. Initial UE message

(with UE capability ID,

 without UE capability request)

7. CN cannot identify the 

corresponding UE capability 

in association table

10. Store the UE capability and 

update the association table

9. UE Capability Info Indication

 
Case a: RAN can identify the corresponding UE capability in association table

[image: image5.emf]UE RAN CN

6. Authentication

4. RAN cannot identify the 

corresponding UE capability 

in association table

8. Initial Context Setup Request

(with UE capability, 

without UE capability request)

1. RRCSetupRequest

2. RRCSetup

3. RRCSetupComplete

(with UE capability ID)

5. Initial UE message

(with UE capability ID,

 with UE capability request)

7. CN can identify the 

corresponding UE capability 

in association table

9. Store the UE capability and 

update the association table

UE RAN CN

6. Authentication

4. RAN cannot identify the 

corresponding UE capability 

in association table

8. Initial Context Setup Request

(without UE capability, 

with UE capability request)

1. RRCSetupRequest

2. RRCSetup

3. RRCSetupComplete

(with UE capability ID)

5. Initial UE message

(with UE capability ID,

 with UE capability request)

7. CN cannot identify the 

corresponding UE capability 

in association table

13. Store the UE capability and 

update the association table

12. UE Capability Info Indication

9. UECapabilityEnquiry

10. UECapabilityInformation

11. Store the UE capability and 

update the association table

 
Case b: RAN cannot identify the corresponding UE capability in association table
Figure 3: Using AS message to send the UE capability ID and both RAN and CN stores the association table.

Although the signalling is mostly same as solution 2, we think this solution is more efficient than other solutions from signalling optimisation point of view. This solution can reduce the signalling not only over Uu interface but also RAN-CN interface. Furthermore, since the case where the CN has already stored the corresponding UE capability increases, the signalling reduction effect over RAN-CN interface is greater than the solution 2. However, this solution may be big impacts on both RAN and CN.

Observation 4:
On the solution 3, it can reduce the signalling not only over Uu interface but also over RAN-CN interface compared with the existing signalling, and the signalling reduction effect over the RAN-CN interface is greater than the solution 2, but it may be big impacts on both RAN and CN.
Table 1: Comparison of proposed solutions
	Solution
	Signalling reduction
	Impact

	Solution1
	Uu: 😊
RAN-CN: 😡
	RAN: 😊
CN: 😡

	Solution2
	Uu: 😐
RAN-CN: 😐
	RAN: 😡
CN: 😐

	Solution3
	Uu: 😊
RAN-CN: 😊
	RAN: 😡
CN: 😡


As discussed and observed above, three possible solutions can be considered.  It seems that there is a trade-off between the signalling reduction effect and the specification/implementation impact as shown in Table 1. In this stage, we should avoid to narrow down the possible solutions. Therefore, we propose the following:

Proposal 1:
To capture/study the following three possible solutions in TR.
·  Using NAS message to send the UE capability ID and only CN stores the association table,
·  Using AS message (MSG5 in RRC connection establishment) to send the UE capability ID and only RAN stores the association table,
·  Using AS message (MSG5 in RRC connection establishment) to send the UE capability ID and both RAN and CN stores the association table.
3. Conclusion
This document discusses the signalling optimisation using UE capability ID over Uu interface and RAN-CN interface and followings are observed and proposed:

Observation 1:
If an AS message is used to send a UE capability ID, the MSG 5 in RRC connection establishment procedure should be used.

Observation 2:
On the solution 1, it can reduce the signalling over Uu interface compared with the existing signalling, and it may be no impact in RAN.
Observation 3:
On the solution 2, it can reduce the signalling not only over Uu interface but also over RAN-CN interface compared with the existing signalling, and it may be little impact in CN, but the signalling reduction effect over the Uu interface may be less than the solution 1 or solution 3.
Observation 4:
On the solution 3, it can reduce the signalling not only over Uu interface but also over RAN-CN interface compared with the existing signalling, and the signalling reduction effect over the RAN-CN interface is greater than the solution 2, but it may be big impacts on both RAN and CN.
Proposal 1:
To capture/study the following three possible solutions in TR.

·  Using NAS message to send the UE capability ID and only CN stores the association table,
·  Using AS message (MSG5 in RRC connection establishment) to send the UE capability ID and only RAN stores the association table,
·  Using AS message (MSG5 in RRC connection establishment) to send the UE capability ID and both RAN and CN stores the association table.
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