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1. Introduction

The issues about UE switching between CFRA and CBRA were raised and discussed in previous meetings [1~2]. After the offline discussion (RAN2 #103 Offline 111), the CR [3] was postponed. In this contribution, based on the latest layer 2 Specifications [4~5], we further elaborate the fundamental purpose of Msg3 and the Msg3 generation, then propose possible solutions for the issues about UE switching between CFRA and CBRA in NR.
2. Discussion

By far, the potential risk of data lost and/or data delivery latency may be occurred in the scenarios of handover and beam failure recovery. In these scenarios, the UE may switch between CFRA and CBRA for different rounds of Msg1 transmission in a single random access procedure.
In LTE, there was no such issue. According to the LTE MAC specification, resource selection for different rounds of Msg1 transmission in a single random access procedure is always the same type (CFRA or CBRA). However, the resource selection for different rounds of Msg1 transmission may switch between CFRA and CBRA in NR.
For CFRA, there are only Msg1 and Msg2. Only CBRA has Msg3 and Msg4 and the fundamental purpose of the Msg3 and Msg4 design is for the contention resolution. According to MAC specification, the MAC PDU for “Msg3 transmission” is obtained from the Multiplexing and Assembly entity and is stored in the Msg3 buffer for following rounds of Msg1 transmission; so the content of Msg3 buffer is not changed during the running time of a single random access procedure. 
Based on the above descriptions, once CBRA is applied for a round of Msg1 transmission, the MAC PDU for Msg3 transmission is generated and stored in the Msg3 buffer. If the CBRA is not successful at that round and CFRA is successful in the next one or more following round(s), the Msg3 is not successfully delivered from UE to network in the random access procedure. In other words, the random access procedure is ended but the Msg3 has not been delivered from UE to NW.
In the scenario of handover in NR, the CFRA is considered as successful based on the reception of RAR. Such that the issue becomes if the uplink grant provided in the RAR has different size for the transmission of the MAC PDU stored in Msg3 buffer. According to the meeting minutes and offline discussion, if the uplink grant size is larger, the rebuilding of MAC PDU from Msg3 buffer is considered as a possible solution. However, it may be a new behaviour requiring specification effort and the detail steps are still not clear.

In the scenario of beam failure recovery in NR, the CFRA is considered as successful based on the PDCCH transmission which is addressed to the C-RNTI. Since there is no uplink grant from RAR, the MAC PDU stored in Msg3 buffer may be lost. There are some opinions thinking that if the content included in Msg3 from upper layer is AM mode, the content can be retransmitted and if the content included in Msg3 from upper layer is UM or TM mode, the content lost is acceptable since PDU may be lost under UM or TM mode. However, we think that the lost of PDU under UM or TM mode should be due to the bad radio condition but not the flaws of protocol design. Because the flaws of protocol design may occur frequently, so the impact may be large and may not be covered by other intentionally designed mechanism, like the case of bad radio condition. Besides, even AM mode can provide the retransmission, the delivery latency is still an issue, just like the scenario of handover, and possible solutions, e.g. rebuilding MAC PDU from Msg3 buffer, have been discussed.
Proposal 1:
The MAC PDU lost in the scenario of beam failure recovery due to protocol design should be resolved.
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Figure 9.2.6-1: Random Access Procedures

According to the description about random access procedure in [4], the CBRA should be used for initial access from RRC_IDLE and RRC connection re-establishment procedure. In these situations, UE does not have valid C-RNTI and there is no way network can identify the UE. Such that the contention resolution is needed for the competition between one or more UE(s) and the fundamental purpose of Msg3 is to transmit the UE Contention Resolution Identity. (UE Contention Resolution Identity: This field contains the UL CCCH SDU. If the UL CCCH SDU is longer than 48 bits, this field contains the first 48 bits of the UL CCCH SDU.) 
On the contrary, CFRA can be used under situations that UE already has valid C-RNTI and network can directly schedule the UE after the successfully completed CFRA. The UE specific resources, e.g. dedicated preamble and/or dedicated PRACH resource, can be used for network to identify the UE. In the situations of handover and beam failure recovery, besides acquiring the timing advance for uplink synchronization, the fundamental purpose of CFRA is for UE to inform the network that the UE is inside the coverage of the serving cell. There is no UL data and/or signalling transmission needed. However, in these situations, the UE may also choose to utilize CBRA to achieve the same purpose. Based on MAC specification [5], UE can include its valid C-RNTI in the Msg3 to inform the network that the UE is inside the coverage of the serving cell. (if the transmission is not being made for the CCCH logical channel: indicate to the Multiplexing and assembly entity to include a C-RNTI MAC CE in the subsequent uplink transmission.)
Observation 1:
With dedicated resources, UE can utilize CFRA to inform network that it is inside the coverage of the serving cell.
Observation 2:
Without dedicated resources, UE can utilize CBRA to inform network that it is inside the coverage of the serving cell by including its valid C-RNTI in Msg3.
Observation 3:
If no data or signalling from upper layer (logical channels) is included in Msg3, the results from the behaviours described in Obseravtion1 and Observation2 can be considered as equivalent.
In the scenario of beam failure recovery in NR, no data or signalling from upper layer should be transmitted in the random access procedure. Therefore, it is rational to avoid including data or signalling from upper layer when generating the MAC PDU of Msg3. As the result, even the MAC PDU stored in Msg3 buffer is lost in the scenario of beam failure recovery in NR with switching between CBRA and CFRA, it causes no impact. The only cost is the partial waste of uplink grant of Msg3. The text proposal for the change is provided in Annex.
Proposal 2:
In the scenario of BFR, no data or signalling from upper layer (logical channels) should be included in Msg3 for CBRA.

3. Conclusion

In this contribution, we make the following observations and proposals:
Proposal 1:
The MAC PDU lost in the scenario of beam failure recovery due to protocol design should be resolved.
Observation 1:
With dedicated resources, UE can utilize CFRA to inform network that it is inside the coverage of the serving cell.
Observation 2:
Without dedicated resources, UE can utilize CBRA to inform network that it is inside the coverage of the serving cell by including its valid C-RNTI in Msg3.
Observation 3:
If no data or signalling from upper layer (logical channels) is included in Msg3, the results from the behaviours described in Obseravtion1 and Observation2 can be considered as equivalent.
Proposal 2:
In the scenario of BFR, no data or signalling from upper layer (logical channels) should be included in Msg3 for CBRA.
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Annex: Text proposals for TS 38.321

TP 1 (for Proposal 2):

Start of changes
5.1.4
Random Access Response reception

Once the Random Access Preamble is transmitted and regardless of the possible occurrence of a measurement gap, the MAC entity shall: 
1>
if the contention-free Random Access Preamble for beam failure recovery request was transmitted by the MAC entity: 
2>
start the ra-ResponseWindow configured in BeamFailureRecoveryConfig at the first PDCCH occasion as specified in TS 38.213 [6] from the end of the Random Access Preamble transmission;

2>
monitor the PDCCH of the SpCell for response to beam failure recovery request identified by the C-RNTI while ra-ResponseWindow is running.

1>
else:

2>
start the ra-ResponseWindow configured in RACH-ConfigCommon at the first PDCCH occasion as specified in TS 38.213 [6] from the end of the Random Access Preamble transmission;

2>
monitor the PDCCH of the SpCell for Random Access Response(s) identified by the RA-RNTI while the ra-ResponseWindow is running.

1>
if notification of a reception of a PDCCH transmission is received from lower layers; and

1>
if PDCCH transmission is addressed to the C-RNTI; and

1>
if the contention-free Random Access Preamble for beam failure recovery request was transmitted by the MAC entity:

2>
consider the Random Access procedure successfully completed.

1>
else if a downlink assignment has been received on the PDCCH for the RA-RNTI and the received TB is successfully decoded:

2>
if the Random Access Response contains a MAC subPDU with Backoff Indicator:

3>
set the PREAMBLE_BACKOFF to value of the BI field of the MAC subPDU using Table 7.2-1, multiplied with SCALING_FACTOR_BI.

2>
else:

3>
set the PREAMBLE_BACKOFF to 0 ms.

2>
if the Random Access Response contains a MAC subPDU with Random Access Preamble identifier corresponding to the transmitted PREAMBLE_INDEX (see subclause 5.1.3):

3>
consider this Random Access Response reception successful.

2>
if the Random Access Response reception is considered successful:

3>
if the Random Access Response includes a MAC subPDU with RAPID only:

4>
consider this Random Access procedure successfully completed;

4>
indicate the reception of an acknowledgement for SI request to upper layers.

3>
else:

4>
apply the following actions for the Serving Cell where the Random Access Preamble was transmitted:

5>
process the received Timing Advance Command (see subclause 5.2);

5>
indicate the preambleReceivedTargetPower and the amount of power ramping applied to the latest Random Access Preamble transmission to lower layers (i.e. (PREAMBLE_POWER_RAMPING_COUNTER – 1) × PREAMBLE_POWER_RAMPING_STEP);

5>
if the Serving Cell for the Random Access procedure is SRS-only SCell:

6>
ignore the received UL grant.

5>
else:

6>
process the received UL grant value and indicate it to the lower layers.

4>
if the Random Access Preamble was not selected by the MAC entity among the contention-based Random Access Preamble(s):

5>
consider the Random Access procedure successfully completed.

4>
else:

5>
set the TEMPORARY_C-RNTI to the value received in the Random Access Response;

5>
if this is the first successfully received Random Access Response within this Random Access procedure:

6>
if the transmission is not being made for the CCCH logical channel:

7>
indicate to the Multiplexing and assembly entity to include a C-RNTI MAC CE in the subsequent uplink transmission.

6>
if the Random Access procedure was initiated for beam failure recovery (as specified in subclause 5.1.7):

7>
indicate to the Multiplexing and assembly entity not to include user plane data and/or control plane message in the subsequent uplink transmission.
6>
obtain the MAC PDU to transmit from the Multiplexing and assembly entity and store it in the Msg3 buffer.

1>
if ra-ResponseWindow configured in RACH-ConfigCommon expires, and if the Random Access Response containing Random Access Preamble identifiers that matches the transmitted PREAMBLE_INDEX has not been received; or

1>
if ra-ResponseWindow configured in BeamFailureRecoveryConfig expires and if the PDCCH addressed to the C-RNTI has not been received:

2>
consider the Random Access Response reception not successful;

2>
increment PREAMBLE_TRANSMISSION_COUNTER by 1;

2>
if PREAMBLE_TRANSMISSION_COUNTER = preambleTransMax + 1:

3>
if the Random Access Preamble is transmitted on the SpCell:

4>
indicate a Random Access problem to upper layers;

4>
if this Random Access procedure was triggered for SI request:

5>
consider the Random Access procedure unsuccessfully completed.

3>
else if the Random Access Preamble is transmitted on a SCell:

4>
consider the Random Access procedure unsuccessfully completed.

2>
if the Random Access procedure is not completed:

3>
if in this Random Access procedure, the Random Access Preamble was selected by MAC among the contention-based Random Access Preambles:

4>
select a random backoff time according to a uniform distribution between 0 and the PREAMBLE_BACKOFF;

4>
delay the subsequent Random Access Preamble transmission by the backoff time.

3>
perform the Random Access Resource selection procedure (see subclause 5.1.2).

The MAC entity may stop ra-ResponseWindow (and hence monitoring for Random Access Response(s)) after successful reception of a Random Access Response containing Random Access Preamble identifiers that matches the transmitted PREAMBLE_INDEX. 
HARQ operation is not applicable to the Random Access Response transmission. 
End of changes
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