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1. Introduction
In this paper, we discuss how to handle the case when the preamble transmission counter has reached the preambleTransMax for the SI request.
2. Discussion
In the NR MAC specification [1], when the preamble transmission counter reaches the preambleTransMax for the SI request case, the explicit indication of Random Access problem will be sent to RRC layer.
	2>
if PREAMBLE_TRANSMISSION_COUNTER = preambleTransMax + 1:

3>
if the Random Access Preamble is transmitted on the SpCell:

4>
indicate a Random Access problem to upper layers;

4>
if this Random Access procedure was triggered for SI request:

5>
consider the Random Access procedure unsuccessfully completed.


According to the RRC specification, RRC will triggered RLF upon receiving the Random Access problem indication, while neither T300, T301, T304 nor T311 is running. That means the failure of random access procedure for the SI request will trigger RLF.
	The UE shall:
1>
upon T310 expiry in PCell; or

1>
upon random access problem indication from MCG MAC while neither T300, T301, T304 nor T311 is running; or

1>
upon indication from MCG RLC that the maximum number of retransmissions has been reached:

2>
consider radio link failure to be detected for the MCG i.e. RLF; 




However, SI request only happens in IDLE and INACTIVE mode. There is no need to trigger RLF in IDLE mode or INACTIVE mode. This triggered RLF in SI request case is not aligned with RAN2 agreements. Following two options are provided to solve this issue. 
Option1: MAC Correction
This option is to change the current MAC specification into no explicit Random Access problem indication from MAC when the preamble transmission counter reaches the preambleTransMax for the SI request case. How to indicate the SI request failure to upper layer is left to UE implementation.
Note that, in RRC specification [2], how to handle the SI request failure can also be UE implementation of RRC layer.
	NOTE: 
After RACH failure for SI request it is UE implementation when to retry the SI request.


In summary, the RACH failure of SI request case is handled by option 1 as implementation of both MAC and RRC layer.
Option2: RRC correction

This option is to change the RRC specification by not triggering RLF upon receiving the indication of Random Access problem. These behaviours on RLF and SI request handling shall be specified as a separated case. How to determine the Random Access problem indication for SI request failure is left as UE implementation in RRC layer.
In summary, the RACH failure of SI request case is handled by option 2 as implementation of RRC layer, and RRC specification impact is also needed to handle this case.

Compared with those two options, we prefer the option 1, which has less standard effort. Therefore, we have the following proposal.
Proposal: For RACH failure of SI request, RAN2 does not specify the indication from MAC layer and the RRC behaviors on how to handle this indication. RAN2 adopts the CR [3].
3. Conclusion
In this contribution, we discussed the case of RACH failure for SI requests and have the following proposals.

Proposal: For RACH failure of SI request, RAN2 does not specify the indication from MAC layer and the RRC behaviors on how to handle this indication. RAN2 adopts the CR [3].
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