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Introduction
RAN2 agreed to use LTE code points for security algorithms for eLTE.  The behaviour for achieving this is to use LTE code points in LTE RRC SMC and these algorithms are also applicable for DRBs and SRBs using NR PDCP.  However, the RBconfig used to configure NR PDCP for these RBs is specified in NR RRC and includes an NR code point for the security algorithms.  To achieve the use of the LTE security algorithm code point, in eLTE, the UE ignores the algorithm signalled in the RBconfig.    While not ideal, this was considered acceptable for eLTE.   
However, as pointed out in [1], this creates some problems with NG-EN-DC.  While this topic was discussed briefly last meeting, and it was agreed to continue to use LTE code points from SMC for eLTE, the issues or solutions for NG-EN-DC were not addressed.
This paper discussed the issues and possible solutions.
Discussion
RAN2 concept of unified bearers treat DRBs the same irrespective of their termination point.  The security handling of the DRBs is not based on the radio interface used for the transmission of data.  This allowed the various DRB types supporting different combinations of termination points and MCG/SCG and split bearer types.
This handling depends on using the RBConfig IE to configure unified DRBs.  RBconfig IE only includes NR security code points and these NR security algorithm code points are used for all bearers using NR PDCP even for EN-DC.
However, RAN2 agreed to use LTE code points for eLTE.   But E-UTRA security code points were not introduced in RBConfig IE.   This implies two different solutions in E-UTRA for security algorithm configuration for the different architectures:
1) For EN-DC: NR security algorithm code points in RBConfig are used 
2) For standalone E-UTRA connected to 5GC:  LTE security algorithm code points in SMC is used and NR code points in RBConfig are ignored
Then for NG-EN-DC, which handling to use is not obvious and needs further discussion.  Given that we already use NR code points for EN-DC, it is reasonable to expect to continue to use NR algorithm code points also for NG-EN-DC.  It would be very strange to use LTE code points with 5GC when we already use NR code points with EPC.  
Observation #1: NR code points for security algorithms are used for EN-DC
Proposal #1: NR security algorithm code points are used for the unified bearers for NG-EN-DC.
Use of NR security code points allows use of RadioBearerConfig IE as defined today also for NG-ENDC.  
The security algorithms for E-UTRA and NR are the same for the corresponding code points.  Further, the network has to provide the same algorithms for all the RBs in a cell group.  As long as these algorithms are limited to the E-UTRA algorithms supported by the UE and the same as that signalled outside RB config container, the actual security algorithm chosen by the UE will be the same for Rel-15.   Hence, a UE supporting NG-EN-DC can use the security algorithm RadioBearerConfig. 
Proposal #2: A UE supporting NG-EN-DC will use the security algorithm in  RadioBearerConfig.
Summary and proposals
This document discussed the security algorithm configuration for NG-EN-DC.  The following observations and proposals were made:
Observation #1: NR code points for security algorithms are used for EN-DC
Proposal #1: NR security algorithm code points are used for the unified bearers for NG-EN-DC.
Proposal #2: A UE supporting NG-EN-DC will use the security algorithm in  RadioBearerConfig.
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