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	Reason for change:
	In the current RRC specification for validating stored SI, UE compares PLMN-Identity received in the SIB 1 with the PLMN-Identity associated with the stored version of SIB (See highlighted text below). However, which PLMN identity is associated with the stored version of SIB is not specified in the current specification.

RRC Spec

1> for each stored version of a SIB:
2> if the stored SIB  has an area scope and if the first PLMN-Identity included in the PLMN-IdentityInfoList, the systemInformationAreaID    and the valueTag    that are included in the SIB1 received from the currently camped/serving cell are identical to the PLMN-Identity, the systemInformationAreaID and the valueTag associated with the stored version of that SIB; or
2> if the stored SIB is cell specific and if valueTag and CellIdentity included in the  SIB1 received from the currently camped/serving cell is identical to the valueTag and CellIdentity associated with stored version of that SIB;

	
	

	Summary of change:
	Option 1: First PLMN indentity in the PLMN-IdentityInfoList of the stored SIB1 is used for comparison.
Option 2: PLMN-Identity associated with the systemInformationAreaID is used for comparison.

Option 3: Add a note: “The PLMN-Identity associated with the stored version of a SIB is the first PLMN-Identity included in the PLMN-IdentityInfoList of the corresponding SIB1”
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<Start of modification – OPTION 1>
5.2.2.2
SI validity and need to (re)-acquire SI
5.2.2.2.1
SI validity

The UE shall apply the SI acquisition procedure as defined in clause 5.2.2.3 upon cell selection (e.g. upon power on), cell-reselection, return from out of coverage, after reconfiguration with sync completion, after entering the network from another RAT, upon receiving an indication that the system information has changed, upon receiving a PWS notification; whenever the UE does not have a valid version of a stored SI.
When the UE acquires a MIB or a SIB1 or a SI message in a serving cell as described in clause 5.2.2.3, the UE shall store the acquired SI. A version of the SI that the UE stored is no longer valid  3 hours after acquisition. The UE may use a valid stored version of the SI except MIB and SIB1 e.g. after cell re-selection, upon return from out of coverage or after the reception of SI change indication.

NOTE: 
The storage and management of the stored SI in addition to the SI valid for the current serving cell is left to UE implementation.

The UE shall:
1>
delete any stored version of a SIB after 3 hours from the moment it was successfully confirmed as valid;

1>
for each stored version of a SIB:
2>
if the areaScope value of the stored version of the SIB is the same as the value received from the serving cell: 
3>
if the stored SIB has an area scope and if the first PLMN-Identity included in the PLMN-IdentityInfoList, the systemInformationAreaID and the valueTag that are included in the SIB1 received from the serving cell are identical to the first PLMN-Identity in the PLMN-IdentityInfoList of the stored SIB1, the systemInformationAreaID and the valueTag associated with the stored version of that SIB; or

3>
if the stored SIB is cell specific and if valueTag and CellIdentity included in the  SIB1 received from the serving cell is identical to the valueTag and CellIdentity associated with stored version of that SIB;

4> consider the stored SIB as valid for the cell;
<End of modification – OPTION 1>
<Start of modification – OPTION 2>
5.2.2.2
SI validity and need to (re)-acquire SI
5.2.2.2.1
SI validity

The UE shall apply the SI acquisition procedure as defined in clause 5.2.2.3 upon cell selection (e.g. upon power on), cell-reselection, return from out of coverage, after reconfiguration with sync completion, after entering the network from another RAT, upon receiving an indication that the system information has changed, upon receiving a PWS notification; whenever the UE does not have a valid version of a stored SI.
When the UE acquires a MIB or a SIB1 or a SI message in a serving cell as described in clause 5.2.2.3, the UE shall store the acquired SI. A version of the SI that the UE stored is no longer valid  3 hours after acquisition. The UE may use a valid stored version of the SI except MIB and SIB1 e.g. after cell re-selection, upon return from out of coverage or after the reception of SI change indication.

NOTE: 
The storage and management of the stored SI in addition to the SI valid for the current serving cell is left to UE implementation.

The UE shall:
1>
delete any stored version of a SIB after 3 hours from the moment it was successfully confirmed as valid;

1>
for each stored version of a SIB:
2>
if the areaScope value of the stored version of the SIB is the same as the value received from the serving cell: 
3>
if the stored SIB has an area scope and if the PLMN-Identity associated with the systemInformationAreaID, the systemInformationAreaID and the valueTag that are included in the SIB1 received from the serving cell are identical to the PLMN-Identity associated with the systemInformationAreaID, the systemInformationAreaID and the valueTag associated with the stored version of that SIB; or

3>
if the stored SIB is cell specific and if valueTag and CellIdentity included in the  SIB1 received from the serving cell is identical to the valueTag and CellIdentity associated with stored version of that SIB;

4> consider the stored SIB as valid for the cell;
<End of modification – OPTION 2>
<Start of modification – OPTION 3>
5.2.2.2
SI validity and need to (re)-acquire SI
5.2.2.2.1
SI validity

The UE shall apply the SI acquisition procedure as defined in clause 5.2.2.3 upon cell selection (e.g. upon power on), cell-reselection, return from out of coverage, after reconfiguration with sync completion, after entering the network from another RAT, upon receiving an indication that the system information has changed, upon receiving a PWS notification; whenever the UE does not have a valid version of a stored SI.
When the UE acquires a MIB or a SIB1 or a SI message in a serving cell as described in clause 5.2.2.3, the UE shall store the acquired SI. A version of the SI that the UE stored is no longer valid  3 hours after acquisition. The UE may use a valid stored version of the SI except MIB and SIB1 e.g. after cell re-selection, upon return from out of coverage or after the reception of SI change indication.

NOTE: 
The storage and management of the stored SI in addition to the SI valid for the current serving cell is left to UE implementation.

The UE shall:
1>
delete any stored version of a SIB after 3 hours from the moment it was successfully confirmed as valid;

1>
for each stored version of a SIB:
2>
if the areaScope value of the stored version of the SIB is the same as the value received from the serving cell: 
3>
if the stored SIB has an area scope and if the first PLMN-Identity included in the PLMN-IdentityInfoList, the systemInformationAreaID and the valueTag that are included in the SIB1 received from the serving cell are identical to the PLMN-Identity , the systemInformationAreaID and the valueTag associated with the stored version of that SIB; or

NOTE: 
The PLMN-Identity associated with the stored version of a SIB is the first PLMN-Identity included in the PLMN-IdentityInfoList of the corresponding SIB1.
3>
if the stored SIB is cell specific and if valueTag and CellIdentity included in the  SIB1 received from the serving cell is identical to the valueTag and CellIdentity associated with stored version of that SIB;

4> consider the stored SIB as valid for the cell;
<End of modification – OPTION 3>
