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First Modified Subclause
5.3.13.2	Initiation
The UE initiates the procedure when upper layers or AS (when responding to NG-RAN paging or upon triggering RNA updates while the UE is in RRC_INACTIVE) requests the resume of a suspended RRC connection.
Upon initiation of the procedure, the UE shall:
[bookmark: _Hlk512505119]Editor’s Note: FFS Whether SCG configuration should be released or whether that should be treated as any other configuration (i.e. with delta signalling). 
1>	if the upper layers provide an Access Category and one or more Access Identities upon requesting the resumption of an RRC connection:
2>	perform the unified acccess control procedure as specified in 5.3.14 using the Access Category and Access Identities provided by upper layers;
3>	if the access attempt is barred, the procedure ends;
1>	if the resumption of the RRC connection is triggered due to an RNA update:
2>	if an emergency service is ongoing:
NOTE: 	How the RRC layer in the UE is aware of an ongoing emergency service is up to UE implementation.
3>	select '2' as the Access Category;
2>	else:
3>	select ‘8’[the standardised RAN specific access category] as the Access Category;
Editor’s note: Which value to use for the standardised RAN specific access category needs to be confirmed by SA1. 
2>	perform the unified acccess control procedure as specified in 5.3.14 using the selected Access Category and one or more Access Identities provided by upper layers;
3>	if the access attempt is barred:
[bookmark: _Hlk517014742]4>	set the variable pendingRnaUpdate to 'TRUE';
4>	the procedure ends;
1>	if the resumption of the RRC connection is triggered by response to NG-RAN paging:
2>	select '0' as the Access Category;
2>	perform the unified acccess control procedure as specified in 5.3.14 using the selected Access Category and one or more Access Identities provided by upper layers;
3>	if the access attempt is barred, the procedure ends;
1>	release the current dedicated Serving Cell configuration and apply the specified values in corresponding specification except for the parameters for which values are provided in SIB1;
1>	apply the default MAC Cell Group configuration as specified in 9.2.x1;
1>	release delayBudgetReportingConfig, if configured and stop timer T3xx, if running;
1>	apply the CCCH configuration as specified in 9.1.1.x2;
1>	apply the timeAlignmentTimerCommon included in SIB1;
1>	start timer T319;
1>	stop timer T380, if running;
1>	initiate transmission of the RRCResumeRequest message or RRCResumeRequest1 in accordance with 5.3.13.3;
Editor’s Note: FFS Requirements on up to date system information acquisiton before connection resumption. 
Next Modified Subclause
5.3.13.8	RNA update
Upon entering RRC_INACTIVE state, the UE shall:
1>	if T380 expires; or
1>	if upon cell reselection the UE enters an RNA not belonging to the configured ran-NotificationAreaInfo:
2>	if upper layers request resumption of an RRC connection;
3>	initiate RRC connection resume procedure in 5.3.13.2 with cause value set in accordance with the information received from upper layers;
2>	else:
3>	initiate RRC connection resume procedure in 5.3.13.2 with cause value set to ‘rna-Update’;
Editor’s note: FFS How to handle simultaneous NAS triggered events and AS triggered events (except TAU and RNAU, which has been explicitly agreed).
1> if barring is alleviated for Access Category [the standardised RAN specific access category] ‘8’, as specified in 5.3.14.4:
Editor’s note: Which value to use for the standardised RAN specific access category needs to be confirmed by SA1.
2>	if upper layers do not request RRC the resumption of an RRC connection, and
2>	if the variable pendingRnaUpdate is set to 'TRUE':
3> set the variable pendingRnaUpdate to 'FALSE';
3>	initiate RRC connection resume procedure in 5.3.13.2 with cause value set to ‘rna-Update’;
Next Modified Subclause
5.3.14	Unified Access Control
5.3.14.1	General
The purpose of this procedure is to perform access barring check for an access attempt associated with a given Access Category and one or more Access Identities upon request from upper layers according to TS 24.501 [23] or the RRC layer.
5.3.14.2	Initiation
Upon initiation of the procedure, the UE shall:
1>	if timer T390 is running for the Access Category:
2>	consider the access attempt as barred;
1>	if timer T302 is running and the Access Category is neither '2' nor '0':
2>	consider the access attempt as barred;
1>	else:
Editor’s note: FFS whether indication/selection of the Access Category for RRC Resume is described in this section or not.
2>	if the Access Category is ‘0’:
3>	consider the access attempt as allowed;
2>	else:
3>	if SIB1 includes uac-BarringPerPLMN-List and the uac-BarringPerPLMN-List contains an UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers (see TS 24.501 [23]):
4>	select the UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers;
4>	in the remainder of this procedure, use the selected UAC-BarringPerPLMN entry (i.e. presence or absence of access barring parameters in this entry) irrespective of the uac-BarringForCommon included in SIB1;
3>	else if SIB1 includes uac-BarringForCommon:
4>	in the remainder of this procedure use the uac-BarringForCommon (i.e. presence or absence of these parameters) included in SIB1;
3> else:
4> consider the access attempt as allowed;
3>	if uac-BarringForCommon is applicable or the uac-ACBarringListType indicated that uac-ExplicitACBarringList is used:
4>	if the corresponding UAC-BarringPerCatList contains a UAC-BarringPerCat entry corresponding to the Access Category:
5>	select the UAC-BarringPerCat entry;
5>	if the uac-BarringInfoSetList contain a UAC-BarringInfoSet entry corresponding to the selected uac-barringInfoSetIndex in the UAC-BarringPerCat:
6>	select the UAC-BarringInfoSet entry;
6> perform access barring check for the Access Category as specified in 5.3.14.5, using the selected UAC-BarringInfoSet as "UAC barring parameter";
5>	else:
6> consider the access attempt as allowed;
4>	else:
5> consider the access attempt as allowed;
3> else if the uac-ACBarringListType indicated that uac-ImplicitACBarringList is used:
4> if the uac-BarringInfoSetList contain a UAC-BarringInfoSet entry corresponding to the uac-barringInfoSetIndex in the UAC-BarringPerCat:
5> select the UAC-BarringInfoSet entry;
5> perform access barring check for the Access Category as specified in 5.3.14.5, using the selected UAC-BarringInfoSet as "UAC barring parameter";
4> else:
5> consider the access attempt as allowed;
3> else:
4> consider the access attempt as allowed;
1>	if the access barring check was requested by upper layers:
2>	if the access attempt is considered as barred:
3>	inform upper layers that the access attempt for the Access Category is barred, upon which the procedure ends;
2>	else:
3>	inform upper layers that the access attempt for the Access Category is allowed, upon which the procedure ends;
1>	else:
2>	the procedure ends;

End of Modified Subclause
