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	Reason for change:
	Changes related to NR-Standalone:

This CR implements changes resulting from the RAN2 E-mail discussion [AH1807#10][NR] Access Control (Ericsson):

AS/NAS interaction/modelling
It is a bit unclear how to capture the different options for AS/NAS modeling for barring check for connection establishment/resume.

T30x timer handling
Timer [T30x] is currently a placeholder and should be replaced with proper timer(s).
Whether timers [T30x] are stopped at cell reselection is currently FFS.

Access category for RNA update
Which access category to use upon barring check at RRC resume due to RNA update is currently FFS. A new RAN specific standardised access category (to be confirmed by SA1) should be used.

Cause values
Which establishment and resume cause values to add is currently FFS..

Selection assistance information for Access Category 1 is missing
A Rel-15 compliant UE will not be configured as “delay-tolerant” / “low access priority” / “EAB”. Still, in other to bar a future release UE configured for delay-tolerant, from e.g. a Rel-15 network, according to stage-1 requirements, selection assistance information (also known as "category a,b and c" in TS 22.261) needs to be broadcasted in SIB1 - to trigger such a UE to select the access category 1 rather than any other access category (in latter case it would become a "normal UE" rather than a "delay-tolerant UE" from UAC point of view).


	
	

	Summary of change:
	Changes related to NR-Standalone:

This CR implements changes resulting from the RAN2 E-mail discussion [AH1807#10][NR] Access Control (Ericsson):

AS/NAS interaction/modelling
Removed the NOTE from 5.3.3.2 and 5.3.13.2 about UE implementation options for the AS/NAS interaction for provisioning of establishment cause in relation to access barring check, as this note is not needed.
Removed the corresponding FFS:s on how to specify this interaction.

T30x timer handling
In 5.3.14.x and 7.1.1, replaced [T30x] with T390 and added clarification in 7.1.1 that the UE shall maintain one instance of this timer per Access Category.
Removed the FFS on stopping T30x / T390 upon cell reselection and added the following events as triggers for stopping barring timers in 5.3.14.3:
Cell selection, state change to RRC_CONNECTED, change of PCell while in RRC_CONNECTED and reception of a MobilityFromNRCommand message.
The title of 5.3.14.3 is accordingly changed into "Conditions for stopping of barring timers T390".
In the definition of timer T30x / T390 in 7.1.1, added that the timer is stopped according to the specification in 5.3.14.3, for all access categories.

Access category for RNA update
In 5.3.13.2 and 5.3.13.8, removed the FFS on which access category to use when performing RRC resume due to RNA update. Added a placeholder for the new RAN specific access cateogry and an FFS stating that this value needs to be confirmed by SA1.

Cause values
Added mo-VideoCall, mo-SMS, MPS-PriorityAccess and MCS-PriorityAccess values in the definitions of EstablishmentCause and ResumeCause. The FFS on potential new values is removed. 

Selection assistance information for Access Category 1 added
In SIB1, as part of the uac-BarringInfo, added an optional parameter uac-AccessCategory1-SelectionAssistanceInfo, which may be sent as a PLMN common information or PLMN-specific. In the explaination of this field it is stated that a UE compliant with this version of the specification shall ignore this field.
Added defininition of the IE UAC-AccessCategory1-SelectionAssistanceInfo ::=	ENUMERATED {a, b, c}.

Impact Analysis
Impacted functionality:
NR for standalone operation


	
	

	Consequences if not approved:
	
Misalignment between AS and NAS specifications, unclear which cause values to set in certain cases.

A rel-15 network cannot bar a future release UE configured for delay tolerant.
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[bookmark: _Toc500942635][bookmark: _Toc509405757][bookmark: _Hlk504049857][bookmark: _Hlk504055217]START OF THE CHANGE
5.3.3.2	Initiation
The UE initiates the procedure when upper layers request establishment of an RRC connection while the UE is in RRC_IDLE.
NOTE: 	As one UE implementation option, upper layers may request access barring check as specified in the unified acccess control procedure in 5.3.14 and only request the RRC establishment when the access attempt is considered allowed. As another UE implementation option, upper layers may instead provide an Access Category and one or more Access Identities upon requesting the RRC establishment so that RRC initiates the access barring check.
Upon initiation of the procedure, the UE shall:
1>	if the upper layers provide an Access Category and one or more Access Identities upon requesting establishment of an RRC connection:
2>	perform the unified acccess control procedure as specified in 5.3.14 using the Access Category and Access Identities provided by upper layers;
3>	if the access attempt is barred, the procedure ends;
Editor’s Note: FFS How to capture the different options for AS/NAS modeling for barring check for connection establishment.
1>	apply the default physical channel configuration as specified in 9.2.x;
1>	apply the default semi-persistent scheduling configuration as specified in 9.2.x;
1>	apply the default MAC main configuration as specified in 9.2.x;
1>	apply the CCCH configuration as specified in 9.1.1.X;
1>	start timer T300;
1>	initiate transmission of the RRCSetupRequest message in accordance with 5.3.3.3;
Editor’s Note: FFS Details regarding default L1/L2 configurations (e.g. CCCH, physical channel, MAC, scheduling, etc.).
Editor’s Note: FFS Whether NR supports a timeAlignmentTimerCommon, whether is transmitted in SIB2 and UE behavior associated). 
Editor’s Note: FFS Requirements on up to date system information acquisiton before connection setup. 
[bookmark: _Toc510018512]
NEXT CHANGE
5.3.13.2	Initiation
The UE initiates the procedure when upper layers or AS (when responding to NG-RAN paging or upon triggering RNA updates while the UE is in RRC_INACTIVE) requests the resume of a suspended RRC connection.
[bookmark: _Hlk517010579]NOTE: 	As one UE implementation option, upper layers may request access barring check as specified in the unified acccess control procedure in 5.3.14 and only request the RRC resumption when the access attempt is considered allowed. As another UE implementation option, upper layers may instead provide an Access Category and one or more Access Identities upon requesting the RRC resumption so that RRC initiates the access barring check.
Upon initiation of the procedure, the UE shall:
[bookmark: _Hlk512505119]Editor’s Note: FFS Whether SCG configuration should be released or whether that should be treated as any other configuration (i.e. with delta signalling). 
1>	if the upper layers provide an Access Category and one or more Access Identities upon requesting the resumption of an RRC connection:
[bookmark: _GoBack]2>	perform the unified acccess control procedure as specified in 5.3.14 using the Access Category and Access Identities provided by upper layers;
3>	if the access attempt is barred, the procedure ends;
Editor’s Note: FFS How to capture the different options for AS/NAS modeling for barring check for connection resume.
1>	if the resumption of the RRC connection is triggered due to an RNA update:
2>	if an emergency service is ongoing:
NOTE: 	How the RRC layer in the UE is aware of an ongoing emergency service is up to UE implementation.
3>	select '2' as the Access Category;
2>	else:
[bookmark: _Hlk520804132]3>	select [the standardised RAN specific access categoryAccess Category corresponding to RNA update] as the Access Category;
Editor’s Note: Which value to use for the standardised RAN specific access category needs to be confirmed by SA1.
Editor’s note: FFS whether to use access category 3 for MO-signalling or a standardised RAN specific access category for RNA update. 
2>	perform the unified acccess control procedure as specified in 5.3.14 using the selected Access Category and one or more Access Identities provided by upper layers;
3>	if the access attempt is barred:
[bookmark: _Hlk517014742]4>	set the variable pendingRnaUpdate to 'TRUE';
4>	the procedure ends;
1>	if the resumption of the RRC connection is triggered by response to NG-RAN paging:
2>	select '0' as the Access Category;
2>	perform the unified acccess control procedure as specified in 5.3.14 using the selected Access Category and one or more Access Identities provided by upper layers;
3>	if the access attempt is barred, the procedure ends;
1>	apply the default Serving Cell configuration as specified in 9.2.x3;
1>	apply the default physical Cell Group configuration as specified in 9.2.x2;
1>	apply the default MAC Cell Group configuration as specified in 9.2.x1;
1>	apply the CCCH configuration as specified in 9.1.1.2;
Editor’s Note: FFS Whether NR supports a timeAlignmentTimerCommon, whether is transmitted in SIB2 and U	E behavior associated). 
1>	start timer T319;
1>	stop timer T380;
1>	initiate transmission of the RRCResumeRequest message in accordance with 5.3.13.3;
Editor’s Note: FFS Requirements on up to date system information acquisiton before connection resumption. 


NEXT CHANGE
5.3.13.8	RNA update
Upon entering RRC_INACTIVE state, the UE shall:
1>	if T380 expires; or
1>	if upon cell reselection the UE enters an RNA not belonging to the configured ran-NotificationAreaInfo:
2>	if upper layers request resumption of an RRC connection;
3>	initiate RRC connection resume procedure in 5.3.13 with cause value set in accordance with the information received from upper layers;
2>	else:
3>	initiate RRC connection resume procedure in 5.3.13 with cause value set to ‘rna-Update’;
Editor’s note: FFS How to handle simultaneous NAS triggered events and AS triggered events (except TAU and RNAU, which has been explicitly agreed).
1> if barring is alleviated for Access Category [the standardised RAN specific access categoryAccess Category corresponding to RNA update], as specified in 5.3.14.4:
Editor’s Note: Which value to use for the standardised RAN specific access category needs to be confirmed by SA1.
Editor’s note: FFS whether to use access category 3 for MO-signalling or a standardised RAN specific access category for RNA update.
2>	if upper layers do not request RRC the resumption of an RRC connection, and
2>	if the variable pendingRnaUpdate is set to 'TRUE':
3> set the variable pendingRnaUpdate to 'FALSE';
3>	initiate RRC connection resume procedure in 5.3.13.2 with cause value set to ‘rna-Update’;

NEXT CHANGE
5.3.14.2	Initiation
Upon initiation of the procedure, the UE shall:
1>	if timer [T30x]T390 is running for the Access Category:

2>	consider the access attempt as barred;
1>	if timer T302 is running and the Access Category is neither '2' nor '0':
2>	consider the access attempt as barred;
1>	else:
Editor’s note: FFS whether indication/selection of the Access Category for RRC Resume is described in this section or not.
2>	if the Access Category is ‘0’:
3>	consider the access attempt as allowed;
2>	else:
3>	if SIB1 includes uac-BarringPerPLMN-List and the uac-BarringPerPLMN-List contains an UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers (see TS 24.501 [23]):
4>	select the UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers;
4>	in the remainder of this procedure, use the selected UAC-BarringPerPLMN entry (i.e. presence or absence of access barring parameters in this entry) irrespective of the common access barring parameters included in SIB1;
3>	else
4>	in the remainder of this procedure use the common access barring parameters (i.e. presence or absence of these parameters) included in SIB1;
3>	if the uac-ACBarringListType indicated that uac-ExplicitACBarringList is used:
4>	if the corresponding UAC-BarringPerCatList contains a UAC-BarringPerCat entry corresponding to the Access Category:
5>	select the UAC-BarringPerCat entry;
5>	if the uac-BarringInfoSetList contain a UAC-BarringInfoSet entry corresponding to the uac-barringInfoSetIndex in the UAC-BarringPerCat:
6>	select the UAC-BarringInfoSet entry;
6> perform access barring check for the Access Category as specified in 5.3.14.5, using the UAC-BarringInfoSet as "UAC barring parameter";
5>	else:
6> consider the access attempt as allowed;
4>	else:
5> consider the access attempt as allowed;
3>	select the UAC-BarringInfoSetIndex entry from uac-ImplicitACBarringList entry corresponding to the Access Category;
4>	perform access barring check for the Access Category as specified in 5.3.14.5, using  uac-BarringInfo corresponding to UAC-BarringInfoSetIndex as "UAC barring parameter";
1>	if the access barring check was requested by RRC for an RRC establishment or for an RRC resumption requested by upper layers; or
1>	if the access barring check was requested by upper layers:
2>	if the access attempt is considered as barred:
3>	inform upper layers that the access attempt for the Access Category is barred, upon which the procedure ends;
2>	else:
3>	inform upper layers that the access attempt for the Access Category is allowed, upon which the procedure ends;
1>	else:
2>	the procedure ends;
5.3.14.3	Conditions for stopping of barring timersCell re-selection while T30xT390 is running
The UE shall:
1>	if cell reselection occurs; or while [T30x] is running:
1>	if cell selection occurs; or
1>	if a state change to RRC_CONNECTED occurs; or
1>	if a change of PCell occurs while in RRC_CONNECTED; or
1>	upon reception of a MobilityFromNRCommand message:
2>	ifstop timer [T30x]T390 is running:
3> stop timer T390 for all access categories;
32>	 perform the actions as specified in 5.3.14.4.
Editor’s note: FFS whether T30x is stopped due to cell reselection (e.g. as in LTE). 
5.3.14.4	Barring alleviation
The UE shall:
1>	if timer T302 expires or is stopped, and if timer [T30x]T390 corresponding to an Access Category is not running; or
1>	if timer [T30x]T390 corresponding to an Access Category expires or is stopped, and if timer T302 is not running:
2>	consider the barring for this Access Category to be alleviated;
1>	When barring for an access category is considered being alleviated:
2>	if the Access Category was provided upon access barring check requested by upper layers:
3>	inform upper layers about barring alleviation for the Access Category;
5.3.14.5	Access barring check
The UE shall:
1>	if one or more Access Identities are indicated by upper layers according to TS 24.501 [23] or obtained by the RRC layer, and
1>	if for at least one of these Access Identities the corresponding bit in the uac-BarringForAccessIdentity contained in "UAC barring parameter" is set to zero:
2>	consider the access attempt as allowed;
1>	else:
2>	draw a random number 'rand' uniformly distributed in the range: 0 ≤ rand < 1;
2>	if 'rand' is lower than the value indicated by uac-BarringFactor included in "UAC barring parameter":
3>	consider the access attempt as allowed;
2>	else:
3>	consider the access attempt as barred;
1>	if the access attempt is considered as barred:
2>	draw a random number 'rand' that is uniformly distributed in the range 0 ≤ rand < 1;
2>	start timer [T30x]T390 for the Access Category with the timer value calculated as follows, using the uac-BarringTime included in "AC barring parameter":
	"Tbarring" = (0.7+ 0.6 * rand) * uac-BarringTime;

NEXT CHANGE
[bookmark: _Toc510018567]6.2.2	Message definitions
–	RRCResumeRequest
The RRCResumeRequest message is used to request the resumption of a suspended RRC connection or perform an RNA update.
Signalling radio bearer: SRB0
RLC-SAP: TM
Logical channel: CCCH
Direction: UE to Network
RRCResumeRequest message
-- ASN1START
-- TAG-RRCRESUMEREQUEST-START

RRCResumeRequest ::=	SEQUENCE {
		rrcResumeRequest			RRCResumeRequest-IEs	
}

RRCResumeRequest-IEs ::=		SEQUENCE {
	shortResumeIdentity							ShortI-RNTI-Value,
	resumeMAC-I									BIT STRING (SIZE (16)),
	resumeCause									ResumeCause,	
	spare										BIT STRING (SIZE (1))
}

-- FFS Which additional resume causes are supported: delayTolerantAccess, MO video, MO SMS, etc.
ResumeCause ::=				ENUMERATED {
										emergency, highPriorityAccess, mt-Access, mo-Signalling,
										mo-Data, mo-VoiceCall, mo-VideoCall, mo-SMS, rna-Update, MPS-PriorityAccess, MCS-PriorityAccess, spare1, 												spare2, spare3, spare4, 
										spare5, spare6, spare7, spare8, spare9 }


-- TAG-RRCRESUMEREQUEST-STOP
-- ASN1STOP

	RRCResumeRequest field descriptions

	resumeCause
Provides the resume cause for the RRC connection resume request as provided by the upper layers or RRC.  gNB is not expected to reject a RRCResumeRequest due to unknown cause value being used by the UE.

	shortResumeIdentity
UE identity to facilitate UE context retrieval at gNB.

	resumeMAC-I
Authentication token to facilitate UE authentication at gNB. The 16 least significant bits of the MAC-I calculated using the security configuration as specified in 5.3.13.3.




NEXT CHANGE
–	RRCSetupRequest
The RRCSetupRequest message is used to request the establishment of an RRC connection.
Signalling radio bearer: SRB0
RLC-SAP: TM
Logical channel: CCCH
Direction: UE to Network
RRCSetupRequest message
-- ASN1START
-- TAG-RRCSETUPREQUEST-START


RRCSetupRequest ::=			SEQUENCE {
	rrcSetupRequest							RRCSetupRequest-IEs
}


RRCSetupRequest-IEs ::=		SEQUENCE {
	ue-Identity							InitialUE-Identity,
	establishmentCause					EstablishmentCause
}
				
InitialUE-Identity ::=				CHOICE {
	ng-5g-s-tmsi-part1					BIT STRING (SIZE (39)),
	randomValue							BIT STRING (SIZE (39)),
	spare								BIT STRING (SIZE (1))
}

-- FFS Which additional cause values are supported: delayTolerantAccess, MO videop, MO SMS, etc.
EstablishmentCause ::=				ENUMERATED {
										emergency, highPriorityAccess, mt-Access, mo-Signalling,
										mo-Data, mo-VoiceCall, mo-VideoCall, mo-SMS, MPS-PriorityAccess, MCS-PriorityAccess, spare1, spare2, 													spare3, spare4, 
										spare5, spare6, spare7, spare8, spare9, spare10}

-- TAG-RRCSETUPREQUEST-STOP
-- ASN1STOP

	RRCSetupRequest field descriptions

	establishmentCause
Provides the establishment cause for the RRC request in accordance with the information received from upper layers. gNB is not expected to reject a RRCSetupRequest due to unknown cause value being used by the UE.

	randomValue
Integer value in the range 0 to 239 1.

	ue-Identity
UE identity included to facilitate contention resolution by lower layers.

	ng-5g-s-tmsi-part1
The rightmost 39 bits of 5G-S-TMSI.




NEXT CHANGE
–	SIB1
Editor’s Note: Targeted for completion in September 2018. Not used in EN-DC.
SIB1 contains information relevant when evaluating if a UE is allowed to access a cell and defines the scheduling of other system information. It also contains radio resource configuration information that is common for all UEs and barring information applied to the unified access control.
Signalling radio bearer: N/A
RLC-SAP: TM
Logical channels: BCCH
Direction: Network to UE
SIB1 message
-- ASN1START
-- TAG-SIB1-START

SIB1 ::=		SEQUENCE {
	cellSelectionInfo					SEQUENCE {
		q-RxLevMin							Q-RxLevMin,
		q-RxLevMinOffset					INTEGER (1..8)		OPTIONAL, 		-- Need R
		q-RxLevMinSUL						Q-RxLevMin			OPTIONAL, 		-- Need R
		q-QualMin							Q-QualMin			OPTIONAL,		-- Need R
		q-QualMinOffset					INTEGER (1..8)		OPTIONAL		-- Need R
	}																				OPTIONAL,			-- Need S
	cellAccessRelatedInfo				CellAccessRelatedInfo,
	connEstFailureControl 	ConnEstFailureControl											OPTIONAL,			-- Need R
	si-SchedulingInfo					SI-SchedulingInfo							OPTIONAL,			-- Need R
	servingCellConfigCommon				ServingCellConfigCommonSIB			OPTIONAL,			-- Need R
	ims-EmergencySupport					ENUMERATED {true}						OPTIONAL,			-- Need R
	eCallOverIMS-Support					ENUMERATED {true}						OPTIONAL, 			-- Cond Absent
	ue-TimersAndConstants				UE-TimersAndConstants						OPTIONAL,			-- Need R

	uac-BarringInfo 						SEQUENCE {
		uac-BarringForCommon					UAC-BarringPerCatList			OPTIONAL,			-- Need S
			uac-BarringPerPLMN-List				UAC-BarringPerPLMN-List			OPTIONAL,		-- Need S
			uac-BarringInfoSetList				UAC-BarringInfoSetList,
			uac-AccessCategory1-SelectionAssistanceInfo CHOICE {
				plmnCommon           UAC-AccessCategory1-SelectionAssistanceInfo,
			individualPLMNList   SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo
		}			OPTIONAL
 	}									OPTIONAL,														-- Need R

	useFullResumeID							ENUMERATED {true}				OPTIONAL,	-- Need N

	lateNonCriticalExtension			OCTET STRING															OPTIONAL,
	nonCriticalExtension				SEQUENCE{}																OPTIONAL 
}

UAC-BarringPerPLMN-List ::= 		SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN

UAC-BarringPerPLMN ::=			SEQUENCE {
		plmn-IdentityIndex					INTEGER (1..maxPLMN),
		uac-ACBarringListType		CHOICE{
				uac-ImplicitACBarringList		SEQUENCE (SIZE(maxAccessCat-1)) OF UAC-BarringInfoSetIndex,
				uac-ExplicitACBarringList				UAC-BarringPerCatList
				}
}

UAC-BarringPerCatList ::= SEQUENCE (SIZE (1..maxAccessCat-1)) OF UAC-BarringPerCat

UAC-BarringPerCat ::= SEQUENCE {
	   accessCategory             		INTEGER (1..maxAccessCat-1),
	   uac-barringInfoSetIndex  	    		UAC-BarringInfoSetIndex
}

UAC-BarringInfoSetIndex  ::=				INTEGER (1..maxBarringInfoSet)

UAC-BarringInfoSetList ::= SEQUENCE (SIZE(1..maxBarringInfoSet)) OF UAC-BarringInfoSet

UAC-BarringInfoSet ::= SEQUENCE {
	uac-BarringFactor			ENUMERATED {
									p00, p05, p10, p15, p20, p25, p30, p40,
									p50, p60, p70, p75, p80, p85, p90, p95},
	uac-BarringTime				ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
	uac-BarringForAccessIdentity			BIT STRING (SIZE(7))
}

UAC-AccessCategory1-SelectionAssistanceInfo ::=	ENUMERATED {a, b, c}

-- TAG-SIB1-STOP
-- ASN1STOP

[bookmark: _Hlk515402574]
	SIB1 field descriptions

	accessCategory
The Access Category according to [TS 22.261]

	q-QualMin
Parameter “Qqualmin” in TS 38.304 [4], applicable for serving cell. If the field is not present, the UE applies the (default) value of negative infinity for Qqualmin.  

	q-RxLevMin
Parameter “Qrxlevmin” in TS 38.304 [4], applicable for serving cell.

	q-RxLevMinSUL
Parameter “QrxlevminSUL” in TS 38.304 [4], applicable for serving cell

	uac-BarringForCommon 
Common access control parameters for each access category. Common values are used for all PLMNs, unless overwritten by the PLMN specific configuration provided in uac-BarringPerPLMN-List. The parameters are specified by providing an index to the set of configurations (uac-BarringInfoSetList). UE behaviour upon absence of this field is specified in section 5.3.14.2.

	uac-BarringPerPLMN-List 
Access control parameters for each access category valid only for a specific PLMN.

	uac-barringInfoSetIndex
Index of the entry in field uac-BarringInfoSetList. Value 1 corresponds to the first entry in uac-BarringInfoSetList, value 2 corresponds to the second entry in this list and so on.

	uac-BarringInfoSetList 
List of access control parameter sets. Each access category can be configured with access parameters corresponding to a particular set.

	uac-BarringForAccessIdentity
Indicates whether access attempt is allowed for each Access Identity. The leftmost bit, bit 0 in the bit string corresponds to Access Identity 1, bit 1 in the bit string corresponds to Access Identity 2, and so on. Value 0 means that access attempt is allowed for the corresponding access identity.

	useFullResumeID
This field indicates if the UE indicates full resume ID of 40 bits in RRCResumeRequest.

	uac-AccessCategory1-SelectionAssistanceInfo
Information used to determine whether Access Category 1 applies to the UE, as defined in [25]. A UE compliant with this version of the specification shall ignore this field. 



	UAC-BarringPerCat field descriptions

	accessCategory
The Access Category according to [TS 22.261]



	UAC-BarringInfoSet field descriptions

	uac-BarringFactor
Represents the probability that access attempt would be allowed during access barring check.

	uac-BarringTime
The minimum time before a new access attempt is to be performed after an access attempt was barred at access barring check for the same access category.



	[bookmark: _Hlk515402606]Conditional presence
	Explanation

	Absent
	The field is not used in this version of the specification, if received the UE shall ignore.



	

	

	

	

	

	

	

	





NEXT CHANGE
7.1.1	Timers (Informative)
	Timer
	Start
	Stop
	At expiry

	T300
	Upon transmission of RRCSetupRequest.
	Upon reception of RRCSetup or RRCReject message, cell re-selection and upon abortion of connection establishment by upper layers.
	Perform the actions as specified in 5.3.3.6. 

	T301
	Upon transmission of RRCReestabilshmentRequest
	Upon reception of RRCReestablishment or RRCSetupmessage as well as when the selected cell becomes unsuitable
	Go to RRC_IDLE

	T302
	Upon reception of RRCReject while performing RRC connection establishment or resume.
	Upon entering RRC_CONNECTED and upon cell re-selection.
	Inform upper layers about barring alleviation as specified in 5.3.x. (FFS)

	T304
	Upon reception of RRCReconfiguration message including reconfigurationWithSync
	Upon successful completion of random access on the corresponding  SpCell
For T304 of SCG, upon SCG release
	For T304 of SCG, inform network about the reconfiguration with sync failure by initiating the SCG failure information procedure as specified in 5.7.3.


	T310

	Upon detecting physical layer problems for the SpCell i.e. upon receiving N310 consecutive out-of-sync indications from lower layers.
	Upon receiving N311 consecutive in-sync indications from lower layers for the SpCell, upon receiving RRCReconfiguration with reconfigurationWithSync for that cell group, and upon initiating the connection re-establishment procedure.
Upon SCG release, if the T310 is kept in SCG.

	If the T310 is kept in MCG: If security is not activated: go to RRC_IDLE else: initiate the connection re-establishment procedure. 
If the T310 is kept in SCG, Inform E-UTRAN/NR about the SCG radio link failure by initiating the SCG failure information procedure as specified in 5.7.3.

	T311

	Upon initiating the RRC connection re-establishment procedure
	Upon selection of a suitable NR cell or a cell using another RAT.
	Enter RRC_IDLE

	T319
	Upon transmission of RRCResumeRequest.
	Upon reception of RRCSetup, RRCRelease, RRCRelease with suspendConfig or RRCReject message, cell re-selection and upon abortion of connection establishment by upper layers.
	Perform the actions as specified in 5.3.13.5.

	T320
	Upon reception of t320 or upon cell (re)selection to NR from another RAT with validity time configured for dedicated priorities (in which case the remaining validity time is applied).
	Upon entering RRC_CONNECTED, when PLMN selection is performed on request by NAS, or upon cell (re)selection to another RAT (in which case the timer is carried on to the other RAT).
	Discard the cell reselection priority information provided by dedicated signalling.

	T325
	Upon reception of RRCRelease message with deprioritisationTimer.
	
	Stop deprioritisation of all frequencies or NR signalled by RRCRelease.

	T380
	Upon reception of RRCRelease including suspendConfig .
	Upon initiation of RRC resume procedure; upon entering RRC_IDLE and upon initiation of the RRC resume procedure.

	Perform the actions as specified in 5.3.13.

	[T30x]T390
	When access attempt is barred at access barring check for an Access Category. The UE shall maintain one instance of this timer per Access Category.
	As specified in 5.3.14.3.
	Perform the actions as specified in 5.3.14.4.



