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FIRST CHANGE
6.2.2
Message definitions

–
RRCResumeRequest
The RRCResumeRequest message is used to request the resumption of a suspended RRC connection or perform an RNA update.

Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: UE to Network

RRCResumeRequest message

-- ASN1START

-- TAG-RRCRESUMEREQUEST-START

RRCResumeRequest ::=
SEQUENCE {



rrcResumeRequest


RRCResumeRequest-IEs


}

RRCResumeRequest-IEs ::=

SEQUENCE {


shortResumeIdentity






ShortI-RNTI-Value,


resumeMAC-I








BIT STRING (SIZE (16)),


resumeCause








ResumeCause,



spare









BIT STRING (SIZE (1))

}

-- FFS Which additional resume causes are supported: delayTolerantAccess, MO video, MO SMS, etc.

ResumeCause ::=



ENUMERATED {











emergency, highPriorityAccess, mt-Access, mo-Signalling,











mo-Data, mo-VoiceCall, rna-Update, MCS-PriorityAccess, spare1, spare2, spare3, spare4, 











spare5, spare6, spare7, spare8}

-- TAG-RRCRESUMEREQUEST-STOP

-- ASN1STOP

	RRCResumeRequest field descriptions

	resumeCause

Provides the resume cause for the RRC connection resume request as provided by the upper layers or RRC.  gNB is not expected to reject a RRCResumeRequest due to unknown cause value being used by the UE.

	shortResumeIdentity

UE identity to facilitate UE context retrieval at gNB.

	resumeMAC-I

Authentication token to facilitate UE authentication at gNB. The 16 least significant bits of the MAC-I calculated using the security configuration as specified in 5.3.13.3.


NEXT CHANGE
–
RRCSetupRequest
The RRCSetupRequest message is used to request the establishment of an RRC connection.

Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: UE to Network
RRCSetupRequest message

-- ASN1START

-- TAG-RRCSETUPREQUEST-START

RRCSetupRequest ::=


SEQUENCE {


rrcSetupRequest






RRCSetupRequest-IEs

}

RRCSetupRequest-IEs ::=

SEQUENCE {


ue-Identity






InitialUE-Identity,


establishmentCause




EstablishmentCause

}

InitialUE-Identity ::=



CHOICE {


ng-5g-s-tmsi-part1




BIT STRING (SIZE (39)),


randomValue






BIT STRING (SIZE (39)),


spare







BIT STRING (SIZE (1))

}

-- FFS Which additional cause values are supported: delayTolerantAccess, MO videop, MO SMS, etc.

EstablishmentCause ::=



ENUMERATED {











emergency, highPriorityAccess, mt-Access, mo-Signalling,











mo-Data, mo-VoiceCall, MCS-PriorityAccess, spare1, spare2, spare3,spare4, 











spare5, spare6, spare7, spare8, spare9}

-- TAG-RRCSETUPREQUEST-STOP

-- ASN1STOP

	RRCSetupRequest field descriptions

	establishmentCause

Provides the establishment cause for the RRC request in accordance with the information received from upper layers. gNB is not expected to reject a RRCSetupRequest due to unknown cause value being used by the UE.

	randomValue

Integer value in the range 0 to 239( 1.

	ue-Identity

UE identity included to facilitate contention resolution by lower layers.

	ng-5g-s-tmsi-part1
The rightmost 39 bits of 5G-S-TMSI.


END OF CHANGES
