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	Reason for change:
	In the endorsed CR for LTE/5GC it is assumed that the UAC SIB (i.e. SIB25) is always broadcasted, i.e. even when there is no congestion. As this was questioned during the email review of the CR the following Editor’s Note was added:

5.2.2.5
Essential system information missing

The UE shall:
< Text omitted >
3> if the UE is connected to 5GC and is unable to acquire the SystemInformationBlockTypeXX:
4> treat the cell as barred in accordance with TS 36.304 [4];
Editor’s Note: FFS whether SystemInformationBlockTypeXX could be absent for LTE/5GC in case no congestion

The above text implies that, to avoid the cell to become "barred" (resulting in that no UEs will be able to camp on it), the network would need to always broadcast SIB25 with barring sets, even when no unified access control barring is applied for any access category.

Most of the time the network will be operating under normal conditions and will face low or moderate load. Unified access control barring is typically only applied in rare cases when there is an access peak or in case of network maintenance (e.g. node restart due to system upgrade). The network can therefore save radio resources by only transmitting the SIB25 when Unified access control barring needs to be activated. This would also reduce the SI acquisition time for the UE as most of the time SIB25 would not need to be acquired.
Making the SIB25 optional should be fine considering that UAC parameters are optional in SIB1 in NR. If the UAC SIB is absent the UE behaves in the same way as in NR when the UAC parameters are absent, i.e. access barring is not applied and the UE considers the access attempt as allowed regardless of access category/access identity.
The unified access control procedure in 5.3.16 would then need to be clarified on the expected UE behaviour when SIB25 is absent during access barring check (i.e. the access attempt is allowed).


	
	

	Summary of change:
	Changed the statement about absence of SIB25 in 5.2.2.5, allowing SIB25 to be absent when no unified access control barring is applied for any access category. 

Removed the corresponding FFS in 5.2.2.5 on absence of SIB25.
In the unified access control procedure in 5.3.16.2, clarified that the access attempt is allowed when the UE is unable to acquire the SystemInformationBlockType25.


	
	

	Consequences if not approved:
	Unneccessary broadcast of the barring sets and longer SI acquisition time when there is no network congestion. 
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	Other comments:
	This draft CR is written on top of the baseline 36.331 CR for 2018-06 phase2 ASN.1 review.


START OF CHANGES
5.2.2.5
Essential system information missing

The UE shall:

1>
if in RRC_IDLE, RRC_INACTIVE or in RRC_CONNECTED while T311 is running:

2>
if the UE is unable to acquire the MasterInformationBlock (MasterInformationBlock-NB/ MasterInformationBlock-TDD-NB in NB-IoT); or
2>
if the UE is neither a BL UE nor in CE nor in NB-IoT and the UE is unable to acquire the SystemInformationBlockType1; or
2>
if the BL UE or UE in CE is unable to acquire SystemInformationBlockType1-BR or SystemInformationBlockType1-BR is not scheduled; or

2>
if the NB-IoT UE is unable to acquire the SystemInformationBlockType1-NB:

3>
consider the cell as barred in accordance with TS 36.304 [4]; and

3>
perform barring as if intraFreqReselection is set to allowed, and as if the csg-Indication is set to FALSE;

2>
else:

3>
if the UE is unable to acquire the SystemInformationBlockType2 (or SystemInformationBlockType2-NB in NB-IoT) and for NB-IoT, SystemInformationBlockType22-NB if scheduled; or
3>
if the UE is connected to 5GC and is unable to acquire the SystemInformationBlockType25 if scheduled:

4>
treat the cell as barred in accordance with TS 36.304 [4];


NEXT CHANGE

5.3.16.2
Initiation

Upon initiation of the procedure, the UE shall:

1>
if [T309] is running for the Access Category:

Editor’s note: FFS whether T302 (i.e. wait time) is also checked here.
2>
consider the access attempt as barred;

1>
else:

2>
if the UE is resuming an RRC connection [for RNA update] as specified in 5.3.3:
3>
select [the Access Category corresponding to RNA update];

Editor’s note: FFS whether indication/selection of the Access Category for RRC Resume is described in this section or not.
Editor’s note: FFS whether to use access category 3 for MO-signalling or a standardised RAN specific access category for RNA update. 
2>
if the Access Category is ‘0’; or
2>
if SystemInformationBlockType25 is absent:
3>
consider the access attempt as allowed;

2>
else: 

3>
if SystemInformationBlockType25 includes uac-BarringPerPLMN-List and the uac-BarringPerPLMN-List contains an UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers (see TS 24.501 [92]):

4>
select the UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers;

4>
in the remainder of this procedure, use the selected UAC-BarringPerPLMN entry (i.e. presence or absence of access barring parameters in this entry) irrespective of the common access barring parameters included in SystemInformationBlockType25;

3>
else

4>
in the remainder of this procedure use the common access barring parameters (i.e. presence or absence of these parameters) included in SystemInformationBlockType25;
3>
if the UAC-BarringPerCatList contains a UAC-BarringPerCat entry corresponding to the Access Category:
4>
select the UAC-BarringPerCat entry;
4>
perform access barring check for the Access Category as specified in 5.3.16.5, using  uac-BarringInfo in the UAC-BarringPerCat as "UAC barring parameter";

3>
else:

4> consider the access attempt as allowed;
1>
if the access barring check was requested by upper layers:

2>
if the access attempt is considered as barred:

3>
inform upper layers that the access attempt for the Access Category is barred, upon which the procedure ends;

2>
else:

3>
inform upper layers that the access attempt for the Access Category is allowed, upon which the procedure ends;

1>
else:

2>
the procedure ends;
END OF CHANGES
