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1
Introduction
Last RAN2#Ad hoc meeting agreed the LS response to SA2 on the slice information in the RRC connection establishment message carrying service request in [1].  In this document, we intend to discuss the leftover issues on RAN support of network slicing.  

2
Discussion
2.1
Slice related cause value in Msg3
Last RAN2# meetings discussed cause values in Msg3 and agreed the followings.  
Agreements at RAN2#1807meeting 

3
Support 4 bits for cause value

Agreements for NR and LTE/5GC at RAN2#101 meeting
1:  
For both NR/eLTE, the mapping between access categories/access identities and establishment cause value is needed;

2:   For NAS triggered events NAS performs the mapping to AS cause value when NAS makes a request to AS for access. 

15: Slicing can be taken into account in the definition of operator defined access categories (the operator defined access categories are visible to AS but not the relation to a slice). 

Agreements for NR only:
1 At least 8 and preferably 16 (or more) cause value to be included in MSG 3. To be finalised when the we have received input from RAN1 on MSG3 size and have a full picture of the content of MSG3.

2: 
At least the following LTE establishment cause values are reused for NR: emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data, mo-VoiceCall-v1280

FFS Whether the LTE cause delayTolerantAccess-v1020 is also available in NR.

It can be observed that slicing is one factor in the operator defined access categories. Also regarding the establishment cause value in the Msg3, the cause value could indicate which network slice triggers the connection request. Upon receiving the cause value, gNB could decide whether to accept or reject the RRC connection request triggered by the particular slices. 
As NR shall preferable support overall 16 cause values, generally there are two potential mapping options to indicate the slicing information in addition to the LTE establishment cause. 
· Option 1: Standardized SST values
· Option 2: Mapped cause value from access categories/access identities
Both options could also indicate the slice related information in Msg3 cause. However for option1, it may require a larger Msg3 size due to the one-byte size of SST unless only several SST values are supported in this Release. Hence option 2 could be supported which requires new cause values are to be specified. 
Proposal 1: MSG3 can indicate the slice-related cause values for slice-based admission control. The cause values could be mapped values from the access categories/access identities. 
Proposal 2: To capture the TP into TS 38.300.  

2.2 Slice-based Unified Access Control 
Now up to 8 S-NSSAIs will be supported by each UE simultaneously. As agreed at the RAN2 #99 meeting, RAN2 targets that RAN solutions for network slicing should be able to support a large number of slices. 
From RAN perspective, more flexibility should be supported to address the network slicing level overload control. Whereas so far there are overall 32 operator defined access categories and 8 set access barring parameters. Thus, fine-grained mapping between S-NSSAIs and access categories should be supported. One effective solution is to introduce an identifier (ID) for RAN, and each RAN part ID corresponds to only one or a set of S-NSSAIs which have the same access barring configuration. This mapping between the RAN part ID and S-NSSAIs could be determined by RAN itself, and the UE is notified by the mapping when necessary. 
Proposal 3: An identifier by grouping S-NSSAIs should be introduced for access control purpose in RAN in order to cope with overload control of hundreds of network slices.
For UEs in RRC_CONNECTED, user plane triggered access control could be supported at least for grant-free data transmission. Different from the discussion for idle UEs whose access control information can be provided in system information, connected UEs may have different QoS requirements and access control requirements. The network should be able to configure different access barring parameters for connected UEs. Access barring configuration information via dedicated RRC signalling can be applied to each UE, rather than all the UEs, in order to achieve more effective access control. As Rel-15 is at its completion stage, the slice level access control for connected UE could be studied at later release. 
Proposal 4: Later release could further study network slicing level access control for connected UEs.
3
Conclusions
This contribution gives further updates on RAN signalling for NW slicing. The following proposals are made into consideration,
Proposal 1: MSG3 can indicate the slice-related cause values for slice-based admission control. The cause values could be mapped values from the access categories/access identities. 

Proposal 2: To capture the TP into TS 38.300.  

Proposal 3: An identifier by grouping S-NSSAIs should be introduced for access control purpose in RAN in order to cope with overload control of hundreds of network slices.
Proposal 4: Later release could further study network slicing level access control for connected UEs.
In addition, a TP to Stage TS 38.300 on RAN signalling aspects of network slicing is provided in annex.
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16.3
Network Slicing

16.3.1
General Principles and Requirements

In this sub clause, the general principles and requirements related to the realization of network slicing in the NG-RAN for NR connected to 5GC and for E-UTRA connected to 5GC are given.

A network slice always consists of a RAN part and a CN part. The support of network slicing relies on the principle that traffic for different slices is handled by different PDU sessions. Network can realise the different network slices by scheduling and also by providing different L1/L2 configurations. The UE provides assistance information for network slice selection in RRC message, if it has been provided by NAS. The idle UE may provide cause value relevant to the requested network slice in RRC setup request message for slice-level admission control. While the network can support large number of slices (hundreds), the UE need not support more than 8 slices simultaneously.
Network Slicing is a concept to allow differentiated treatment depending on each customer requirements. With slicing, it is possible for Mobile Network Operators (MNO) to consider customers as belonging to different tenant types with each having different service requirements that govern in terms of what slice types each tenant is eligible to use based on Service Level Agreement (SLA) and subscriptions.

NSSAI (Network Slice Selection Assistance Information) includes one or more S-NSSAIs (Single NSSAI). Each network slice is uniquely identified by a S-NSSAI, as defined in 3GPP TS 23.501 [3].
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