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1 Introduction
RAN2 #AH1807 meeting has agreed the text proposal for handover between NR and E-UTRA captured in [1], it appears the basic handling procedure is complete except the security issue, i.e. whether we should have one or two NAS containers is based on CT1 decision.
In this paper, we discuss the NAS container issue based on CT1 progress.
2 Discussion
CT1 #111bis meeting has discussed the NAS container issue, and finally it is agreed to add the NAS container for N1 mode HO [2], which means two different NAS containers are needed, i.e. S1 mode to N1 mode NAS transparent container and Intra N1 mode NAS transparent container. The purpose of the S1 mode to N1 mode NAS transparent container IE is to provide the UE with parameters that enable the UE to create a mapped 5G NAS security context and take this context into use after inter-system change to N1 mode, and the purpose of the Intra N1 mode NAS transparent container IE is to provide the UE with parameters that enable the UE to handle the 5G NAS security context after N1 mode to N1 mode handover. The reason for defining two individual NAS IEs is that “The contents of the NAS container is similar but not identical to the transparent NAS container used at S1 mode to N1 mode handover. The messages in which the transparent containers are included differ in the two cases and no type indication is needed in the container itself. To allow independent updates and minimize container size and handling complexity, it is therefore proposed to define individual NAS IEs for the containers used in the two cases.” The coded Intra N1 mode NAS transparent container IE and S1 mode to N1 mode NAS transparent container are shown in TS 24.501 [3], obviously these two NAS containers are different from each other.
Observation: CT1 has agreed to add the NAS container for N1 mode handover.
Based on CT1 agreements, RAN2 should confirm that two individual NAS containers are defined, one is for inter-system handover to NG-RAN and another is for NG based handover. From RAN2 perspective, in TS38.331 there are two options to capture the NAS containers in the SecurityConfig IE:
Option1: Define two individual NAS containers in the SecurityConfig IE. 
This option is straightforward, e.g. define the n2ModeNAS-Container for NG based handover, and the s1ModeToN1ModeNAS-Container for inter-system handover to NG-RAN. The n2ModeNAS-Container is optional present in case of NG based handover, and the s1ModeToN1ModeNAS-Container is mandatory present in case of for inter-system handover to NG-RAN.
Option2: Use one unique terminology to name the two NAS containers.
In the CT1 agreed Tdoc and specification [2][3], two NAS IEs has been defined and their type can be identified by the header to facilitate the decoding at the NAS layer. Since the two types of the contents in the  NAS containers are transparent to RRC layer, at RRC there is no need to define differet container names corresponding to different NAS IEs. In RRC specification, we can use one unique terminology to name these two NAS containers, i.e., NAS-Container, with the field description: “As is specified in TS24.501, in case of NG based handover,  the content is Intra N1 mode NAS transparent container IE; in case of inter-system handover to NG-RAN, the content is S1 mode to N1 mode NAS transparent container IE.” 
Both the above two options capture the CT1 agreements clearly, and it seems that Option2 may have less spec impact compared to Option1. In [4], we give the CR to capture Option2 in TS38.331. 
Proposal 1: Use one unique terminology i.e. NAS-Container in TS38.331 to name the two NAS containers with the field description referencing to TS 24.501.
Proposal 2: Capture the CR [4] in TS38.331.
3 Conclusion

This contribution mainly discusses the NAS container issue based on CT1 agreements and has the following proposal:
Observation: CT1 has agreed to add the NAS container for N1 mode handover.
Proposal 1: Use one unique terminology i.e. NAS-Container in TS38.331 to name the two NAS containers with the field description referencing to TS 24.501.
Proposal 2: Capture the CR [4] in TS38.331.
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Figure 9.10.2.7.1: S1 mode to N1 mode NAS transparent container information element
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Figure 9.10.2.7.1: Intra N1 mode NAS transparent container information element
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