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	Reason for change:
	1) RIL: I865: Condition for MCC in PLMN Identity is missing.  PLMN-Identity is used in many places, sometimes as a single field and sometimes as part of a PLMN list.  When used as a single field, it has to include the MCC.  But when it is part of list of PLMNs, only the first entry of a list of PLMNs using the same MCC needs to have MCC included as per the field description (which is copy paste from LTE).  
LTE provided a specific list of messages where it is mandatory in “CellGlobalIdEUTRA, in CellGlobalIdUTRA, in CellGlobalIdGERAN or in RegisteredMME.”  But it doesn’t seem necessary to capture an explicit list and it seems sufficient to say it is mandatory when not used in a list.
2) RIL: I809: Address the following FFS: FFS Which IEs in radioBearerConfig and masterCellGroup are applicable for RRCSetup message.
3) RIL: I754: Registered AMF in RRC setup complete is not defined after it got deleted based on RAN2 agreement not to further divide AMFid. 
4) RIL: I871, I872: Cell id in SIB1 in CellAccessRelatedInfo and PLMN-IdentityInfo.  As can be seen from the about, cellIdentity  is included at the top level of CellAccessRelatedInfo and also per PLMN.  There are couple of issues with this:
1) It is not clear which PLMN the cellIdentity of the top level is associated with.
2) It is redundant as cellIdentity is included in each PLMN.
It is already possible with the current ASN.1 to provide a common cellIdentity for multiple PLMNs (provided that the fields are also common).  The simplest is to delete the cellIdentity at the top (CellAccessRelatedInfo) level. 
A similar discussion can be had for cellReservedForOtherUse  field.  It is less critical since presence of this field can be interpreted to mean applicable for all PLMNs.  However, this can result in potential conflict with settings in each PLMNinfo.  IF the field is kept, something has to be captured with regard to what network is allowed to do and for which PLMN it is applicable for.  Simplest is again to delete the field and depend on the field per PLMN.  



	
	

	Summary of change:
	1) Condition for MCC is clarified as:
[bookmark: _GoBack]This field is mandatory present when PLMN-Identity is not used in a list or is the first entry of PLMN-Identity in a list.  Otherwise it is optional, Need S.

2) It is clarifed in field description that only SRB1 can be configured in RRCSetup, along with its MCG RLC bearer and PHY.  The presence of securityConfig in RadioBearerConfig is also clarifed that it is not present for SRB1 setup (i.e., before security activation). 

3) Registered AMF defined to use bit string for AMF ID.  Procedural text is also updaated.  Presence of PLMNid is up to NAS.  

4) cellIdentity and cellReservedForOtherUse are deleted at the top CellAccessRelatedInfo level.  Presence and absence including UE behaviour for absence of these fields in PLMN-IdentityInfo is clarified to use the values from the first entry of the list.
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[bookmark: _Toc503259942]5.3.3.4	Reception of the RRCSetup by the UE
The UE shall perform the following actions upon reception of the RRCSetup:
1>	if the RRCSetup is received in response to an RRCReestablishmentRequest; or 
1>	if the RRCSetup is received in response to an RRCResumeRequest: 
2> discard the stored UE AS context, fullI-RNTI and shortI-RNTI, if stored;
2>	indicate to upper layers fallback of the RRC connection;
1> perform the cell group configuration procedure in accordance with the received masterCellGroup and as specified in 5.3.5.5;
1>	perform the radio bearer configuration procedure in accordance with the received radioBearerConfig and as specified in 5.3.5.6;
1>	if stored, discard the cell reselection priority information provided by the cellReselectionPriorities or inherited from another RAT;
1>	stop timer T300, T301 or T319 if running;
Editor’s Note: FFS Whether there is a need to define UE actions related to access control timers (equivalent to T302, T303, T305, T306, T308 in LTE). For example, informing upper layers if a given timer is not running.
1>	stop timer T320, if running;
1>	if the RRCSetup is received in response to an RRCResumeRequest or RRCSetupRequest:
2>	enter RRC_CONNECTED;
2>	stop the cell re-selection procedure;
1>	consider the current cell to be the PCell;
1>	set the content of RRCSetupComplete message as follows:
2> if upper layers provide an 5G-S-TMSI:
3> if the RRCSetup is received in response to an RRCSetupRequest:
[bookmark: _Hlk519003364]4>  set the ng-5g-s-tmsi-bits to ng-5G-s-tmsi-part2;
3> else:
4>  set the ng-5g-s-tmsi-bits set to ng-5g-s-tmsi;
2>	set the selectedPLMN-Identity to the PLMN selected by upper layers (TS 24.501 [23]) from the PLMN(s) included in the plmn-IdentityList in SIB1;
2>	if the masterCellGroupConfig contains the reportUplinkTxDirectCurrent:
3> include the uplinkTxDirectCurrentList; 
2>	if upper layers provide the 'Registered AMF':
3> include and set the registeredAMF as follows:
4>	if the PLMN identity of the 'Registered AMF' is different from the PLMN selected by the upper layers:
5>	include the plmnIdentity in the registeredAMF and set it to the value of the PLMN identity in the 'Registered AMF' received from upper layers;
4>	set the amf-Region, amf-SetId, amf-Pointer to the value received from upper layers;
3>	include and set the guami-Type to the value provided by the upper layers;
Editor’s Note: FFS Confirm whether the guami-Type is included and set in the abovementioned condition.
2>	if upper layers provide one or more S-NSSAI (see TS 23.003 [20]):
3>	include the s-nssai-list and set the content to the values provided by the upper layers;
2>	set the dedicatedInfoNAS to include the information received from upper layers;
1>	submit the RRCSetupComplete message to lower layers for transmission, upon which the procedure ends 
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	**** Next Change ****






–	RRCSetup
The RRCSetup message is used to establish SRB1.
Signalling radio bearer: SRB0
RLC-SAP: TM
Logical channel: CCCH
Direction: Network to UE
RRCSetup message
-- ASN1START
-- TAG-RRCSETUP-START

RRCSetup ::=						SEQUENCE {
	rrc-TransactionIdentifier			RRC-TransactionIdentifier,
	criticalExtensions					CHOICE {
		c1									CHOICE {
			rrcSetup				RRCSetup-IEs,
			spare7 NULL,
			spare6 NULL, spare5 NULL, spare4 NULL,
			spare3 NULL, spare2 NULL, spare1 NULL
		},
		criticalExtensionsFuture			SEQUENCE {}
	}
}

RRCSetup-IEs ::=		SEQUENCE {
	radioBearerConfig					RadioBearerConfig, 
	masterCellGroup						OCTET STRING (CONTAINING CellGroupConfig),

	lateNonCriticalExtension				OCTET STRING															OPTIONAL,
	nonCriticalExtension					SEQUENCE{}																OPTIONAL
}


-- TAG-RRCSETUP-STOP
-- ASN1STOP

	RRCSetup  field descriptions

	radioBearerConfig
Only SRB1 can be configured in RRC setup.

	masterCellGroup
The network configures only the RLC bearer for the SRB1, mac-CellGroupConfig, physicalCellGroupConfig and spCellConfig.    



Editor’s Note: FFS Which IEs in radioBearerConfig and masterCellGroup are applicable for RRCSetup message. 
[bookmark: _Toc503260330]–	RRCSetupComplete
The RRCSetupComplete message is used to confirm the successful completion of an RRC connection establishment.
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: UE to Network
RRCSetupComplete message
-- ASN1START
-- TAG-RRCSETUPCOMPLETE-START


RRCSetupComplete ::=		SEQUENCE {
	rrc-TransactionIdentifier			RRC-TransactionIdentifier,
	criticalExtensions					CHOICE {
		c1									CHOICE{
			rrcSetupComplete			RRCSetupComplete-IEs,
			spare3 NULL, spare2 NULL, spare1 NULL
		},
		criticalExtensionsFuture			SEQUENCE {}
	}
}

RRCSetupComplete-IEs ::= SEQUENCE {
	selectedPLMN-Identity				INTEGER (1..maxPLMN),
	registeredAMF						RegisteredAMF									OPTIONAL,
	guami-Type							ENUMERATED {native, mapped}						OPTIONAL,
	s-nssai-list						SEQUENCE (SIZE (1..maxNrofS-NSSAI)) OF S-NSSAI	OPTIONAL,  
	dedicatedInfoNAS					DedicatedInfoNAS,
	ng-5G-S-TMSI-Value					CHOICE {
		ng-5g-s-tmsi						NG-5G-S-TMSI,
		ng-5g-s-tmsi-part2					BIT STRING (SIZE (9))
  	}																					OPTIONAL,
	lateNonCriticalExtension				OCTET STRING								OPTIONAL,
	nonCriticalExtension					SEQUENCE{}									OPTIONAL

}


RegisteredAMF::=					SEQUENCE {
	plmn-Identity						PLMN-Identity						OPTIONAL,
	amf-Identifier						AMF-Identifier
}




-- TAG-RRCSETUPCOMPLETE-STOP
-- ASN1STOP

Editor’s Note: FFS Field description of 5GC identifiers and other other information. 
	RRCSetupComplete field descriptions

	ng-5g-s-tmsi-part2
The leftmost 9 bits of 5G-S-TMSI.

	registeredAMF
This field is used to transfer the GU AMF ID of the AMF where the UE is registered, as provided by upper layers.
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[bookmark: _Hlk515404350][bookmark: _Toc510018584]–	CellAccessRelatedInfo	
The IE CellAccessRelatedInfo indicates cell access related information for this cell.
CellAccessRelatedInfo information element
-- ASN1START
-- TAG-CELL-ACCESS-RELATED-INFO-START

CellAccessRelatedInfo	::=			SEQUENCE {
	plmn-IdentityList					PLMN-IdentityInfoList,

	cellIdentity								CellIdentity,
	cellReservedForOtherUse            		ENUMERATED {true}  OPTIONAL, 
	...
}

-- TAG- CELL-ACCESS-RELATED-INFO-STOP
-- ASN1STOP

	CellAccessRelatedInfo field descriptions

	plmn-IdentityList
The PLMN-IdentityList is used to configure a set of PLMN-IdentityInfo elements. Each of those elements contains a list of one or more PLMN Identities and additional information associated with this PLMN. The total number of PLMNs in the PLMNIdentitynfoList does not exceed 12. The PLMN index is defined as b1+b2+…+b(n-1)+i If this PLMN is included at the n-th entry of PLMN-IdentityInfoList and the i-th entry of its corresponding PLMN-IdentityInfo, where b(j) is the number of PLMN-Identity entries in each PLMN-IdentityInfo respectively.





	**** Next Change ****



[bookmark: _Toc510018648]
[bookmark: _Toc503260479]–	PLMN-Identity
The IE PLMN-Identity identifies a Public Land Mobile Network. Further information regarding how to set the IE is specified in TS 23.003 [20].
PLMN-Identityinformation element
-- ASN1START
-- TAG-PLMN-IDENTITY-INFORMATION-START

PLMN-Identity ::=					SEQUENCE {
	mcc									MCC					OPTIONAL,					-- Cond MCC
	mnc									MNC
}

MCC ::=								SEQUENCE (SIZE (3)) OF	MCC-MNC-Digit

MNC ::=								SEQUENCE (SIZE (2..3)) OF	MCC-MNC-Digit

MCC-MNC-Digit ::=					INTEGER (0..9)


-- TAG-PLMN-IDENTITY-INFORMATION-STOP
-- ASN1STOP

	PLMN-Identity field descriptions

	mcc
The first element contains the first MCC digit, the second element the second MCC digit and so on. If the field is absent, it takes the same value as the mcc of the immediately preceding IE PLMN-Identity. See TS 23.003 [20].

	mnc
The first element contains the first MNC digit, the second element the second MNC digit and so on. See TS 23.003 [20].



	Conditional presence
	Explanation

	MCC
	This field is mandatory present when PLMN-Identity is not used in a list or is the first entry of PLMN-Identity in a list.  Otherwise it is optional, Need S.



Editor’s Note: FFS Whether there is a conditional presence in the case of MCC e.g. when PLMN identity is included in the Cell Global Id NR. 

–	PLMN-IdentityInfoList
Includes a list of PLMN identity information.
PLMN-IdentityInfoList information element
-- ASN1START
-- TAG-PLMN-IDENTITY-LIST-START

PLMN-IdentityInfoList ::=				SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-IdentityInfo

PLMN-IdentityInfo ::=					SEQUENCE {
	plmn-Identity							SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-Identity,
	trackingAreaCode							TrackingAreaCode OPTIONAL,	-- Need R  
	ranac									RAN-AreaCode						OPTIONAL,		-- Need R
	cellIdentity								CellIdentity 							OPTIONAL,		-- Need S

	cellReservedForOperatorUse 					ENUMERATED {reserved, notReserved} 	OPTIONAL, 		-- Need S
	...
}
-- TAG-PLMN-IDENTITY-LIST-STOP
-- ASN1STOP

	PLMN-IdentityInfo field descriptions

	cellIdentity
The field is present only in the first entry of the list.  When absent, it takes the same value as the cellIdentity of the first entry in the list. 

	cellReservedForOperatorUse
The field is present only in the first entry of the list.  When absent, it takes the same value as the cellReservedForOperatorUse of the first entry in the list. 




	**** Next Change ****



[bookmark: _Toc510018666]–	RadioBearerConfig
The IE RadioBearerConfig is used to add, modify and release signalling and/or data radio bearers. Specifically, this IE carries the parameters for PDCP and, if applicable, SDAP entities for the radio bearers.
RadioBearerConfig information element
-- ASN1START
-- TAG-RADIO-BEARER-CONFIG-START

RadioBearerConfig ::=					SEQUENCE {
	srb-ToAddModList						SRB-ToAddModList										OPTIONAL,	-- Cond HO-Conn
	srb3-ToRelease							ENUMERATED{true}										OPTIONAL,	-- Need N
	drb-ToAddModList						DRB-ToAddModList										OPTIONAL,	-- Cond HO-toNR
	drb-ToReleaseList						DRB-ToReleaseList										OPTIONAL,	-- Need N
	securityConfig 							SecurityConfig											OPTIONAL,	-- Need MS
	...
}

SRB-ToAddModList ::=					SEQUENCE (SIZE (1..2)) OF SRB-ToAddMod
SRB-ToAddMod ::=						SEQUENCE {
	srb-Identity							SRB-Identity,
	reestablishPDCP							ENUMERATED{true}										OPTIONAL, 	-- Need N
	discardOnPDCP                           ENUMERATED{true}										OPTIONAL,	-- Need N
	pdcp-Config								PDCP-Config												OPTIONAL,	-- Cond PDCP
	...
}


DRB-ToAddModList ::=					SEQUENCE (SIZE (1..maxDRB)) OF DRB-ToAddMod
DRB-ToAddMod ::=						SEQUENCE {
	cnAssociation							CHOICE {
		eps-BearerIdentity						INTEGER (0..15),									-- EPS-DRB-Setup
		sdap-Config								SDAP-Config											-- 5GC
	} 										OPTIONAL, -- Cond DRBSetup
	drb-Identity							DRB-Identity,
	reestablishPDCP							ENUMERATED{true}										OPTIONAL, 	-- Need N
	recoverPDCP								ENUMERATED{true}										OPTIONAL, 	-- Need N
	pdcp-Config								PDCP-Config												OPTIONAL,	-- Cond PDCP
	...
}
DRB-ToReleaseList ::=					SEQUENCE (SIZE (1..maxDRB)) OF DRB-Identity

SecurityConfig ::=						SEQUENCE {	
	securityAlgorithmConfig					SecurityAlgorithmConfig									OPTIONAL,	-- Cond RBTermChange
	keyToUse								ENUMERATED{master, secondary}								OPTIONAL,	-- Cond RBTermChange
	...}



-- TAG-RADIO-BEARER-CONFIG-STOP
-- ASN1STOP


	DRB-ToAddMod field descriptions

	cnAssociation
Indicates if the bearer is associated with the eps-bearerIdentity (when connected to EPC) or sdap-Config (when connected to 5GC).

	drb-Identity
In case of DC, the DRB identity is unique within the scope of the UE, i.e. an MCG DRB cannot use the same value as a split DRB. For a split DRB the same identity is used for the MCG and SCG parts of the configuration.

	eps-BearerIdentity
The EPS bearer ID determines the EPS bearer when NR connects to EPC using EN-DC

	reestablishPDCP

Indicates that PDCP should be re-established. Network sets this to TRUE whenever the security key used for this radio bearer changes, resuming an RRC connection, or the first reconfiguration after reestablishment. It may only be set if the cell groups of all linked logical channels are reset or released.

	recoverPDCP 
Indicates that PDCP should perform recovery according to TS38.323.

	sdap-Config
The SDAP configuration determines how to map QoS flows to DRBs when NR connects to the 5GC and presence/absence of UL/DL SDAP headers.



	RadioBearerConfig field descriptions

	securityConfig
Indicates the security algorithm and key to use for the signalling and data radio bearers configured with the list in this radioBearerConfig.   When the field is not included after security has been activated, the UE shall continue to use the currently configured keyToUse and security algorithm for the radio bearers reconfigured with the lists in this radioBearerConfig.  The field is not included before security is activated.

	srb3-ToRelease
Release SRB3. SRB3 release can only be done at SCG release and reconfiguration with sync.



	SecurityConfig field descriptions

	

	keyToUse
Indicates if the bearers configured with the list in this radioBearerConfig is using the master keyor the secondary key for deriving ciphering and/or integrity protection keys. For EN-DC, network should not configure SRB1 and SRB2 with secondary key and SRB3 with the master key. When the field is not included,  the UE shall continue to use the currently configured keyToUse for the radio bearers reconfigured with the lists in this radioBearerConfig. If EN-DC is not configured, this field is set to master.

	

	

	securityAlgorithmConfig
Indicates the security algorithm for the signalling and data radio bearers configured with the list in this radioBearerConfig. When the field is not included, the UE shall continue to use the currently configured security algorithm for the radio bearers reconfigured with the lists in this radioBearerConfig.



	SRB-ToAddMod field descriptions

	discardOnPDCP 
Indicates that PDCP should discard stored SDU and PDU according to TS38.323.

	reestablishPDCP
Indicates that PDCP should be re-established. Network sets this to TRUE whenever the security key used for this radio bearer changes, resuming an RRC connection, or the first reconfiguration after reestablishment. It may only be set if the cell groups of all linked logical channels are reset or released.

	srb-Identity
Value 1 is applicable for SRB1 only. Value 2 is applicable for SRB2 only. Value 3 is applicable for SRB3 only.



	Conditional Presence
	Explanation

	RBTermChange
	The field is mandatory present in case of set up of signalling and data radio bearer and change of termination point for the radio bearer between MN and SN. It is optionally present otherwise, Need S.

	PDCP
	The field is mandatory present if the corresponding DRB is being setup or corresponding RB is reconfigured with NR PDCP; otherwise the field is optionally present, need M.

	DRBSetup
	The field is mandatory present if the corresponding DRB is being setup; otherwise the field is optionally present, need M.

	interSystemHO
	This field is mandatory present in case of inter system handover, and optionally present in case of NG based HO. Otherwise, the field is absent.

	HO-Conn
	The field is mandatory present in case of inter-system handover from E-UTRA (connected to EPC) to E-UTRA (connected to 5GC) or NR, or when the fullConfig is included in the RRCReconfiguration message, or in case of RRCSetup; otherwise the field is optionally present, need N. Upon RRCSetup, only SRB1 can be present.

	HO-toNR
	The field is mandatory present in case of inter-system handover from E-UTRA (connected to EPC) to E-UTRA (connected to 5GC) or NR, or when the fullConfig is included in the RRCReconfiguration message. In case of RRCSetup and RRCReestablishment, the field is not present; otherwise the field is optionally present, need N.
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