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1	Introduction
In RAN2 #102, the following agreements were made regarding re-establishment causes in NR SA:

Agreements
1	LTE Re-establishment cause values are re-used for NR (i.e. recofigurationFailure, handoverFailure, and otherFailure).
2	UE ID for re-establishment message is PCI+C-RNTI.

Furthermore, the offline discussion on msg3 size [1], the structure of the different msg3s were agreed as:
	RRCConnectionRequest

	IE
	Size (bits)

	Message Structure bits
	3

	ue-Identity
	41

	establishmentCause
	4

	MAC Header
	8 

	Spare
	0

	Total
	56


	RRC connection re-establishment request

	IE
	Size (bits)

	Message Structure
	3

	ue-Identity
	26

	reestablishmentCause
	2

	shortMac-I
	16

	Spare
	1

	MAC Header
	8

	Total
	56











	RRC connection resume request

	IE
	Size (bits)

	Message Structure
	3

	ue-Identity
	41

	resumeCause
	4

	shortMac-I
	16

	Spare
	0

	MAC Header
	8

	Total
	72


	RRC connection resume request

	IE
	Size (bits)

	Message Structure
	3

	ue-Identity
	25

	resumeCause
	4

	shortMac-I
	16

	Spare
	0

	MAC Header
	8

	Total
	56






 




In this paper, we further discuss the re-establishment request message and the details of re-establishment cause values.
[bookmark: _Ref178064866]2	Discussion
In SA NR, there can be several causes for triggering re-establishment, namely: 
· [bookmark: _GoBack]T310 expiry 
· Random access problem from MAC
· Max number of RLC retransmissions
· Integrity check failure on SRB1 or SRB2
· RRC reconfiguration failure
· Reconfiguration with sync failure
· Handover failure

In the case of MR-DC and NR-NR DC, which are also going to be standardized with rel-15 time frame, there can be an additional trigger for re-establishment: reconfiguration failure that is caused by the UE not able to comply to an SCG reconfiguration that was received embedded with an MCG RRC message. As the UE performs joint error handling of RRC messages, even if an MCG RRC message contains only an embedded SN RRC message (i.e. MCG not being reconfigured), inability to comply to that will be considered as an RRC reconfiguration failure and will trigger re-establishment.
With the currently agreed re-establishment cause values, all the triggers for re-establishment apart from RRC reconfiguration and handover failure will be lumped together under the otherFailure cause value. 
[bookmark: _Toc517864056]In NR, re-establishment can be triggered due to many reasons, and using the current agreed re-establishment causes will result in most of the causes to be lumped together into the otherFailure cause value.
It may be possible to provide more information about the real cause in msg5 (i.e. RRCReestablishmentComplete) if something like the rlf-InfoAvailable flag is introduced in NR, using which the UE could indicate an RLF report is available, that can be retrieved from the gNB later on using UEInformationRequest/Response like messages.  However, the main use of the RLF report is for MRO purposes, while that of re-establishment cause is for aiding the network to make the best decision regarding the re-establishment of the current connection. For example, if the reestablishment was due to integrity verification failure, network can reuse the same RRC configuration for the UE as before, if it is a reconfiguration failure, network can revert the RRC configuration to the last correctly applied reconfiguration, if it is an SCG reconfiguration failure, the full MCG reconfiguration can be reused and network can initiate UE in SA or DC with another SN, etc. 
[bookmark: _Toc517864057]The main purpose of the re-establishment cause is to help the network make the best decision regarding the re-establishment of the current connection.
[bookmark: _Toc517864058]The main purpose of RLF report and other info that can be provided after re-establishment is for MRO.
Thus, considering the advantages of providing a more granular re-establishment cause value and that we still have 1 spare bit in the re-establishment request message, we propose:
[bookmark: _Toc517864072]The re-establishment cause value to be extended to 3 bits.
[bookmark: _Toc517864073]The following re-establishment cause values to be used in NR:
· [bookmark: _Toc517864074]t310Expiry
· [bookmark: _Toc517864075]randomAccessProblem
· [bookmark: _Toc517864076]rlc-MaxNumRetx
· [bookmark: _Toc517864077]srb-IntegrityFailure
· [bookmark: _Toc517864078]HandoverFailure
· [bookmark: _Toc517864079]reconfigurationFailure
· [bookmark: _Toc517864080]scgReconfigurationFailure
· [bookmark: _Toc517864081]otherFailure

3	Conclusion
In the previous sections, we discussed the issue of RRC re-establishment and associated cause values and we made the following observations: 

Observation 1	In NR, re-establishment can be triggered due to many reasons, and using the current agreed re-establishment causes will result in most of the causes to be lumped together into the otherFailure cause value.
Observation 2	The main purpose of the re-establishment cause is to help the network make the best decision regarding the re-establishment of the current connection.
Observation 3	The main purpose of RLF report and other info that can be provided after re-establishment is for MRO.

Based on the discussion in the previous sections we propose the following:

Proposal 1	The re-establishment cause value to be extended to 3 bits.
Proposal 2	The following re-establishment cause values to be used in NR:
	t310Expiry
	randomAccessProblem
	rlc-MaxNumRetx
	srb-IntegrityFailure
	HandoverFailure
	reconfigurationFailure
	scgReconfigurationFailure
	otherFailure
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