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1 Introduction

The following agreement has been reached in the main session
Agreements:

1:
For high priority UEs set the RRC cause value to “RAN update” for resume procedure triggered by RNA update.

FFS: RRC cause value in response to RAN paging is "highPriorityAccess”, MPS or MCS for UEs that are configured for High priority access, MPS or MCS

=>
Offline discussion to try to resolve the FFS (CATT, Offline discussion 14)

In this offline discussion, we will give the background and try to solve the FFS based on the feedback from companies. 
Phase 1: Companies are invited to provide their views on the open issues, before the end of Wednesday;

Phase 2: Companies are invited to provide their views on the CRs, which is based on the conclusion of phase 1, before the end of Thursday.
2 Discussion
To simplify our discussion, we list part of CT1 specification at the bottom [1]:

The definition of access identities are listed in table 4.5.2.1, access identity 0 is applied if UE is not configured with any parameters from this table.

More addition, according to CT1 specification, the set of the access identities applicable for the request is determined by the UE in the following way:
a)
for each of the access identities 1, 2, 11, 12, 13, 14 and 15 in table 4.5.2.1, the UE shall check whether the access identity is applicable in the selected PLMN, if a new PLMN is selected, or otherwise if it is applicable in the RPLMN or equivalent PLMN; and

b)
if none of the above access identities is applicable, then access identity 0 is applicable.
According to the description above, we find access identity 0 is applicable only when none of access identities 1, 2, 11, 12, 13, 14 and 15 is applicable. 
Observation1: Access identity 0 is applicable only when none of access identities 1, 2, 11, 12, 13, 14 and 15 is applicable in the selected PLMN.
Question-1: Do you agree that access identity 0 is applicable only when none of access identities 1, 2, 11, 12, 13, 14 and 15 is applicable in the selected PLMN?
	Company
	Answer
	Comment

	CATT
	Yes
	Align with CT1 requirements 

	Vencore Labs
	Yes
	Align with CT1 requirements as stated in Table 4.5.2.1 and NOTES 1,2,3.

	FirstNet
	Yes
	Align with CT1 “Table 4.5.2.1: Access identities” subject Notes 1,2, and 3

	Intel
	Yes
	It is specified in CT1 table. 

	Nokia, Nokia Shanghai Bell
	Yes
	As specified in CT1 spec. 

	Huawei
	Yes
	As specified in CT1 table


The mapping rules for access identities/access categories and RRC establishment cause are listed in table 4.5.6.1. We find for access identities 11 to 15, “High priority access” is always used as the cause value for any category.
Observation2: For Access identities 11 to 15, “High priority access” is always used as the cause value for any category.
Question-2: Do you agree that for Access identities 11 to 15, “High priority access” is always used as the cause value for any category.
	Company
	Answer
	Comment

	CATT
	Yes
	Align with CT1 requirement 

	Vodafone
	Yes
	

	LG
	Option 1
	

	Vencore Labs
	Yes
	Align with CT1. Also for Access Identities 1, 2 the cause values MPS-PriorityAccess and MCS-PriorityAccess apply respectively, instead of highPriorityAccess.

	FirstNet
	Yes
	Align with CT1 requirements. For Access Identities 1 and 2, the cause values MPS-PriorityAccess and MCS-PriorityAccess apply respectively, instead of HighPriorityAccess.

	ITRI
	Yes
	

	Intel
	Yes
	Yes according to CT1 table

	Nokia, Nokia Shanghai Bell
	Yes
	As specified in CT1 spec. 

	Huawei
	Yes
	As specified in CT1 table


According to CT1 requirement, RAN paging will never be barred. Based on table 4.5.6.1, we can find this rule is only valid only if access identity 0 is applicable. But the cause value should be "High priority access" for access identity 11 to 15 if configured by the UE for any category. If we think cause value “MT access” is always used for RAN paging even if UE is configured with High priority access identity, we should inform CT1 of our change as CT1 should update the mapping rule in table 4.5.6.1. We’d like to give two options:
Option1: RRC cause value in response to RAN paging is "highPriorityAccess” for UEs that are configured for High priority access (access identity 11~15).
Option2: RRC cause value in response to RAN paging is always “MT access” no matter which access identity is applicable and an LS should be sent to CT1 to inform them of our decision.
Question-3: Which option is preferred for you, option1 or option2? If you agree neither of them, please give your solution instead.
	Company
	Answer
	Comment

	CATT
	Option1
	Align with CT1 requirement; no CT1 spec change is involved.

	Vodafone
	Option1
	Align with CT1 requirement; no CT1 spec change is involved.

	LG
	Option 1
	

	Qualcomm
	Option 1
	But think CN paging and RAN paging should be aligned

	Ericsson
	Option 1
	But think CN paging and RAN paging should be aligned

	Vencore Labs
	Option1
	Align with CT1 requirements. With the new cause values the CT1 spec would be as follows: 

For Access Identity 1 use MPS-PriorityAccess 

For Access Identity 2 use MCS-PriorityAccess

For Access Identities 11-15 use highPriorityAccess

	FirstNet
	Option1
	Align with CT1 requirements as in 24.501. With the new cause values added, the CT1 spec would look as follows: 

For Access Identity 1 use MPS-PriorityAccess 

For Access Identity 2 use MCS-PriorityAccess

For Access Identities 11-15 use HighPriorityAccess

	Samsung
	Option2
	Anyway use “MT access”

	UNISOC
	Option1
	But think CN paging and RAN paging should be aligned

	Xiaomi
	Option2
	We also think that the for the cause value in response to RAN paging, MT is sufficient even for UE with high priority access, MPS or MCS based on the fact that the network chooses not the drop the paging on congestion and the MT is not subject to UAC, which is kind of prioritization.

In our understanding, the network is not likely to reject the MT call since it chooses to page it.

	ITRI
	Option 1
	But think CN paging and RAN paging should be aligned

	Intel 
	Option 1
	Align with CT1 requirement, also same behaviour for RAN paging and CN paging.

	Nokia, Nokia Shanghai Bell
	Option 1
	Align with CT1 assumptions for NAS-triggered events 

	Huawei
	Option 1
	Not clear that CT1 has any requirement for RAN paging, however we prefer to align UE behaviour for CN paging and RAN paging, as much as possible.


For access identity 1 and 2, we already agree to define 2 new establishment Cause Value MPS and MCS in MSG3 [2]. So the situation is the same with Question-3, we also give two options:
Option1: RRC cause value in response to RAN paging is “MPS” or “MCS” for UEs that is configured for MPS or MCS.

Option2: RRC cause value in response to RAN paging is always “MT access” no matter which access identity is applicable and an LS should be sent to CT1 to inform them of our decision.
Question-4: Which option is preferred for you, option1 or option2? If you agree neither of them, please give your solution instead.

	Company
	Answer
	Comment

	CATT
	Option1
	Align with CT1 requirement; no CT1 spec change is involved.

	Vodafone
	Option 2
	In my opinion the general rule should be that if the UEs are configured with high priority access then High Priority access should be the cause otherwise it should be MT access. 

	LG
	Option 1
	I understand VF comments but in this meeting, we agreed to introduce MPS and MCS as new est cause in this meeting. Thus, I think it is natural to apply MPS, MCS not HPA.

	Qualcomm
	Option 1
	But think CN paging and RAN paging should be aligned

	Ericsson
	Option 1
	But think CN paging and RAN paging should be aligned

	Vencore Labs
	Option1
	CT1 will be updated with the new MPS, MCS cause values. Align with the (to be) updated CT1 requirements. 

	FirstNet
	Option1
	CT1 will be updated with the new “MPS”, “MCS” cause values. Align with updated CT1 requirements.

	Samsung
	Option2
	Anyway use “MT access”

	UNISOC
	Option1
	But think CN paging and RAN paging should be aligned

	Xiaomi
	Option2
	We also think that the for the cause value in response to RAN paging, MT is sufficient even for UE with high priority access, MPS or MCS based on the fact that the network chooses not the drop the paging on congestion and the MT is not subject to UAC, which is kind of prioritization.

In our understanding, the network is not likely to reject the MT call since it chooses to page it.

	ITRI
	Option 1
	But think CN paging and RAN paging should be aligned

	Intel 
	Option 1
	CT1 should be informed about our decision on new cause value for MPS and MCS. 

	Nokia, Nokia Shanghai Bell
	Option 1
	It makes sense to adopt behaviour with CN-type paging and other ‘High Priority Access’ cases 

	Huawei 
	
	We prefer to align UE behaviour for CN paging and RAN paging, as much as possible. However, our understanding is that per CT1’s current agreements, RRC cause value in response to CN paging would be “HPA”, since we have not yet informed CT1 about the new RRC cause values MPS/MCS.

Therefore, our preference would be to take an agreement in RAN2 to have consistent RRC establishment cause values when responding to a CN page or a RAN page.

We can inform CT1 about the new cause values MPS/MCS, and ask if these new cause values would be used when responding to a CN page. Based on the response from CT1, we can align the establishment values for RAN paging.


3 Conclusion 
According to the feedback from companies we’d like to make a conclusion:
At the moment, 14 companies join the discussion. For Question-3, 12 companies support option1, 2 companies prefer option2. So we think option1 is more acceptable. As for Question-4, 11 companies support option1, 3 companies prefer option2, we think option1 is more reasonable. 
More addition, companies also think the cause value used for CN paging should be aligned with RAN paging even if UEs are configured with High priority access, MPS or MCS.
Companies mention that CT1 should be informed about our decision on new cause value for MPS and MCS, it really makes sense. If companies are happy to merge this information into another cause value related LS to CT1, that’s fine.
Based on the analysis above, we have the following conclusions:

Observation: The cause value used for CN paging should be aligned with RAN paging even if UEs are configured with High priority access, MPS or MCS.
Proposal1: From RAN2 understanding, RRC cause value in response to RAN paging/ CN paging is "highPriorityAccess”, MPS or MCS for UEs that are configured for High priority access, MPS or MCS.
Proposal2: LS should be sent to CT1 to inform them of our decision on new cause value for MPS and MCS and ask CT1 which cause value should be used for CN paging when UEs are configured for High priority access, MPS or MCS.
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4.5.2
Determination of the access identities and access category associated with a request for access

When the UE needs to initiate an access attempt in one of the events listed in subclause 4.5.1, the UE shall determine one or more access identities from the set of standardized access identities, and one access category from the set of standardized access categories and operator-defined access categories, to be associated with that access attempt.

The set of the access identities applicable for the request is determined by the UE in the following way:

a)
for each of the access identities 1, 2, 11, 12, 13, 14 and 15 in table 4.5.2.1, the UE shall check whether the access identity is applicable in the selected PLMN, if a new PLMN is selected, or otherwise if it is applicable in the RPLMN or equivalent PLMN; and

b)
if none of the above access identities is applicable, then access identity 0 is applicable.

Table 4.5.2.1: Access identities

	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 (NOTE 1)
	UE is configured for multimedia priority service (MPS).

	2 (NOTE 2)
	UE is configured for mission critical service (MCS).

	3-10
	Reserved for future use

	11 (NOTE 3)
	Access Class 11 is configured in the UE.

	12 (NOTE 3)
	Access Class 12 is configured in the UE.

	13 (NOTE 3)
	Access Class 13 is configured in the UE.

	14 (NOTE 3)
	Access Class 14 is configured in the UE.

	15 (NOTE 3)
	Access Class 15 is configured in the UE.

	NOTE 1:
Access identity 1 is used by UEs configured for MPS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN (if the EHPLMN list is not present or is empty) or EHPLMN (if the EHPLMN list is present), visited PLMNs of the home country, and configured visited PLMNs outside the home country.

NOTE 2:
Access identity 2 is used by UEs configured for MCS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN (if the EHPLMN list is not present or is empty) or EHPLMN (if the EHPLMN list is present).

NOTE 3:
Access identities 11 and 15 are valid in HPLMN (if the EHPLMN list is not present or is empty) or EHPLMN (if the EHPLMN list is present). Access Identities 12, 13 and 14 are valid in HPLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.


Editor's note:
The definition and configuration of Access Classes 11 to 15 for 5GS is FFS.

Editor's note:
How the UE is configured for MPS and MCS is FFS.

The UE uses the MPS indicator bit of the 5GS network feature support IE to determine if access identity 1 is valid when the UE is not in the country of its HPLMN (see 3GPP TS 23.122 [5]). Processing of the MPS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message is described in subclause 5.5.1.2.4 and subclause 5.5.1.3.4. The UE shall not consider access identity 1 to be valid when the UE is not in the country of its HPLMN prior to receiving the MPS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message being set to "Access identity 1 valid in RPLMN or equivalent PLMN".
When the UE is in the country of its HPLMN, the contents of the USIM files EFUAC_AIC and EFACC as specified in 3GPP TS 31.102 [22] and the rules specified in table 4.5.2.1 are used to determine the applicability of access identity 1 and access classes 11 - 15. When the UE is not in the country of its HPLMN, the contents of the USIM files EFUAC_AIC and EFACC are not applicable.
In order to determine the access category applicable for the access attempt, the NAS shall check the rules in table 4.5.2.2, and use the access category for which there is a match for barring check. If the access attempt matches more than one rule, the access category of the lowest rule number shall be selected.

Table 4.5.2.2: Mapping table for access categories
	Rule #
	Type of access attempt
	Requirements to be met
	Access Category

	1
	Response to paging
	Access attempt is for MT access


	0 (= MT_acc)


	2
	Emergency
	UE is attempting access for an emergency session (NOTE 1, NOTE 2)
	2 (= emergency)

	3
	Access attempt for operator-defined access category
	UE was provided with operator-defined access categories for the current PLMN, and access attempt is matching criteria of an operator-defined access category
	32-63 
(= based on operator classification)

	4
	Access attempt for delay tolerant service
	UE is configured for NAS signalling low priority, the PLMN is broadcasting one of the categories a, b or c, and the UE is a member of the broadcasted category in the selected PLMN or RPLMN/equivalent PLMN (NOTE 3, NOTE 5)
	1 (= delay tolerant)

	5
	MO MMTel voice call
	Access attempt is for MO MMTel voice call 

or for NAS signalling connection recovery during ongoing MO MMTel voice call (NOTE 2)
	4 (= MO MMTel voice)


	6
	MO MMTel video call
	Access attempt is for MO MMTel video call 

or for NAS signalling connection recovery during ongoing MO MMTel video call (NOTE 2)
	5 (= MO MMTel video)


	7
	MO SMS over NAS or MO SMSoIP
	Access attempt is for MO SMS over NAS (NOTE 4) or MO SMS over SMSoIP transfer

or for NAS signalling connection recovery during ongoing MO SMS or SMSoIP transfer (NOTE 2)
	6 (= MO SMS and SMSoIP)


	8
	UE NAS initiated 5GMM specific procedures
	Access attempt is for MO signalling
	3 (= MO_sig)

	9
	UE NAS initiated 5GMM connection management procedures or 5GMM NAS transport procedure
	Access attempt is for MO data
	7 (= MO_data)

	NOTE 1:
This includes 5GMM specific procedures while the service is ongoing and 5GMM connection management procedures required to establish a PDU session with request type = "initial emergency request" or "existing emergency PDU session", or to re-establish user-plane resources for such a PDU session. This further includes the service request procedure initiated with a SERVICE REQUEST message with the Service type IE set to "emergency services fallback".

NOTE 2:
Access for the purpose of NAS signalling connection recovery during an ongoing service is mapped to the access category of the ongoing service in order to derive an RRC establishment cause, but barring checks will be skipped for this access attempt.

NOTE 3:
If the UE selects a new PLMN, then the selected PLMN is used to check the membership; otherwise the UE uses the RLPMN or a PLMN equivalent to the RPLMN.

NOTE 4:
This includes the 5GMM connection management procedures triggered by the UE-initiated NAS transport procedure for transporting the MO SMS. 

NOTE 5:
The UE configured for NAS signalling low priority is not supported in this release of specification.


4.5.6
Mapping between access categories/access identities and RRC establishment cause

When 5GMM requests the establishment of a NAS-signalling connection, the RRC establishment cause used by the UE shall be selected according to one or more determined access identities and the access category as specified in table 4.5.6.1. If the determined access category is an operator-defined access category and there is a standardized access category associated with the operator-defined access category as specified in subclause 4.5.3, the RRC establishment cause used by the UE is selected according to one or more determined access identities and the standardized access category associated with the operator-defined access category.
Table 4.5.6.1: Mapping table for access identities/access categories and RRC establishment cause
	Access identities
	Access categories
	RRC establishment cause is set to

	0
	0 (= MT_acc)
	MT access

	
	1 (= delay tolerant)
	FFS

	
	2 (= emergency)
	Emergency call

	
	3 (= MO_sig)
	MO signalling

	
	4 (= MO MMTel voice)
	MO voice call

	
	5 (= MO MMTel video)
	FFS

	
	6 (= MO SMS and SMSoIP)
	FFS

	
	7 (= MO_data)
	MO data

	1
	Any category
	"High priority access"

	2
	Any category
	"High priority access"

	11, 15
	Any category
	"High priority access"

	12,13,14,
	Any category
	"High priority access"

	NOTE:
See subclause 4.5.2, table 4.5.2.1 for use of the access identities of 0, 1, 2, and 11-15.


Editor's note:
It is FFS how to determine RRC establishment causes for the access category 1, 5, 6.
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