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24
Support for 5GC

24.1
General

The E-UTRA connected to 5GC is supported as part of NG-RAN. The E-UTRA can be connected to both EPC and 5GC.

The overall architecture of E-UTRA connected to 5GC as part of NG-RAN is described in 3GPP TS 38.300 [79], where the term "ng-eNB" is used for E-UTRA connected to 5GC. However, in this specification the term "eNB" is used for both cases unless there is a specific need to disambiguate between eNB and ng-eNB.

E-UTRA connected to 5GC supports the following functions:

-
5G NAS message transport (see subclause 7.3);
-
5G security framework (see 3GPP TS 38.300 [79]), except that data integrity protection is not supported. Ciphering of DRBs can be activated or de-activated by RRC signalling;

-
Access Control (see 3GPP TS 38.300 [79]);
-
Flow-based QoS (see  GPP TS 38.300 [79]);
-
Network slicing (see 3GPP TS 38.300 [79]);
-
SDAP (see 3GPP TS 37.324 [80]);
-
NR PDCP (see 3GPP TS 38.323 [81]);

-
Support of UEs in RRC_INACTIVE state.

