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	Reason for change:
	It states in 5.3.1.1:
“In case of EN-DC, there are three types of NR SCG reconfigurations:
-	Reconfiguration with sync and key change i.e. a procedure involving RA to the PSCell, including NR MAC reset, re-establishment of NR RLC and NR PDCP and refresh of NR SCG security; and
-	Reconfiguration with sync but without key change i.e. a procedure involving RA to the PSCell, including NR MAC reset and NR RLC re-establishment and PDCP data recovery (for AM DRB); and
-	Regular NR SCG reconfiguration neither involving refresh of NR SCG security, nor RA to the PSCell, NR MAC reset or NR RLC re-establishment;”
1. In MR-DC, from a UE perspective, SCG bearers are the bearers with RLC entities in SN. Due to the introduction of MN/SN terminated bearers, the key used for SCG bearers can be of MN or of SN. Therefore, the terminology “SCG security” is not correct and is better to be changed to “SN security”, which indicates that S-KgNB is used.

2. Considering bearer type change with key changes between S-KgNB and KeNB, there are two options. One of the options includes MAC reset and reestablishment of PDCP and RLC. This option can be categorized into the first type above, i.e. reconfiguration with sync and key change. However, the option does not require “SN security refresh” included in the first type. Therefore, the operation of “SN security refresh” should be optional as it is used in other cases.

3. For the second type above, i.e., reconfiguration with sync but without key change in SCG reconfiguration, it includes the following cases:
· RA to a new cell, e.g., PSCell changes from one DU to another DU under the same CU, i.e., the anchor PDCP does not change.
· RA to the same cell, e.g., reconfiguration of serving cell common parameters.
For case 1), operations include NR MAC reset and NR RLC re-establishment. For the NR PDCP entity, for AM DRB data recovery is performed and for SRB SDU discard is performed optionally. Therefore, the operation of PDCP SDU discard should be added to the second type.

For case 2), operations include NR MAC reset only but RLC re-establishment is not necessary.  And for AM DRB, data recovery is also unnecessary as for RLC AM, data can be recovered by RLC ARQ. For SRB, SDU discard is not necessary as the serving cell does not change. Therefore, RLC re-establishment and data recovery should also be optional operations in the second type.


	
	

	Summary of change:
	1. Change “SCG security” to “SN security”;
2. In the first type of NR SCG reconfiguration, make the operation of refresh of NR SN security optional;
3. In the second type of NR SCG reconfiguration, make the operation of NR RLC re-establishment optional;
4. In the second type of NR SCG reconfiguration, add “optionally PDCP SDU discard (for SRB)”

Impact analysis
Impacted functionality:
Bear type change
Inter-operability:
1.	If the UE is implemented according to this CR but the network is not, there is no backward compatibility issue; 
2.	If the network is implemented according to this CR but the UE is not, there is no possible backward compatibility issue.


	
	

	Consequences if not approved:
	The description does not align with stage-3 procedures.

	
	

	Clauses affected:
	5.3.1.1

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ...  

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	The CR applies to NSA.


Page 1



	[bookmark: _Hlk490063400]Start of change


5.3.1.1	RRC connection control
Change to NR PDCP or vice versa, for both SRBs and DRBs, can be performed using an RRCConnectionReconfiguration message including the mobilityControlInfo (handover) by release and addition of the concerned RB (for DRBs) or of the concerned PDCP entity (for SRBs). The same RRCConnectionReconfiguration message may be used to make changes regarding the CG(s) used for transmission. For SRBs, change from E-UTRA PDCP to NR PDCP type, may also be performed using an RRCConnectionReconfiguration message not including the mobilityControlInfo.
In case of EN-DC, there are three types of NR SCG reconfigurations:
-	Reconfiguration with sync and key change i.e. a procedure involving RA to the PSCell, including NR MAC reset, re-establishment of NR RLC and NR PDCP and optionally refresh of NR SCG SN security; and
-	Reconfiguration with sync but without key change i.e. a procedure involving RA to the PSCell, including NR MAC reset and optionally NR RLC re-establishment and optionally PDCP data recovery (for AM DRB) and optionally PDCP SDU discard (for SRB); and
-	Regular NR SCG reconfiguration neither involving refresh of NR SCG security, nor RA to the PSCell, NR MAC reset or NR RLC re-establishment;
The network is only required to use the NR SCG reconfiguration with sync and key change in case the NR SCG SN security key changes (i.e. handover, change of SNs, S-KgNB refresh). Further details are specified in NR RRC TS 38.331 [82].
NOTE 2:	In case of EN-DC, E-UTRA RRC configuration parameters should only affect E-UTRA operation. E.g., s-Measure only affects measurements configured by parameters defined in this specification. Should an E-UTRA RRC configuration change require a change of NR RRC configuration, the network should indicate such NR change by NR RRC signalling. E.g. a specific indication is used to trigger RLC re-establishment upon reconfigurations changing the CG(s) used for transmission (in DL or UL) that otherwise would only involve NR RRC signalling.
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