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	Reason for change:
	Handling of the keys upon reception of RRCConnectionReject in RRC_INACTIVE does not mention restoring the previously stored keys.

	
	

	Summary of change:
	Add missing description to use the previously stored keys.
Impact analysis
Impacted functionality:
Stored KgNB key for inactive UE upon receiving RRC Reject
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If the UE is implemented according to this CR but the network is not, there is no backward compatibility issue; If the network is implemented according to this CR but the UE is not, there is no backward compatibility issue.
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5.3.15.2
Reception of the RRCReject by the UE

The UE shall:

1>
stop timer T300, if runing;

1>
stop timer T319, if running;

1>
reset MAC and release the MAC configuration;

1>
start timer T302, with the timer value set to the waitTime;

1>
set the variable pendingRnaUpdate to 'FALSE';

1>
if RRCReject is received in response to a request from upper layers:
2>
inform the upper layer that access barring is applicable for all access categories except categories ‘0’and '2';
1>
if RRCReject is received in response to an RRCSetupRequest:
2>
inform upper layers about the failure to setup the RRC connection, upon which the procedure ends;
1>
if RRCReject is received in response to an RRCResumeRequest:
2>
if resume is triggered by upper layers:
2>
inform upper layers about the failure to resume the RRC connection;
Editor’s note: FFS In which cases upper layers are informed that a resume failure occurred upon the reception of RRC Reject.
2>
if resume is triggered by RRC:

3>
set the variable pendingRnaUpdate to 'TRUE';

2>
discard the security context including the KgNB key, the KRRCenc key, the KRRCint, the KUPint key and the KUPenc key;
2>
restore the KgNB key and the KRRCint from the stored UE AS context;
2>
suspend SRB1, upon which the procedure ends;

Editor’s note: FFS Handling of timer T380 upon Reject e.g. stop, re-start, etc.
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