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1	Introduction
For MR-DC with 5GC, UP integrity protection can be configured on a per radio bearer basis [37.340]. In this contribution, we discuss some details.
2	Discussion
In MR-DC, one of the Master and Secondary Nodes is an LTE eNB and the other one is an NR gNB. It may well be that the gNB supports integrity protection on DRBs (DRB IP), whereas the eNB does not (for example, 5GC access over E-UTRA does not support DRB IP). In such cases, DRB IP may be enabled or disabled at any bearer-type change between MN- and SN-terminated bearers (e.g. for PDU sessions for which DRB IP has been indicated as “preferred”).
Observation 1: An eNB involved in MR-DC may not support integrity protection of DRBs. In such cases, DRB IP may be enabled or disabled at any bearer-type change between MN- and SN-terminated bearers.
On configuring integrity protection, TS 38.331 currently captures the following.
integrityProtection
Indicates whether or not integrity protection is configured for this radio bearer.  The value of integrityProtection for a DRB can only be changed using reconfiguration with sync.

The reconfiguration with sync seems too heavy to perform at every such bearer-type change. From PDCP point of view, the requirements in such a type change seem no different from the corresponding type change in EN-DC (i.e. PDCP PDUs protected with different keys need to be distinguished from each other), where handover procedure (and thereby MAC reset) is not required.
Observation 2: In EN-DC, bearer-type change involving key change does not require MAC reset.
Proposal: In MR-DC with 5GC, enabling or disabling integrity protection on a DRB at bearer-type change does not require reconfiguration with sync.
3	Conclusion
This contribution discusses enabling and disabling integrity protection on DRBs in MR-DC, and concludes with the following observations and proposals.
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