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1
Introduction

During RAN2#101 meeting it was agreed to support at least the following 6 cases of establishment cause: Emergency, HighPriorityAccess, mt-Access, mo-Signalling, mo-Data, mo –VoiceCallv1280. Also, RAN2 agreed to map the combination of Access Identities and a corresponding Access Category of an access attempt to an Establishment Cause to be used by the AS.
This contribution proposes to add a new Establishment Cause value, dedicated to the use of Mission Critical Services (MCS) in the 4-bit field of MSG3 in NR. 

2
Discussion

The current Unified Access Control mechanism is based on the definitions of Access Category and Access Identity as have been agreed in SA1 [1]. A large number of combinations of Access Identities and Access Categories map to only 6 possible Establishment Causes. 

Currently, 7 Access Identities (1, 2,11,15,12,13, and 14) map to single HighPriorityAccess (HPA) Establishment Cause. Multimedia Priority Services (MPS) is assigned to Access Identity 1, Mission Critical Services (MCS) is assigned to Access Identity 2, and legacy Access Class assignments 11-15 are each assigned to its own Access Identity.
Observation 1: Several Access Identities map to the HighPriorityAccess Establishment Cause.
With the reception of the RRC Connection Request, the gNB processes the request with a relative priority with respect to other requests already in the queue. The processing priority is determined by the Establishment Cause value. At times of congestion, the gNB would not be able to differentiate higher priority access like MCS from all other services since all of them are map to a single Establishment cause value HPA. 

Observation 2: Under severe congestion, priority handling at the gNB needs to be different for each of the services that currently use the HighPriorityAccess Establishment Cause.
Currently, the MCS service utilizes the same HighPriorityAccess Establishment Cause in HPLMN or PLMNs equivalent to HPLMN with additional priority services potentially introduced by Network Operators. In the event of network congestion, we do not want to overlap Public Safety MCS services with other services, thus preventing losing the service priority of MCS over other services. With the lack of distinction among HPA services, MCS improperly receives a priority handling that would jeopardize the mission of a first responder. 

Therefore, it is desirable for the MCS service to have its own dedicated establishment cause value and maintain its own Access Identity in NR. Now with the agreement of 4-bit MSG3, it is proposed that one value is reserved for MCS. 

Proposal: Agree to introduce a new establishment and resume cause value MCS-PriorityAccess dedicated for MCS
3
Proposals
For the reasons detailed above, we recommend the RAN2 to discuss and adopt the following proposals:

Observation 1: Several Access Identities map to the HighPriorityAccess Establishment Cause.
Observation 2: Under severe congestion, priority handling at the gNB needs to be different for each of the services that currently use the HighPriorityAccess Establishment Cause.
Proposal: Agree to introduce a new establishment and resume cause value MCS-PriorityAccess dedicated for MCS
A CR for the above Proposal was submitted [2].
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