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1. Overall Description:
RAN2 would like to thank SA3 for their reply LS on inactive security (S3-181997) and inform the following agreements:
Agreements

a.	Confirm the Resume working assumption with SA3 option a. 
b.	RAN2 preference for RAN3 to support RNAU without context relocation, under the assumption that there is no major RAN2 impact.
c	Current re-establishment solution (i.e. current WA) will be included in the RRC spec
d.	Send LS to SA3 to ask whether Horizontal key derivation is feasible to be used for encryption of Reestablishment message. If SA3 respond that it is feasible then this will be introduced in the spec.

“Agreement d” refers to an alternative re-establishment procedure (i.e. different to the LTE reestablishment, and different than the one in agreement c.) where the UE uses the current key, associated with the last serving gNB, for the short MAC-I calculation to be included in msg3 (i.e. re-establishment request).  The re-establishment message (i.e. msg4) is ciphered and integrity protected by a new key horizontally derived from the current key.
RAN2 would like to ask SA3 if the alternative re-establishment procedure described above fulfils all security requirements.

2. Actions:
RAN2 would like to ask SA3 if the alternative re-establishment procedure described above fulfils all security requirements.

3. Date of Next RAN2 Meetings:

RAN2-AH-1807	2nd – 6th July 2018, Montreal, Canada
RAN2-103	20-24 August 2018, Gothenburg, Sweden
