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1 Introduction

In this contribution, we discuss the need for RRCReject in response to RRCReestablishmentRequest. In RAN2#101bis meeting, the following has been agreed for RRC Re-establishment procedure: 

“Agreements:

1
Re-establishment kind message is sent on SRB1 (with at least integrity protection) with the intention to allow re-establishment of DRBs without the network having to wait for the reception of re-establishment complete message.

2.
Network can response to the Reestablishment Request kind message with an RRC connection setup in case of RRC re-establishment failure.

FFS Whether it is also possible for the network to response with RRC Reject.
“
We cover the FFS aspect and provide insight into why RRC Reject is not necessary in response to RRC Re-establishment request message. 

2  Discussion
During email discussion 101bis#51 on NR connection control open issues, a discussion point on the need for RRCReject in response to an RRCReestablishmentRequest (e.g. which scenarios is this addressing) with potential consequences was put forth. Most of the companies seem to want to support RRCReject message for reestablishment to support congestion scenarios and wish to have the UE sent to idle and perform NAS recovery. 

If congestion is the main concern for which a reject message in response to re-establishment request is being sought, then it will require sending the UE to idle with wait timer. This causes a change in UE state from Connected to idle. However, we have had a discussion with SA3 in the past [1] wherein it was understood that a Reject message (carrying wait timer) sent unprotected over SRB0 cannot be used to change UE state; it can only be used to maintain the UE in the same state to prevent replay attack. Since the same state would mean the UE has to be kept 
“connected”, it clearly causes a mismatch because the intention is to prevent the UE from going to connected. 
Observation 1: If congestion is the main concern to support RRCReject in response to RRCReestablishmentRequest message, RRCReject with wait timer is needed; however, it requires changing UE state from connected to idle mode using reject message sent over SRB0 and this might pose potential replay attack risk as per SA3. 
The reject message has to be at the minimum integrity protected to allow change of UE state. However, in previous RAN2 meeting, we made the following agreement:

“
2    For Rel-15, we do not support RRCREJECT over SRB1.

“

Therefore, RRCReject cannot be supported over SRB1 and SRB0 cannot be integrity protected and hence cannot be used to move the UE from connected to idle state. Some companies suggested to support reject similar to resume case, however, in resume/setup procedure, reject is meant to maintain the same UE state (in idle or idle with suspend indication) with wait timer. 
The purpose of the connection re-establishment procedure is to re-establish the RRC connection for a UE in RRC_CONNECTED state when it undergoes conditions such as radio link failure or handover failure. The RRC Connection Re-establishment Reject message in LTE resulted in idle and NAS recovery and was used to reject a re-establishment when, for example, a valid UE context could not be found. Congestion should not normally be considered for an ongoing connection and hence reject with or without wait timer should not apply for an ongoing connection. 

Observation 2: Connection re-establishment is for re-establishing the connection of an already connected UE that is undergoing a failure condition. Congestion scenario should not normally be considered for such an ongoing connection and hence reject with wait timer should not apply for an ongoing connection. 

It is understood that the connection re-establishment succeeds only if the concerned cell is prepared i.e. has a valid UE context. If the network is unable to find a valid UE context or some other failure occurs, then it is sufficient for the gNB to initiate fallback procedure and start RRC Connection Setup instead of reject as already agreed. Some companies suggested in the email discussion 101bis#51 to use reject to send the UE to idle and initiate NAS recovery immediately. The outcome of doing this is similar to fallback procedure except for access control. However, as the UE was already in connected state and has undergone access control, it would make sense to perform fallback to re-establish the UE’s connection immediately. We think that for NR, we could optimize the re-establishment procedure slightly rather than support the reject only because it is already supported in LTE and for setup and resume. 
Proposal: Do not support RRCReject in response to RRC Re-establishment kind of message.  Fallback is sufficient to handle the corresponding scenarios. 
3 Conclusion

The observations captured are the following:
Observation 1: If congestion is the main concern to support RRCReject in response to RRCReestablishmentRequest message, RRCReject with wait timer is needed; however, it requires changing UE state from connected to idle mode using reject message sent over SRB0 and this might pose potential replay attack risk as per SA3. 

Observation 2: Connection re-establishment is for re-establishing the connection of an already connected UE that is undergoing a failure condition. Congestion scenario should not normally be considered for an ongoing connection and hence reject with wait timer should not apply for an ongoing connection. 

The proposal captured is the following:
Proposal: Do not support RRCReject in response to RRC Re-establishment kind of message. Fallback is sufficient to handle the corresponding scenarios. 
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