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1. Introduction

RAN2 made an agreement to support NR access control in RRC_Connected, i.e.
17
For connected mode/inactive and IDLE, the AS/NAS modelling for access control for NAS triggered events is:

-
NAS is responsible for the determination of access identities and access categories and cause value, and provides one or more access identities and one access category to lower layers for the given access attempt;

-
AS is responsible for access barring check and indicate whether the access attempt is barred or not to NAS layer;

-
It is NAS layer to perform how to stop/allow service transmission based on ACB checking result from AS layer;
On the other hand, the further discussion is still needed for AS-triggered events. This contribution introduces a way-forward on it. 
2.
Discussion
In RRC_Idle, the events triggered by UE NAS only are valid cases to be considered in NR access control. On the other hand, there are also the events triggered by UE AS in the RRC_Connected. Therefore, the following cases can be classified in the RRC_Connected.
· Event triggered by UE NAS
· Event triggered by UE AS
For the event triggered by UE NAS, RAN2 made already the relevant agreement as captured above. Since the event triggered by UE AS is not involved with UE NAS at all, the above agreement cannot be feasible to the event. Accordingly, RAN2 may need to discuss new approach. On the events triggered by UE AS in RRC_Connected, the remarkable events would be 
· the new services over the existing PDU session, 
· the mobile-originating signalling and 
· the access resulting from RRC connection reestablishment. 
If a separate barring mechanism is defined unlike that in RRC_Idle, the UE AS by itself could map an event to one Access Category, and perform the barring check. However, basically it seems unclear if the UE AS can distinguish between the new services and the existing services transferred over the existing PDU session. Someone can suggest to control it per-DRB or per-QoS flow. But, it seems a new requirement, and RAN2 needs to ask it to SA1 again. Also, there are quite a few considerations to support the access control per-DRB or per-QoS flow. When it comes to the access resulting from RRC connection reestablishment, RRC doesn’t perform the barring check for the access in LTE. Before allowing the access control even for reestablishment, a discussion on the valid use cases has to be preceded. The access control process would be not good during the connection reestablishment. 
As considering the many considerations and the additional complexity in order to fully support the access control in RRC_Connected, keeping the current RRC release only would be a good alternative for the AS-triggered events. 
If RAN2 allows any solution other than RRC release, we need to further clarify what the requirement on NR access control is in RRC_Connected, with SA1. 

Proposal: In order to control the accesses of AS-triggered events in RRC_Connected, RRC release is used. 
3. Conclusion
Proposal: In order to control the accesses of AS-triggered events in RRC_Connected, RRC release is used. 
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