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1. Introduction
The IAB study item aims to define integrated access and backhauling (IAB) solutions for NR. 
In RAN-3 #99bis, a pCR to TR 38.874 was approved which introduces two architecture groups [1]. Architecture group 1 contains two architectures, which use an adaptation layer for routing on the backhaul links. This adaptation layer is inserted into the L2-stack of the backhaul links.
In RAN-2 #101bis, a text proposal to TR 38.874 was approved, which defines functions of the adaptation layer [2]. 
In architecture 1a, information carried on the adaptation layer supports the following functions:

· Identification of the UE-bearer for the PDU,

· Routing across the wireless backhaul topology,

· QoS-enforcement by the scheduler on DL and UL on the wireless backhaul link,

· Mapping of UE user-plane PDUs to backhaul RLC channels,

· Others.
In architecture 1b, information carried on the adaptation layer supports the following functions:

· Routing across the wireless backhaul topology,

· QoS-enforcement by the scheduler on DL and UL on the wireless backhaul link,

· Mapping of UE user-plane PDUs to backhaul RLC channels

· Others.
This paper identifies and compares alternatives for routing and QoS enforcement on the backhaul link.  

2. Discussion
2.1 Architectures of group 1
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Figure 1: Protocol stack examples for L2-relaying with adaptation layer for architecture 1a 
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Figure 2: Protocol stack example for L2-relaying with adaptation layer for architecture 1b 

Figures 1 and 2 show example protocol stacks of U-plane transport for architectures 1a and 1b based on [2]. On the backhaul link, these protocol stacks include an adaptation layer in the L2 stack which support routing and QoS enforcements. 

2.2 Routing via adaptation layer
For the support of routing, the adaptation header may carry information that marks the UE or the UE’s access bearer. In this case, the IAB-node’s routing table has to hold information related to each UE or each UE’s access bearer.
Alternatively, the adaptation header carries a route identifier, which is related to the IAB-infrastructure and may comprise an IAB-node’s address and/or an IAB-donor address. In this case, the IAB-node’s routing table has to hold information related to the IAB-topology such as IAB-node- or IAB-donor address.
Table 1: UE-/UE-bearer-based vs. IAB-topology-based routing for architecture group 1
	Routing
	Using UE- or UE-bearer identifier
	Using IAB-topology identifier

	RAN signalling overhead 
	On every on-path IAB-node

At every UE-related event (service request handover)
	Only on UE’s access-IAB-node and IAB-donor

Only at when topology changes

	Specification overhead
	Small if TEID from F1-U GTP-U is reused. Higher if new identifier is introduced 
	New identifier needs to be introduced. 


Table 1 compares UE-/UE-bearer-based and IAB-topology-based routing for architecture group 1.

Observation 1: Routing based on UE-/UE-bearer identifier requires additional signalling to update all on-path IAB-nodes at each UE-related event such as UE service request and UE hand-over. 
Proposal 1: Include the comparison of UE-/UE-bearer-based vs. IAB-topology-based routing into TR 38.874.
2.3 QoS enforcement via adaptation layer
QoS can be enforced with UE-bearer granularity on the backhaul link. In this case, the MAC-scheduler on the backhaul link has to hold a separate queue for each downstream UE-bearer. The IAB-node’s scheduler further has to hold information related to each downstream UE-bearer. Also, the adaptation header has to carry information for the MAC-scheduler to derive the UE-bearer.
Alternatively, QoS is enforced over an aggregated set of UE-bearers, which have similar or same QoS-class or 5QI. In this case, traffic can be aggregated in the same queue. Also, the IAB-node’s scheduler has to hold information related to these aggregate QoS identifiers. The aggregate QOS identifier may be established proactively, i.e. independently of UE-related events. The aggregate QoS-class identifier has to be carried on the adaptation layer.
Table 2: UE-bearer-based vs. aggregated QoS enforcement for architecture group 1
	QoS Enforcement
	UE-bearer-specific QoS enforcement 
	Aggregated QoS enforcement

	Complexity
	One separate queue required for every downstream UE-bearer
	One queue for each QoS-class 

	Performance
	UE-bearer-specific QoS differentiation possible
	QoS-class-specific QoS differentiation possible

	RAN signalling overhead 
	On every on-path IAB-node
At every UE-related event (service request handover)
	Only on UE’s access-IAB-node and IAB-donor

Only at when topology changes

	Specification overhead
	Small if TEID from F1-U GTP-U is reused. Higher if new identifier is introduced 
	New identifier needs to be introduced. 


Table 1 compares UE-bearer-based vs. aggregated QoS enforcement for architecture group 1.

Observation 2: UE-bearer-based QoS-enforcement on the backhaul links requires additional signalling and higher implementation overhead. 

Proposal 2: Include the comparison of UE-bearer-based vs. aggregated QoS enforcement into TR 38.874.

3. Conclusions

This paper identified and compared alternatives for routing and QoS enforcement on the backhaul link. The following observations and proposals have been made:
Observation 1: Routing based on UE-/UE-bearer identifier requires additional signalling to update all on-path IAB-nodes at each UE-related event such as UE service request and UE hand-over. 

Observation 2: UE-bearer-based QoS-enforcement on the backhaul links requires additional signalling and higher implementation overhead.
Proposal 1: Include the comparison of UE-/UE-bearer-based vs. IAB-topology-based routing into TR 38.874.

Proposal 2: Include the comparison of UE-bearer-based vs. aggregated QoS enforcement into TR 38.874.
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Annex
The following addition to TR 38.874 is proposed:

********* Start of Change **********
10 Comparison

10.x Comparison among alternatives of architecture group 1

10.x.y Routing
 Table 10.x.y-1: UE-/UE-bearer-based vs. IAB-topology-based routing for architecture group 1
	Routing
	Using UE- or UE-bearer identifier
	Using IAB-topology identifier

	RAN signalling overhead 
	On every on-path IAB-node

At every UE-related event (service request handover)
	Only on UE’s access-IAB-node and IAB-donor

Only at when topology changes

	Specification overhead
	Small if TEID from F1-U GTP-U is reused. Higher if new identifier is introduced 
	New identifier needs to be introduced. 


10.x.z QoS-enforcement
Table 10.x.z-1: UE-bearer-based vs. aggregated QoS enforcement for architecture group 1
	QoS Enforcement
	UE-bearer-specific QoS enforcement 
	Aggregated QoS enforcement

	Complexity
	One separate queue required for every downstream UE-bearer
	One queue for each QoS-class 

	Performance
	UE-bearer-specific QoS differentiation possible
	QoS-class-specific QoS differentiation possible

	RAN signalling overhead 
	On every on-path IAB-node

At every UE-related event (service request handover)
	Only on UE’s access-IAB-node and IAB-donor

Only at when topology changes

	Specification overhead
	Small if TEID from F1-U GTP-U is reused. Higher if new identifier is introduced 
	New identifier needs to be introduced. 


********* End of Change **********
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