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Introduction
Currently the following FFS is listed in the TP on Connection Control to 38.331:
Editor’s Note: FFS Confirm that same value range from LTE for the NextHopChainingCount is reused in NR (i.e. 0 to 7).
This paper is addressing this FFS and proposes that the same value range as LTE shall be used.
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During SA3#90, it was agreed to specify the NextHopChainingCount as [1, section 6.2.3.2], [2, section 6.2.3.2]:
The intermediate key NH as defined in clause 6.9.4.1.1 can be uniquely determined by ngKSI, together with the initial KgNB derived from the current 5G NAS security context for use during the ongoing CM-CONNECTED state and a counter counting how many NH-derivations have already been performed from this initial KgNB according to Annex A.10. The next hop chaining count, NCC, represents the 3 least significant bits of this counter. 
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The purpose of the NCC is to synchronize between the UE and network regarding which key should be used for the derivation of KgNB*. If NCC is incremented the UE will derive KgNB* from NH, if it is the same as before the UE will derive KgNB* from the old KgNB. 
Currently in NR the NCC is used in the following cases:
· RRC reestablishment (as part of RRCReestablisment message), 
· RRC resume (as part of RRCRelease with suspend configuration message)
· RRC reconfiguration with sync (as part of the RRCReconfiguration message)
With the SA3 requirements on supporting 2-hop security in all handover and mobility scenarios (see R2-1806421) we do not see any reason why the NCC, NH would wraparound without both the UE and network knowing about this, e.g. the network would always use the latest {NH, NCC} pair when suspending the UE or performing handover or reestablishment, meaning that the likelihood that a {NH, NCC} pair goes unused is very rare e.g. it mainly happens if something happens such as an urgent handover or RLF prior to Path Switch was completed. For these rare cases 3 bits NCC should be sufficient. 
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Conclusion
[bookmark: _Hlk513643314]In section 2 we made the following observations:
Observation 1	SA3 have defined the size of the NextHopChainingCount in 5GS as 3 bits
Observation 2	The network would always use the latest {NH, NCC} pair when suspending the UE or performing handover or reestablishment, meaning that the likelihood that a {NH, NCC} pair goes unused is very rare

Based on the discussion in section 2 we propose the following:
Proposal 1	There is no need from RAN2 point of view to extend the value range of NCC in NR from the 3 bits defined by SA3
Proposal 2	Remove the FFS regarding the value range of NCC from TS 38.331
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