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Introduction
During RAN2#101, a CR on stage 2 Security aspects to 38.300 was agreed in principle [1]. However, there have also been agreements in SA3 regarding inter-system interworking between EPC and 5GC [2]. 
[bookmark: _Ref178064866]Discussion
[bookmark: _Ref189046994]In LTE stage 2, there is currently a section on security interworking between LTE and GERAN and UTRAN, specifying how the security contexts can be mapped between the CNs. In NR specification, a corresponding stage 2 description of the security interworking between EPC and 5GC is absent. Section 3 contains a text proposal addressing this issue.
Adopt the text proposal to TS 38.300
Text Proposal
[bookmark: _Toc505697449][bookmark: _Toc500942639][bookmark: _Hlk504050147][bookmark: _Toc505697581][bookmark: _Toc500942743]START OF CHANGES
13.x	Security interworking
As described in TS 23.501 [3], in order to interwork between EPC and 5GC, the UE can operate in Single Registration or Dual Registration mode.
In Dual Registration mode, the UE shall independently maintain two different security contexts. For inter-system mobility, when the target system is EPS, the UE shall take into use the EPS security context and use the security mechanisms described in 33.401 [REF]. In the other direction, when the target system is 5GS, the UE shall take into use the 5G security context and use the security mechanisms described in 33.501 [5].
In Single Registration mode, the UE will only have a single current security context associated to EPS if the UE is connected to EPC or associated with 5GS if the UE is connected to 5GC. This security context may either be a native context if the context results from a primary authentication, or a mapped security context resulting from a previous mobility from the other CN. The mapping of the security context is done by deriving a K'AMF key, taken as the KAMF from the KASME during mobility from EPC to 5GC, or deriving a K'ASME key, taken as the KASME from the KAMF during mobility from 5GC to EPC, using the current NAS Uplink COUNT in idle mode mobility or the NAS Downlink COUNT value in handovers.
END OF CHANGES
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