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1
Introduction
At RAN2#101b, it was agreed to have the following email discussion [1].
· [101bis#39][LTE/5GC] Access control stage 3 (CTC)


Draft TP for 36.331 based on progress on NR access control stage 3.

Intended outcome: TP to next meeting 


Deadline:  Thursday 2018-05-10 

This email discussion is split in two phases:
Phase 1: discuss some open issues related to stage 3 TP. The deadline of phase 1 is on Thursday 2018-05-03.

Phase 2: after phase 1, the rapporteur will provide a summary of the agreements that can be concluded for LTE/5GC, identifying those topics where more discussion is required and and providing TP capturing the concluded agreements. Companies can provide their views on TP in phase 2. The deadline of phase 2 is on Thursday 2018-05-10.

This is an email discussion on the open issues. In addition, there is a TP in [3].
2
Discussion
In general, we think there are at least the following open issues that need discussions in LTE/5GC.

(1) whether NR agreements can be directly applied to LTE/5GC

(2) how to specify UAC in procedural text
(3) which SIB should be used to carry the UAC parameters
.
2.1
Apply NR agreements to LTE/5GC
Based on RAN2#101b minutes, agreements related to eLTE are listed in section 5 ANNEX. Note that although the agreements in 5.2 are not marked as applicable for LTE/5GC, but they are related to the FFS in 5.1. Rapporteur considers it’s straightforward that they can be applicable for LTE/5GC as well.
Companies are invited to provide views in the following table, whether agreements listed in ANNEX can be applied to LTE/5GC, whether agreements need more discussion.
	Company name
	Yes/No
	Remark

	OPPO
	Yes
	Firstly we think UAC parameters for LTE/5GC and NR should be the same.  Secondly, RNA update agreements in NR should be applied to LTE/5GC as well.
However, we notice that due to LTE MSG3 size, we may need to consider the limitation for new establishment causes.  We may need to consider different approach in LTE/5GC e.g. to configure the access attempt with existing cause.

	Intel
	Yes
	Agree the agreements listed in ANNEX should be applied to LTE/5GC. Based on RAN1 LS, the NR MSG 3 size is same as LTE. Therefore the solution for establishment cause value should also be same.  

	China Telecom
	Yes
	

	CATT
	Yes
	It’s straightforward 

	MediaTek
	Yes
	The agreement in 5.2 is used to solve the FFS issue in 5.1. Since LTE/5GC follows the agreement in 5.1, we think it is also reasonable to apply the same solution in 5.2. 

	QC
	Yes
	Annex 5.1, 5.2 agreements are applicable for LTE/5GC

	LG
	Yes
	

	Huawei, HiSilicon
	Yes
	In principle, we are ok to apply NR agreements to LTE/5GC.

	Nokia
	Yes
	In principle UAC in LTE/5GC should follow NR, but some of the agreements (e.g. SI related ones) cannot be applied due to differences between LTE and NR

	Ericsson
	Yes
	

	Samsung
	Yes
	

	vivo
	Yes
	It is reasonable to apply those agreement to eLTE as well

	Spreadtrum
	Yes
	

	Xiaomi
	Yes
	

	ITRI
	Yes
	


All companies confirm agreements listed in ANNEX can be applied to LTE/5GC.

Proposal 1：Agreements listed in ANNEX are applied to LTE/5GC
2.2
How to specify UAC in procedural text
Two options are possible:

· Option 1: specify the UAC in existing section 5.3.3 RRC connection establishment
· Option 2: specify the UAC in new section

It’s observed the UAC is applicable for all RRC states while the legacy ACB is only applicable for IDLE. Option 1 would result in lots of changes on existing procedure and duplications. Option 2 requires less change on existing procedure.  The new section could be referred to wherever is needed.
Note that similar issue has been discussed in NR [2]. It is agreed by RAN2 that 5.3.x is introduce for specifying the unified access control for NR [1].

Based on the observation above, companies are invited to confirm whether to specify the UAC in a new section dedicated to AC procedure applicable for all RRC states (i.e not in 5.3.3). 
	Company name
	Remark

	OPPO
	Option 2 is slightly preferred.  Considering the difference between legacy ACB and UAC for different RRC states, new section is better in our view.

	Intel
	Same as NR, new section would be better. 

	China Telecom
	Option 2 is preferred

	CATT
	Prefer Option2

	MediaTek
	Prefer option 2. It looks more clear to have a new section for UAC

	QC 
	Option 2 New Section will be better and easy to maintain as well

	LG
	Option 2 is preferred.

	Huawei, HiSilicon
	We prefer option 2.

	Nokia
	Option 2

	Ericsson
	Option 2, 

	Samsung
	Option 2

	vivo
	Option 2

	Spreadtrum
	Option 2

	Xiaomi
	Option2. UAC should be put under 5.3.x as agreed in NR (i.e not in 5.3.3).

	ITRI
	Option 2


If option 2 is preferred, the second question is where the new section should be. Based on the discussion from NR, there potions are considered,

-          Alt 1: The new section is 5.3.x, i.e. under Connection Control

-          Alt 2: The new section is 5.7.x, i.e. under Other

-          Alt 3: The new section is 5.x

Companies are invited to provide views on this question.

	Company name
	Preference on alternatives
	Comments

	OPPO
	Alt 1
	Slightly prefer Alt 1 but we can go with majority view.

	Intel 
	Alt 1
	Same as NR, 5.3.x should be used since UAC is also part of connection control. 

	China Telecom
	Alt 1
	

	CATT
	Alt1
	The same with NR

	MediaTek
	Alt 1
	

	QC
	Alt 1
	

	LG
	Alt 1
	

	Huawei, HiSilicon
	Alt 1
	We think that UAC is part of connection control.

	Ericsson
	Alt 1
	We do not have a strong preference but ok as in NR

	Samsung
	Alt 1
	

	vivo
	Alt 1
	

	Spreadtrum
	Alt 1
	

	Xiaomi
	Alt 1
	

	ITRI
	Alt 1
	


All companies prefer to specify the UAC in 5.3.X, i.e. a new section.

Proposal 2:  Specify the UAC in 5.3.X, i.e. a new section.
2.3
Which SIB should be used to carry the UAC parameters
In NR, only MIB and SIB1 are always broadcast, so UAC parameters are included in SIB1 for NR. But the situation is different in LTE, since all SIBs are always broadcast. Currently the ACB parameters are included in SIB2 and SIB14. It’s not clear in which SIB the UAC parameters should be included, e.g. SIB2 or new SIB.

Companies are invited to provide views on this question.
	Company name
	Which SIB
	Remark

	OPPO
	
	We think if SIB capacity allows SIB2 should be the first choice.  However, if the evaluation of UAC parameters ends up with a big size which exceed the capacity of LTE SIB2, we are ok to have new SIB.

	Intel
	SIB2
	We would prefer to contain UAC parameters in SIB2 together with other normal AC parameters. Regarding the size of SIB, for NR the size of whole UAC parameters may exceed SIB1 in that case the operator has to cut/combine some of UAC parameters. Same way can be used for LTE SIB2. 

	China Telecom
	New SIB
	If this size of UAC parameters exceeds SIB2 capacity, limitations on combination of UAC parameters are required to put in SIB2 as in NR. However, since the available capacity of SIB2 and NR SIB1 is different, the maximum combinations of UAC parameters broadcast in eLTE and NR would be different. We think eLTE and NR should support the same maximum combinations. New SIB is a safer way.

	CATT
	New SIB
	In LTE, since all SIBs are always broadcast. There is no much difference between SIBs, but consider the capacity limitation of SIB2 in LTE, it’s more safe to put UAC parameters in new SIB to avoid discussing how to separate UAC parameters into different parts.

	MediaTek
	New SIB
	We have no strong view on this. It seems easier in standardization if we add a new SIB for UAC. Note that in E-mail discussion of NR UAC (101bis#45), it is still FFS that “whether SIB1 and/or new SIB X is used for carrying barring information“. Perhaps we could wait the result in NR and decide what we should adopt in LTE.

	QC
	SIB2 
	We prefer to define UAC parameters as part of SIB2 along with legacy Access Control mechanism. With New SIB, it involves delay reading new SIBs. UE should get UAC parameters as soon as possible for access control to keep minimum Access delay.

	LG
	SIB2
	We prefer to contain UAC parameters in SIB2 together with other normal AC parameters.

	Huawei, HiSilicon
	
	Signalling overhead is an important factor. If SIB2 is not overloaded due to UAC, SIB2 can be considered. Otherwise, it is more appropriate to consider a new SIB.

	Nokia
	New SIB
	This is a new information that is only relevant for UEs connected to 5GC. Scheduling and update should be defined independently from legacy SIBs.

	Ericsson
	SIB 2
	SIB 2 is preferred but we need to cross check the eventual size of SIB 2 and if we can fit in all the UAC parameters in SIB 2 given the size limitation.  TS36.331: 

NOTE 1: The physical layer imposes a limit to the maximum size a SIB can take. When DCI format 1C is used the maximum allowed by the physical layer is 1736 bits (217 bytes) while for format 1A the limit is 2216 bits (277 bytes), see TS 36.212 [22] and TS 36.213 [23].


	Samsung
	New SIB
	The eLTE can support both legacy UEs and eLTE UEs if it is connected to both EPC and 5GC. Then, it is too heavy for SIB2 to carry two kinds of the access control parameters. Furthermore, the legacy UEs need not receive the UAC parameters at all. Accordingly, it is reasonable to have new SIB.

	vivo
	SIB2
	We prefer to use SIB2 for UAC parameters similar to the AC parameters in LTE. Only if SIB2 is not capable of all needed UAC parameters after the considering the possible optimization, new SIB could be considered.

	Spreadtrum
	SIB2
	SIB2 is required to be read anyway because it contains other information besides Access Control, which is required for both 5GC UEs and EPC UEs. And SIB2 is also an essential SIB for LTE (ref 36.331 5.2.2.5). As for the New SIB solution, it’s confusing whether the New SIB should be an essential SIB or not. We suggest only to consider the New SIB solution after the worst case calculation shows that the size of SIB2 cannot contain all the information that it needs to carry.

	Xiaomi
	SIB2
	We slightly prefer to contain UAC parameters in SIB2. More considerations should be taken with new SIBs, such as the SI update. Will the SI update mechanism follow the ETWS/CMAS way? Or UE updates SI at next modification period boundary? There is so much needs to be clarified.


	ITRI
	SIB2
	We will prefer to use SIB2 for containing UAC parameters, if the capacity of SIB2 could support it.


15 companies participates the discussion. 5 companies prefer new SIB. 8 companies prefer SIB2. 2 companies don’t have strong view. There is a slightly majority on SIB2. But as pointed out by some companies, it’s subject to the capacity of SIB2. It’s proposed to discuss this issue during next meeting.
Proposal 3: RAN2 to discuss which SIB should be used to carry UAC parameters.

3
Conclusion
Proposal 1：Agreements listed in ANNEX are applied to LTE/5GC
Proposal 2:  Specify the UAC in 5.3.X, i.e. a new section.
Proposal 3: RAN2 to discuss which SIB should be used to carry UAC parameters.
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ANNEX
5.1 Agreements for LTE/5GC and NR from RAN2#101b
1
Barring information common to multiple Access Categories are specified. Number of different sets of barring parameters is small [e.g. 2 or 4 or 8]

2
For each Access Category there is a link to which of the sets of barring information is to be used; or 


For each set of barring inform there are links (e.g. bit map) to which Access Categories use the barring set
FFS Link direction to be concluded considering at least the worst case situation

3
UE AS sets the resume cause value corresponding of RNA update (i.e. specified in 38.331)

4
UE AS maps RNA update to the corresponding access category, and perform a barring check for the mapped access category (i.e. specified in 38.331)
FFS Whether to use access category 3 for MO-signalling or a standardised RAN specific access category.

5.2 Agreements for NR from RAN2#101b
1
Adopt option 1 (Link from AC to the parameter set). 

2
The parameter barring sets are configured in SI

Working assumption

1
Number of barring sets in SI will be up to N. N will be at most 8.
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