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Introduction
In this paper, to progress the discussion for architecture 1b, we identify the difference between architecture 1a and 1b, and lists up what RAN2 should additionally discuss for architecture 1b.
Discussion
1. 
2. 
2.1. Addressing (RAN2)
Architecture 1b supports UDP/IP, so it can reuse the current IP based routing mechanism. So, studying addressing functionalities which architecture 1a requires is not necessary.
So, we propose:
[bookmark: Proposal1]Proposal 1-1: 	For architecture 1b, IAB Donor and IAB Node can use IP addresses, no specific consideration for IAB addressing is needed.

2.2. Routing/Scheduling/Prioritization (RAN2)
As we discussed in pervious section, architecture 1b can reuse the existing IP based routing. For scheduling and prioritization, the existing IP based solutions (e.g. IP Precedence or Type of Service) can be reused. Considering less standard impact, enhancements for scheduling and prioritization on RLC and MAC layer should be avoided.
So, we propose:
[bookmark: Proposal2]Proposal 2-1: 	For architecture 1b, IAB Donor and IAB Node can use the existing IP based routing protocol, no specific consideration for IAB backhauling.
Proposal 2-2: 	For architecture 1b, IAB Donor and IAB Node can use the existing NR prioritization scheme (QoS flow and Logical channel priority), no specific consideration for IAB backhauling is needed on RLC/MAC layer.

2.3. Ciphering/Integrity protection (RAN2)
As we mentioned in [1], the user plane data between MT in IAB Node and CU in IAB Donor is already secured by the PDCP layer. So, we think reusing this existing PDCP ciphering and integrity protection functionalities would be a baseline for architecture 1b as well.
So, we propose the following:
[bookmark: Proposal3]Proposal 3-1: 	For ciphering/Integrity protection, RAN2 should have a joint discussion with architecture 1a
2.4. Multiplexing/De-Multiplexing (RAN2)
Regarding this topic, the outcome of the discussion 1a can be applicable to discussion 1b also.
So, we propose the following:
[bookmark: Proposal4]Proposal 4-1: 	For multiplexing/de-Multiplexing, RAN2 should have a joint discussion with architecture 1a.

2.5. IAB adaptation Layer Header (RAN3)
As to adaptation layer header, the difference between architecture 1a and 1b is addressing aspects, architecture 1b can use IP based addressing and routing, on the other hand architectu-re 1b should have IAB dedicated addressing mechanism. For GTP-U header discussion, the outcome of the archtecture1a may be reused to architecture 1b.

[image: ]
Figure 1: Multiplexing/De-multiplexing (hop by hop) for architecture 1a
So, we propose the following:
Based on the current discussion status, we propose the following:
[bookmark: Proposal5]Proposal 5-1: 	(Same one as architecture 1a) IAB adaptation layer header constructed at IAB Node and IAB donor includes GTP-U header.
Proposal 5-2: 	(Same one as architecture 1a) GTP-U header format is same format as defined in TS 29.281. RAN3 can study some enhancement to what we have today.
Proposal 5-3:  For architecture 1b, IAB adaptation layer header includes IP/UDP header.
2.6. RLC ARQ (RAN2)
Regarding this topic, the outcome of the discussion 1a can be applicable to discussion 1b also.
So, we propose the following:
[bookmark: Proposal6]Proposal 6-1: 	For RLC ARQ, RAN2 should have a joint discussion with architecture 1a
Conclusion
Based on the above discussion, we propose the following to progress the discussion:
Proposal 1-1: 	For architecture 1b, IAB Donor and IAB Node can use IP addresses, no specific consideration for IAB addressing is needed.
Proposal 2-1: 	For architecture 1b, IAB Donor and IAB Node can use the existing IP based routing protocol, no specific consideration for IAB backhauling.
Proposal 2-2: 	For architecture 1b, IAB Donor and IAB Node can use the existing NR prioritization scheme (QoS flow and Logical channel priority), no specific consideration for IAB backhauling is needed on RLC/MAC layer.
Proposal 3-1: 	For ciphering/Integrity protection, RAN2 should have a joint discussion with architecture 1a
Proposal 4-1: 	For multiplexing/de-Multiplexing, RAN2 should have a joint discussion with architecture 1a.
Proposal 5-1: 	(Same one as architecture 1a) IAB adaptation layer header constructed at IAB Node and IAB donor includes GTP-U header.
Proposal 5-2: 	(Same one as architecture 1a) GTP-U header format is same format as defined in TS 29.281. RAN3 can study some enhancement to what we have today.
Proposal 5-3:  For architecture 1b, IAB adaptation layer header includes IP/UDP header.
Proposal 6-1: 	For RLC ARQ, RAN2 should have a joint discussion with architecture 1a
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a: Data flow for IAB L2 stack above RLC layer
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b: Data flow for IAB L2 stack integrated with MAC layer or above MAC layer

H PDCP SDU

H PDCP SDU

H

PDCP SDU

,
RLC RLCSDU RLC RLCSDU RLC | Ricspu IR Ricsbu
H H H [ H
' ' 1 1
1 1 ! !
A‘:‘pt MAC SDU A‘:‘pt MAC SDU A‘:‘pt MAC SDU H A‘:‘pt MAC SDU

MAC-PDU Transport Block





