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1	Introduction
The following agreements on access control were made at the RAN2#101 meeting:
Agreements for NR and LTE/5GC
1:  	For both NR/eLTE, the mapping between access categories/access identities and establishment cause value is needed;
2:   For NAS triggered events NAS performs the mapping to AS cause value when NAS makes a request to AS for access. 
FFS on whether NAS also provides cause value for AS triggered events.
3	For LTE/5GC, no change the LTE cause values for NAS triggered events
FFS whether a new cause is needed for AS triggered events (e.g. RNAU)
4:	RAN2 recommendation that access identities 1,2, 11-15 (MPS, MCS and AC11-15) all use establishment cause value highPriorityAccess (Final decision by CT1
5:	Confirm CT1 question 2 the call type is not needed for NG-RAN access.
6:	Tbarring is per access category.
7:	Tbarring is specified in AS layer, and maintained (running) in AS layer.
8:	When barring is alleviated (for a specific access category), the indication of alleviation of access barring is indicated to the NAS on a per access category basis.
9:	AS need to be known Access Identities for AS triggered events.
10:	Bitmap is used for access identities 1,2,11-15 and for emergency calls in 5G as ac-BarringForSpecialAC, and barring factor/timer is used for normal UE (access identity 0 in 5G) as ac-BarringFactor;
13: ACB parameters (barring factor/timer and bitmap as per agreement 10) are set per access category and per PLMN. 
[bookmark: _Hlk509998101]FFS on how to reduce the signalling overhead;
14:	RAN2 confirms SA1 understanding that there is no requirement to distinguish SMS and SMS over IP in ACB mechanism
15:	Slicing can be taken into account in the definition of operator defined access categories (the operator defined access categories are visible to AS but not the relation to a slice). 
16	No RAN2 impact is foreseen to support roaming UE except cat a, b and c for access category 1;
17	For connected mode/inactive and IDLE, the AS/NAS modelling for access control for NAS triggered events is:
-	NAS is responsible for the determination of access identities and access categories and cause value, and provides one or more access identities and one access category to lower layers for the given access attempt;
-	AS is responsible for access barring check and indicate whether the access attempt is barred or not to NAS layer;
-	It is NAS layer to perform how to stop/allow service transmission based on ACB checking result from AS layer;
18: Leave it to UE implementation on how the NAS gets cat a, b and c information for access category 1 (no need to specify detailed AS/NAS interaction for this)
19: Confirm to reuse LTE approach, the access attempt is allowed if the UE has passed ACB checking based on ACB parameters for at least one access identity provided by NAS for the given access attempt.

Agreements for NR only
1: 	At least 8 and preferably 16 (or more) cause value to be included in MSG 3. To be finalised when the we have received input from RAN1 on MSG3 size and have a full picture of the content of MSG3.
2: 	At least the following LTE establishment cause values are reused for NR: emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data, mo-VoiceCall-v1280
FFS Whether the LTE cause delayTolerantAccess-v1020 is also available in NR.
3:	AS triggered event, RNA update shall be controlled by ACB
FFS Which access category is used for an RNA update
4:	On demand SI request shall not be controlled by ACB.

Also, at RAN2#101, an email discussion [101#40][NR] was started, with the purpose of drafting baseline procedure text as well as an ASN.1 structure that can be used as a baseline for discussion of signalling optimisations at this meeting.
This contribution discusses further the RRC procedure text for unified access control and proposes changes on this procedure, based on the procedure text outcome from the email discussion [3], in order to close open issues.
[bookmark: _Ref178064866]2	Discussion
2.1	Open issues on the RRC procedure for unified access control
As the basis for this discussion we use the TP on procedure text baseline, part of the outcome [3] of the email discussion [101#40][NR].
As seen below, there are a number of open issues in the procedure text baseline, captured as editor’s notes:

1. 	Editor’s note: FFS whether or not a timer starting with wait time (i.e. T302 in LTE) is introduced to NR and applicable for mobile terminating calls as in LTE.
2. 	Editor’s note: It is FFS whether SIB1 is sufficient to broadcast barring parameters or not.
3.	Editor’s note: FFS whether common access barring parameters, i.e. common to all PLMNs, can be signalled in SIBX. Note that the above texts are drafted based on a part of 36.331 section 5.3.3.2
4.	Editors note: FFS whether indication/selection of the Access Category is described in this section or not.
5.	Editor’s note: FFS whether SIB should broadcast all barring parameters for all access categories. FFS: What if SIB does not include a barring parameter for the selected Access Category?
6.	Editor’s note: Need for adding ‘Else:’ and UE action for ‘Else’ are FFS
7.	Editor’s note: FFS whether T30x is stopped due to cell reselection (e.g. as in LTE). 
8.	Editor’s note: FFS how timer expiry/stop is handled and specified (e.g. as in LTE). 
9.	Editor’s note: FFS how the access barring check interacts with any running timer.

Below we go through each of these open issues in order to resolve as many as possible.

2.1.1	Editor's note 1: FFS whether or not a timer starting with wait time (i.e. T302 in LTE) is introduced to NR and applicable for mobile terminating calls as in LTE
Timer T302 in LTE is used when UE receives RRCConnectionReject with a wait time. As the RRC connection establishment procedure in LTE and corresponding AS-NAS interaction is designed, the a request for a connection while a timer is running is handled in the same way as when the UE is barred due to access barring check. Since for Unified access control we have agreed to separate the access barring check from the RRC connection establishment procedure, and thus also the corresponding AS-NAS interactions (i.e. NAS requests RRC to perform barring check, and then, if the access attempt is allowed, NAS proceeds to request a connection) we don't see a need to deal with T302 in the access control procedure. However, hence a timer T302 is introduced in NR, if e.g. T302 is running when NAS requests a connection or T302 expiry should be handled in the RRC connection establishment procedure including any needed AS-NAS interaction.
[bookmark: _Toc510696480]Any actions related to timer T302 are specified outside the Unified access control procedure.
When timer T302 has been dealt with in the RRC connection establishment procedure, this editor's note can be removed.
2.1.2	Editor's note 2: FFS whether SIB1 is sufficient to broadcast barring parameters or not
The access barring parameters are needed before the UE can perform an access barring check and the majority of accesses in RRC_IDLE and RRC_INACTIVE will need an access barring check. The UE needs to read this information before making access to the system for the first time. RAN2 has agreed that the on-demand SI request would not be regarded as an access attempt as thus not access barring check. In case of network overload cause barring to be applied, on-demand SI requests for the purpose of updating the access barring information in UEs, just in order to have them barred, seems a bit contra-productive and will cause more load in an already overload system.
Our preference is therefore that the access barring information needs to be provided as minimum system information. Whether this is the case depends on the size of information and whether it can be divided into multiple SIBs (as a way to reducing the amount of information by dividing into parts broadcasted with different frequency) can be discussed once more details of the size of the SIB1 is known, but the starting point should be to design the UAC signalling in a way that allows efficient broadcast in SIB1. 
2.1.3	Editor's note 3: FFS whether common access barring parameters, i.e. common to all PLMNs, can be signalled in SIBX
As we also discuss in [2], a natural way of reducing signalling overhead, in case of multiple PLMNs, is to distinguish between access barring information common for all PLMNs and access barring information provided per PLMN.
[bookmark: _Toc510696481]Distinguish between access barring information common for all PLMNs and access barring information provided per PLMN.
2.1.4	Editor's note 4: FFS whether indication/selection of the Access Category is described in this section or not
1>	if [an Access Category is indicated by upper layers (see [24.501]) or selected by the RRC layer, and if] the Access Category dose not correspond to ‘0’:
Editors note: FFS whether indication/selection of the Access Category is described in this section or not.
RAN2 has agreed: "NAS is responsible for the determination of access identities and access categories and cause value, and provides one or more access identities and one access category to lower layers for the given access attempt;". This implies that the Unified access control procedure in the RRC layer is provided access category when NAS requests a barring check. 
The determination of access attempt and access category is can only be performed based on the event. In the example of RNA update, the determination of access attempt and access category should be performed by the RRC procedure where the trigger for initiating a resume request due RNA update is described.
[bookmark: _Toc510696482]The determination of access category is performed outside the access control procedure.
Therefore, the if-statement about whether an access category has been provided by NAS and/or RRC layer is not needed. Still, if the access category is set to "0" needs to be handled as a special case, resulting in that the access attempt is allowed.
2.1.5	Editor's note 5: FFS whether SIB should broadcast all barring parameters for all access categories. What if SIB does not include a barring parameter for the selected Access Category?
As also discussed in [2], an optional parameter which is absent means in the applicable cases "no barring". For example, if there is no applicable barring information for a given access category, a barring check results in access attempt is allowed for that access category. Moreover, on the top level, e.g. absence of barring information in system information would imply that all access attempts are allowed for all access categories (which should be the normal case).
[bookmark: _Toc510696483]Barring information on all applicable levels should be made optional. Absence means "no barring" and barring checks would result in that applicable access attempts are allowed.

2.1.6	Editor's note 6: Need for adding ‘Else:’ and UE action for ‘Else’ are FFS
Let's put it into context:
2>	if the access attempt is considered as barred and the Access Category is indicated by upper layers:
3>	inform upper layers that access barring for the Access Category is applicable, upon which the procedure ends;
Editor’s note: Need for adding ‘Else:’ and UE action for ‘Else’ are FFS
The "and" in the "if" statement hints that there are actually a combination of two if-statements and in total four cases to be specified. Also, " the Access Category is indicated by upper layers" is not clear. Our understanding is that when access barring check is requested by upper layers, and access category is always provided. Also, the indications to NAS should be in line with CT1 specs as we agreed ("access attempt is barred/allowed").
For access barring checks triggered from within the RRC layer (RNA update), it is enough that the procedure triggering access barring check refers to " if the access attempt is considered as barred ".
Thus, proposal for replacement this section is:
2>	if the barring check was requested by upper layers:
3>	if the access attempt is considered as barred:
4>	inform upper layers that the access attempt is barred, upon which the procedure ends;
3>	else:
4> inform upper layers that the access attempt is allowed, upon which the procedure ends;
2>	else:
3>	the procedure ends;
Editor’s note: An procedure which triggers access barring check refers to access attempt considered as barrred or allowed and takes further actions.

2.1.7	Editor's note 7: FFS whether T30x is stopped due to cell reselection (e.g. as in LTE)
In unified access control, barring is performed for access attempts and not for access to cells. 
The only potential reason for consider to stop timer T30x is when access barring is alleviated as per access barring information change implying that the corresponding access category changes from "barred" to "not barred". We think this is a corner case that would not need to be specified.
2.1.8	Editor's note 8: How timer expiry/stop is handled and specified (e.g. as in LTE)
Expiry of a timer T30x for an access category results in that barring alleviation is allowed as already agreed together with CT1.
2.1.9	Editor's note 9: FFS how the access barring check interacts with any running timer
In context:
1>	if the access attempt is considered as barred [and "Tbarring" is not running for the Access Category]:
Editor’s note: FFS how the access barring check interacts with any running timer.
We don't see a need to use the name "Tbarring" when the text refers to "T30x for the access category" in other places. It would rather cause confusion whether this is a different separate timer or not.
When this timer is running for an access category when the UE performs a barring check for the same access category, this barring check results in that the access attempt is barred. But, to avoid having the UE to read system information and then find out that T30x is running cause access barring check, an if-statement can be added in the beginning of the procedure:
1>	if timer T30x is running for the access category:
2>	consider the access attempt as barred;
For timers other than the timer T30x for each access category handled by the unified access control procedure, this would need to be specified in the procedures dealing with those timers.
2.2	Other clarifications
2.2.1	Override information for Access Identities
As per RAN2 agreement, a bitmap is defined for the access identities 1-2, 11-15.
We prefer another approach is to use the strength of ASN.1, e.g. a list of seven ENUM elements, each with the possible two values “barringApplicable” and “overrideApplicable”:

uac-BarringForAccessIdentity	SEQUENCE {
								ac-BarringForAI1	AC-BarringForAI,
								ac-BarringForAI2	AC-BarringForAI,
								ac-BarringForAI11	AC-BarringForAI,
								ac-BarringForAI12	AC-BarringForAI,
								ac-BarringForAI13	AC-BarringForAI,
								ac-BarringForAI14	AC-BarringForAI,
								ac-BarringForAI15	AC-BarringForAI
						}	

AC-BarringForAI ::=	ENUMERATED {
					barringApplicable, overrideApplicable
			}


Since no extension marker is needed, our understanding that this approach consumes seven bits [4], as when using a bit string, but has the advantage of being self-explained. 
[bookmark: _Toc510696484]Use list of enumerated values for access identity override information
2.2.2	Access category selection assistance information
According to [3], the “Access category selection assistance information” consists according to of information whether the access category 1 is applicable to:
a) UEs that are configured for delay tolerant service;
b) UEs that are configured for delay tolerant service and are neither in their HPLMN nor in a PLMN that is equivalent to it;
c) UEs that are configured for delay tolerant service and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN;
or any combination of these.
As per RAN2 agreement: "Leave it to UE implementation on how the NAS gets cat a, b and c information for access category 1 (no need to specify detailed AS/NAS interaction for this)". 
However, this information should be provided to the UE in the RRC layer, part of the access barring information.
Below we provide an example of how the access category selection assistance information for access category 1 could be defined.

UAC-AccessCategory1-SelectionAssistanceInfo ::= 	SEQUENCE {
		applicableForDelayTolerant						ENUMERATED {true}	OPTIONAL,	-- Need OP
		applicableForOtherThanHPLMN-EHPLMN				ENUMERATED {true}	OPTIONAL,	-- Need OP
		applicableForOtherPLMN							ENUMERATED {true}	OPTIONAL	-- Need OP
}
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[bookmark: _Toc510696485]Access category selection assistance information for access category 1 should be added as part of the access barring information.
2.2.3	How input is provided to the Unified access control procedure
In the "General" subclause of the procedure it says:
"The purpose of this procedure is to perform access barring check upon request from upper layers according to [24.501] or the RRC layer."
In several places it is referred to Access Category provided by upper layers and or the RRC layer. If mentioning a "selected Access Category" in the "General" subclause it can be referred to without mentioning where it comes from in all places:
The purpose of this procedure is to perform access barring check for a selected Access Category upon request from upper layers according to [24.501] or the RRC layer.
[bookmark: _Ref189046994]3	Text Proposal
Here, based on the discussion in section 2, we provide a text proposal on top of the TP from the e-mail discussion on NR access control [3] both on the procedure text part and the ASN.1 part.

[bookmark: _Toc510696486]Agree the following text proposal to 38.331.

5.3.x	Unified Access Control
5.3.x.1	General
The purpose of this procedure is to perform access barring check for a selected Access Category upon request from upper layers according to [24.501] or the RRC layer.
Editor’s note: FFS whether or not a timer starting with wait time (i.e. T302 in LTE) is introduced to NR and applicable for mobile terminating calls as in LTE.
5.3.x.2	Initiation
Upon initiation of the procedure, the UE shall:
1>	if timer [T30x] is running for the selected Access Category:
2>	consider the access attempt as barred;
1>	else:
2>	if the selected Access Category is ‘0’:
3>	consider the access attempt as allowed;
2>	else:
13>	if SIBX includes uac-BarringPerPLMN-List and the uac-BarringPerPLMN-List contains an UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers (see [24.501]):
Editor’s note: It is FFS whether SIB1 is sufficient to broadcast barring parameters or not.
24>	select the UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers;
24>	in the remainder of this procedure, use the selected UAC-BarringPerPLMN entry (i.e. presence or absence of access barring parameters in this entry) irrespective of the common access barring parameters included in SIBX;
[13>	else
24>	in the remainder of this procedure use the common access barring parameters (i.e. presence or absence of these parameters) included in SIBX;]
Editor’s note: FFS whether common access barring parameters, i.e. common to all PLMNs, can be signalled in SIBX. Note that the above texts are drafted based on a part of 36.331 section 5.3.3.2.
1>	if [an Access Category is indicated by upper layers (see [24.501]) or selected by the RRC layer, and if] the Access Category dose not correspond to ‘0’:
Editors note: FFS whether indication/selection of the Access Category is described in this section or not.
23>	if the UAC-BarringPerCatList contains a UAC-BarringPerCat entry corresponding to the selected Access Category:
34>	select the UAC-BarringPerCat entry corresponding to the selected Access Category;
Editor’s note: FFS whether SIB should broadcast all barring parameters for all access categories. FFS: What if SIB does not include a barring parameter for the selected Access Category?
24>	perform access barring check for the selected Access Category as specified in 5.3.x.45, using [T30x] as "Tbarring" and uac-BarringInfo in the UAC-BarringPerCat as "UAC barring parameter";
3>	else:
4>	consider the access attempt as allowed;
2>	if the access attempt is considered as barred and the Access Category is indicated by upper layers:
3>	inform upper layers that access barring for the Access Category is applicable, upon which the procedure ends;
Editor’s note: Need for adding ‘Else:’ and UE action for ‘Else’ are FFS
2>	if the barring check was requested by upper layers:
3>	if the access attempt is considered as barred:
4>	inform upper layers that the access attempt is barred, upon which the procedure ends;
3>	else:
4> inform upper layers that the access attempt is allowed, upon which the procedure ends;
2>	else:
3>	the procedure ends;
Editor’s note: An procedure which triggers access barring check refers to access attempt considered as barrred or allowed and takes further actions.

[bookmark: _Toc503259944]5.3.x.3	Cell re-selection while T30x is running
The UE shall:
1>	if cell reselection occurs while [T30x] is running:
2>	stop timer [T30x];
2>	perform the actions as specified in 5.3.x.4.
Editor’s note: FFS whether T30x is stopped due to cell reselection (e.g. as in LTE). 
5.3.x.34	T30x expiry or stop
The UE shall:
1>	if timer [T30x] corresponding to an Access Category expires or is stopped and the Access Category was indicated by upper layers:
2>	inform upper layers about barring alleviation for the corresponding Access Category;
Editor’s note: FFS how timer expiry/stop is handled and specified (e.g. as in LTE). 
[bookmark: _Toc503259952]5.3.x.45	Access barring check
The UE shall:
1>	if SIBX includes "UAC barring parameter" for the selected Access Category:
2>	if one or more Access Identities are indicated by upper layers according to [24.501] or obtained by the RRC layer, and
2>	if for at least one of these Access Identities the corresponding ac-BarringForAI field bit in the uac-BarringForAccessIdentity contained in "UAC barring parameter" is set to overrideApplicablezero:
3>	consider the access attempt as allowed;
2>	else:
3>	draw a random number 'rand' uniformly distributed in the range: 0 ≤ rand < 1;
3>	if 'rand' is lower than the value indicated by uac-BarringFactor included in "UAC barring parameter":
4>	consider the access attempt as allowed;
3>	else:
4>	consider the access attempt as barred;
1>	else:
2>	consider the access attempt as allowed;
1>	if the access attempt is considered as barred [and "Tbarring" is not running for the Access Category]:
Editor’s note: FFS how the access barring check interacts with any running timer.
2>	draw a random number 'rand' that is uniformly distributed in the range 0 ≤ rand < 1;
2>	start timer "Tbarring" [T30x] for the selected Access Category with the timer value calculated as follows, using the uac-BarringTime included in "AC barring parameter":
	"Tbarring" = (0.7+ 0.6 * rand) * uac-BarringTime;
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SIBX ::=		SEQUENCE {


	uac-BarringForCommon					UAC-BarringForCommon	OPTIONAL,
	-- FFS: Need for parameters common to PLMNs

	uac-BarringPerPLMN-List				UAC-BarringPerPLMN-List		OPTIONAL,	

	uac-AccessCategory1-SelectionAssistanceInfo ::= 	SEQUENCE {
		applicableForDelayTolerant							ENUMERATED {true}	OPTIONAL,	-- Need OP
		applicableForOtherThanHPLMN-EHPLMN					ENUMERATED {true}	OPTIONAL,	-- Need OP
		applicableForOtherPLMN								ENUMERATED {true}	OPTIONAL	-- Need OP
	}	OPTIONAL

}

	UAC-BarringForCommon ::=			SEQUENCE {
		uac-barringPerCatList				UAC-BarringPerCatList
	}

	UAC-BarringPerPLMN-List ::= 		SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN
	-- maxPLMN = 12

	UAC-BarringPerPLMN ::=			SEQUENCE {
		plmn-IdentityIndex				INTEGER (1..maxPLMN),
		uac-barringPerCatList						UAC-BarringPerCatList
	}

	UAC-BarringPerCatList ::= SEQUENCE (SIZE (1..maxAccessCat-1)) OF UAC-BarringPerCat
	-- maxAccessCat = 64

	UAC-BarringPerCat ::= SEQUENCE {
		AccessCategory				INTEGER (1..maxAccessCat-1),
		uac-BarringInfo			SEQUENCE {
			uac-BarringFactor			ENUMERATED {
											p00, p05, p10, p15, p20, p25, p30, p40,
											p50, p60, p70, p75, p80, p85, p90, p95},
			-- FFS: parameter values
			uac-BarringTime				ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
			-- FFS: parameter values
			uac-BarringForAccessIdentity			BIT STRING (SIZE(7))SEQUENCE {
								ac-BarringForAI1	AC-BarringForAI,
								ac-BarringForAI2	AC-BarringForAI,
								ac-BarringForAI11	AC-BarringForAI,
								ac-BarringForAI12	AC-BarringForAI,
								ac-BarringForAI13	AC-BarringForAI,
								ac-BarringForAI14	AC-BarringForAI,
								ac-BarringForAI15	AC-BarringForAI
						}	

AC-BarringForAI ::=	ENUMERATED {
					barringApplicable, overrideApplicable
			}


			-- maxAccessIdentity = 7
			-- bit 0 in the bit string corresponds to AI1, bit 1 to AI2, bit 2 to AI11, bit 3 to AI12 and so on
			-- Value 0 indicates that access attempt is allowed for the corresponding access identity
		}	
	}
}



Conclusion


Based on the discussion in the previous sections we propose the following:
Proposal 1	Any actions related to timer T302 are specified outside the Unified access control procedure.
Proposal 2	Distinguish between access barring information common for all PLMNs and access barring information provided per PLMN.
Proposal 3	The determination of access category is performed outside the access control procedure.
Proposal 4	Barring information on all applicable levels should be made optional. Absence means "no barring" and barring checks would result in that applicable access attempts are allowed.
Proposal 5	Use list of enumerated values for access identity override information
Proposal 6	Access category selection assistance information for access category 1 should be added as part of the access barring information.
Proposal 7	Agree the following text proposal to 38.331.
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