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At RAN2#101, the AS/NAS modeling for access control for NAS triggered events is agreed. In NR, access attempts can also be triggered by other layers (e.g. Upper layers (that may or may not be under 3GPP control) and IMS client). We further consider the AS/NAS modeling for these access attempts in this paper and propose a unified model for all the access attempts triggered by various layers.

Discussions
In NR, a new access attempt could be triggered by any of the following layers:

Upper layers (which may or may not be under 3GPP control - such as application, operating system, or connection manager), which detects that a certain application has started and informs NAS about this;
IMS client when an IMS voice/video call is initiated or an SMS over IMS transfer;

NAS layer, e.g. when an EMM procedure is initiated, such as, due to mobility (TAU) or due to a request from ESM, or from the RABM (UL packet in the user plane pending);

AS layer, e.g. RNA update procedure in RRC_INACTIVE.
At RAN#101, the AS/NAS modeling for access control for NAS triggered event in connected/inactive/idle mode  is agreed:

-
NAS is responsible for the determination of access identities and access categories and cause value, and provides one or more access identities and one access category to lower layers for the given access attempt;

-
AS is responsible for access barring check and indicate whether the access attempt is barred or not to NAS layer;

-
It is NAS layer to perform how to stop/allow service transmission based on ACB checking result from AS layer;

For events triggered in Upper layer, IMS client and AS layer, the AS/NAS modeling is still FFS.

Similar AS/NAS modeling can be applied for events triggered in Upper layer and IMS client. An indication (e.g.an MO-MMTEL-voice-call-started indication, an MO-MMTEL-video-call-started indication or an MO-SMSoIP-attempt-started indication) [1] can be sent to UE NAS to indicate start of a particular access attempt. The NAS layer, upon receiving the indication, can determine the access category and cause value and provide the corresponding access identities and categories to AS layer. AS layer performs barring check and indicate whether the access attempt is allowed or not to NAS layer. NAS layer shall notify the upper layers that the access attempt is allowed/barred.

During the last meeting, it is agreed that “AS triggered event, RNA update shall be controlled by ACB.” Considering the AS/NAS modeling to apply access control for AS triggered events, a direct choice is to let AS layer select an access category and perform barring check. Noting that RNA update and some access attempts triggered by NAS or upper layers can happen simultaneously, two access categories (one from NAS and the other from AS) will be selected. We may need logic in AS specs for handling these cases. This complicates the specification and interaction between layers.

In order to have a unified access control mechanism, NAS layer should play the role of maintaining a mapping table and priority handling when several requests are triggered simultaneously.

Thus, we suggest to apply the following AS/NAS modeling for all the access attempts triggered by various layers in unified access control.
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And the following access control procedure works for the unified AS/NAS modeling:.

The layer triggering the access attempt (i.e. upper layers, IMS client or AS layer) provides to the NAS layer an indication indicating start of a particular access attempt.

UE AS passes on the access category selection assistance information for category 1 to NAS (this is the information that defines whether the access category applies to UEs registered in UE’s HPLMN/EHPLMN, the most preferred VPLMN or other PLMNs per NOTE1 in Table 6.22.2.3-1 in SA1’s CR [2]).

NAS maps the access attempt into the corresponding access category. When several access attempts (e.g. RNA update and NAS MO signaling) are triggered at the same time, priority handling will be used in NAS and only one access category will be informed to AS layer.

AS layer performs barring check based on the mapped access category, UE’s access identity and the corresponding barring configuration for the current RRC state via system information. The barring check result will be informed to the layer triggering the access attempt (i.e. upper layer, IMS client or NAS layer).

After knowing the barring check result, the layer (i.e. upper layer not under 3GPP control, IMS client, NAS layer or AS layer) can decide to perform the access attempt or block it.
Based on the above AS/NAS modeling, we have the following proposals:

Proposal 1: The layer triggering the access attempt (i.e. upper layers, IMS client or AS layer) provides to the NAS layer an indication indicating start of a particular access attempt.

Proposal 2: NAS maps the access attempts triggered by upper layers, IMS client or AS layer into the corresponding access category. When several access attempts (e.g. RNA update and NAS MO signaling) are triggered at the same time, priority handling will be used in NAS and only one access category will be informed to AS layer.

Conclusion

Based on all the analysis above, we have the following proposals:

Proposal 1: The layer triggering the access attempt (i.e. upper layers, IMS client or AS layer) provides to the NAS layer an indication indicating start of a particular access attempt.

Proposal 2: NAS maps the access attempts triggered by upper layers, IMS client or AS layer into the corresponding access category. When several access attempts (e.g. RNA update and NAS MO signaling) are triggered at the same time, priority handling will be used in NAS and only one access category will be informed to AS layer.
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