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1 Introduction
Basic agreements to support network slicing were made in the last RAN2 meeting as follows:
· RAN2 #101
Agreements

1
For connection establishment case the 5G-S-TMSI is included in MSG3 if provided by upper layers

2
For connection establishment case the NSSAI info is included in MSG5 if provided by upper layers.

FFS Whether the NSSAI info needs to be included in MSG5 in the case of resume.

3
RAN2 understanding of SA3 agreement is that no privacy protection for NSSAI is standardized in Rel-15.

There are still a number of open issues such as a format of NSSAI information included in MSG5, kind of RRC messages carrying NSSAI information, etc. This contribution discusses remaining details of the assistance information.
2 Discussion
It is essential to know the size of S-NSSAI in designing the RAN assistance information. SA2 already made agreements on this (the size and format of NSSAI), and they were shared with RAN2 in LS [1]:
SA2 would also note that the S-NSSAI is a combination of two pieces of information:  

•
The SST (Slice/Service Type) field, which identifies the slice type

•
The SD (slice Differentiator) field, which differentiates among Slices with same SST field.

Only the SST field is mandatory, and the SD field may be omitted when it is not needed.

SA2 has agreed that the SST should consists of 8 bits (with range is 0-255), and the SD should consist of 24 bits.
Observation 1.
NSSAI consists of SST (Slice/Service Type) and SD (Slice Differentiator) which are 8 bits and 24 bits respectively.

From the SA2 agreements, maximum size of RAN assistance information would be 32 bytes when 8 S-NSSAIs are included. But it would be rare that the UE requests maximum 8 slices at the same time during registrations. Therefore, typical overhead to include S-NSSAIs in RRC is expected to be in an acceptable range. Also since the MSG5 is transmitted on a scheduling basis, having a slightly larger message size in the order of a few bytes is not expected to have an adverse impact on the radio interface and its resource usage.
As the information is used to select proper AMF for the registered slices and not used for uu interface, the detailed structure of the S-NSSAI doesn’t need to be specified in RRC. The MSG5 can carry a list of 32 bit strings with maximum 8 elements.
Observation 2.
Maximum size of RAN assistance information in MSG5 would be 32 bytes when 8 S-NSSAIs are included. But typical overhead would be much less as each UE may support/use only a few network slices.
Proposal 1.
MSG5 includes the same S-NSSAIs as provided from NAS layer.
Proposal 2.
S-NSSAI IE in RRC is implemented as a list of 32 bit strings.

RACH MSG5 carries either RRC connection setup request from UEs in the idle state or RRC resume request for those in the inactive state. When the UE crosses boundary of tracking areas or both tracking area and RAN notification area together, and triggers TAU, one of the two messages will be sent in MSG5 depending on the state of the UE. After establishment of a connection or context fetch from the last anchor gNB, the new gNB may need NSSAI information to locate proper AMF in the new tracking area for the UE. Therefore, both RRC connection setup request or RRC resume request messages need to carry NSSAI information.
Proposal 3.
NSSAI information is included in RRC connection setup complete and RRC connection resume complete
3 Example ASN.1
–
RRCReconfigurationComplete
The RRCReconfigurationComplete message is used to confirm the successful completion of an RRC connection reconfiguration.

Signalling radio bearer: SRB1 or SRB3

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to Network
RRCReconfigurationComplete message

-- ASN1START

-- TAG-RRCRECONFIGURATIONCOMPLETE-START

RRCReconfigurationComplete ::= 


SEQUENCE {


rrc-TransactionIdentifier



RRC-TransactionIdentifier,


criticalExtensions





CHOICE {



rrcReconfigurationComplete



RRCReconfigurationComplete-IEs,



criticalExtensionsFuture



SEQUENCE {}


}

}

RRCReconfigurationComplete-IEs ::= SEQUENCE {


lateNonCriticalExtension



OCTET STRING














OPTIONAL,


nonCriticalExtension




RRCConnectionSetupComplete-v15x0-IEs















OPTIONAL 
}

RRCConnectionSetupComplete-v15x0-IEs ::= SEQUENCE {


s-nssai-list                        SEQUENCE(SIZE (1..maxNrofS-NSSAI)) OF S-NSSAI  OPTIONAL,
  
nonCriticalExtension



SEQUENCE {}





OPTIONAL

}

-- TAG-RRCRECONFIGURATIONCOMPLETE-STOP

-- ASN1STOP

–
S-NSSAI
The IE S-NSSAI identifies a network slice end to end and comprises a slice/service type and a slice differentiator, see TS 23.003 [x].

S-NSSAI information element
-- ASN1START
S-NSSAI  ::=





BIT STRING (SIZE (32))

-- ASN1STOP

4 Summary
This contribution addresses a number of issues on the RAN assistance information for network slicing. Following observations and proposal is provided:
Observation 1.
NSSAI consists of SST (Slice/Service Type) and SD (Slice Differentiator) which are 8 bits and 24 bits respectively.

Observation 2.
Maximum size of RAN assistance information in MSG5 would be 32 bytes when 8 S-NSSAIs are included. But typical overhead would be much less as each UE may support/use only a few network slices.

Proposal 1.
MSG5 includes the same S-NSSAIs as provided from NAS layer.

Proposal 2.
S-NSSAI IE in RRC is implemented as a list of 32 bit strings.

Proposal 3.
NSSAI information is included in RRC connection setup complete and RRC connection resume complete
5 References

[1] R2-1703762,
Reply LS on privacy of registration and slice selection, SA WG2
[2] S3-170902, Reply LS on privacy of registration and slice selection information, SA WG3
[3] S3-172517, Reply LS on Reply LS on 5GS Security aspects seeking resolution, SA WG3
[4] S2-178432, Slice Privacy, Telecom Italia, Nokia, Nokia Shanghai Bell, Qualcomm, Ericsson
