3GPP TSG-RAN WG2 Meeting#101bis



              R2-1805946
Sanya, China, 16th – 20th April 2018
Source: 
ZTE, Ericsson, LG, Intel Corporation
Title: 
Necessity of supporting CE-level-based access barring
Agenda item:
9.14.5
Document for:     Discussion and Decision
1 Introduction

In RAN #76 meeting, even further enhanced MTC for LTE was agreed [1]. One of the objectives is to optimize access/load control of idle mode UEs:

	· Improved access/load control of idle mode UEs:
· E.g. CE-level-based access class barring.


The same objective was also proposed in the WI of further enhanced NB-IoT [2].
In the previous meetings, there has been some discussion on this topic but no agreements have been achieved. In [3], [4], [5], [6], [7], more companies think CE-level-based access barring could efficiently alleviate the network congestion caused by large number repetitions which cannot be solved well by existing schemes, especially in eMTC and NB-IoT.  But few companies still have concerns [9]. In this paper, we will try to resolve the concerns and justify the necessity of supporting CE-level-based access barring for eMTC and NB-IoT.

2 Discussion
In eMTC and NB-IoT, each CEL is configured with different number of repetitions. Radio resources should be assigned based on CEL to meet the demand of transmission reliability. More resources are needed in the extremely bad coverage scenario. This can be seen as a new cause of network congestion. Also, as mentioned in [7], the potentially large number of devices need to be managed efficiently in a network. The network needs some mechanism to prevent a cell becoming overloaded by a huge number of UEs with high CE levels trying to access cells.

Observation 1: In eMTC and NB-IoT, a certain number of UEs in extremely bad coverage accessing network with large repetitions can be seen as a new cause of network congestion, which needs more consideration.
In [8], it was mentioned that network overload can be solved in both eMTC and NB-IoT by the existing mechanisms, such as ACB, EAB, or Extended Wait time. But in [4], a detailed explanation of the need for additional mechanism has been given. That is, with the legacy ACB/EAB barring methods, only some arbitrary UEs will be barred. Considering that usually most of the UEs may be in good coverage and only few of them in bad coverage, it is unlikely that only one or few UEs consuming most of the resources would be barred, but instead many of the UEs in good coverage requiring much less resources will be barred. This may cause long waiting time until the congestion is resolved. Moreover, for Extended Wait time, we don’t think it’s easy for the network to predict a suitable value for the timer. Too short value may not be useful to alleviate congestion since the UE will soon initiate another attempt. Too large value will unnecessarily delay the UE’s access, also in the case the congestion has already been alleviated.

In [8], it is further mentioned, that in the case the network experiences a large number of access attempts from UE using coverage enhancement or a high number of repetitions, the network can make use of some tools available for management of radio resources, such as to configure/reconfigure preamble partition and resource split accordingly. However, this doesn’t seem to be an efficient way to reduce temporary congestion. Reducing the resources allocated to high CE level, but not preventing it from accessing, would make it harder and slower to alleviate congestion. On the contrary, if the resources allocated to high CE level are increased, the access failures of a few UEs with high CE level may decrease but more serious congestion for the UEs with normal coverage would appear. In a word, changing PRACH configuration and such would not be very nice way to do “quick” changes in the scenario of temporary congestion, which is typically solved by access barring mechanism.
Observation 2: The existing mechanisms, such as ACB, EAB, Extended Wait time or reconfiguration for preamble partition and resource split would not efficiently alleviate congestion in eMTC and NB-IoT.
In [8], the issue of unfairness of access is also mentioned, e.g., UEs in different CE levels may have different probabilities of access even though these UEs belongs to the same access class. However, even if the UEs with high CE level are not controlled by CE-level-based access barring when the network is already (highly) congested, the UE cannot get good service or even cannot get any service. In case eNB cannot admit any more UEs in high CE level due to congestion, UE’s access attempt would be rejected. This can be seen as the worst thing for the UEs and should be avoided as much as possible. In [4], it is also explained that the highest configurable repetition number for PRACH is 256 repetitions for eMTC and 128 for NB-IoT, which may be used for UEs in bad coverage. UEs in good coverage may only need 1 repetition. Therefore, if a single UE in bad coverage is barred from accessing network with large repetitions, upper bound of 256 or 128 UEs in good coverage could be served with the resources reserved for this UE. In short, the effect of CE-level-based access barring can be seen as a kind of fairness for more UEs and can also optimize network resource management to accommodate more UEs.
Observation 3: With the PRACH resources used by a single UE in bad coverage, much larger number of UEs in good coverage can be served. CE-level-based access barring allows efficient usage of the available resources during high load, thus making it possible to resolve the congestion efficiently.
In any case, in the case of network overload, the network cannot guarantee the required resources for the UE in bad coverage, thus the UE would fail in access attempt. Such UEs may continue to initiate PRACH procedure immediately or after a certain time period. The UEs would not only suffer repeated access failures with a high probability, but also consume more power. If the CE-level-based access barring is introduced, the UEs in an extremely bad coverage can be restricted to access in a high-load situation when the radio resources for scheduling are scarce for the UEs to be able to operate in high CE level. Unnecessary power consumption can be further avoided. After congestion is alleviated, the UEs can initiate the PRACH with a high success probability. In order to avoid the inefficient access of UEs and needless power consumption, CE-level-based access barring should be considered. 

Observation 4: The CE-level-based access barring can be used to avoid the unnecessary access attempts from UEs and further be beneficial to UE power saving in case network cannot admit any more UEs in a high CE level.
With above observations, we prefer to introduce CE-level-based access barring for eFeMTC and FeNB-IoT in order not only to handle network congestion more efficiently but also to help  in UE power saving.
Proposal 1: Introduce CE-level-based access barring in eFeMTC.
Proposal 2: Introduce CE-level-based access barring in FeNB-IoT.
3 Conclusion

Based on the analysis in this paper, we have the following observations and proposals:

Observation 1: In eMTC and NB-IoT, a certain number of UEs in extremely bad coverage accessing network with large repetitions can be seen as a new cause of network congestion, which needs more consideration.
Observation 2: The existing mechanisms, such as ACB, EAB, Extended Wait time or reconfiguration for preamble partition and resource split would not efficiently alleviate congestion in eMTC and NB-IoT.
Observation 3: With the PRACH resources used by a single UE in bad coverage, much larger number of UEs in good coverage can be served. CE-level-based access barring allows efficient usage of the available resources during high load, thus making it possible to resolve the congestion efficiently.
Observation 4: The CE-level-based access barring can be used to avoid the unnecessary access attempts from UEs and further be beneficial to UE power saving in case network cannot admit any more UEs in a high CE level.
Proposal 1: Introduce CE-level-based access barring in eFeMTC.
Proposal 2: Introduce CE-level-based access barring in FeNB-IoT.
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