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1. Introduction
In the previous RAN 1 meetings, the following agreements have been made on the activation of BWP. 
	Agreements
Single maxpreamble, powerampingstep and received target power parameters are used that can have different values depending on why the random access is used (BFR or not).  

3
From RAN2 point of view beamFailureRecoveryTimer is not supported

4
Assume that at least CFRA BFR can be configured for SCell using ASN.1.  FFS if there are any major impacts to support this in UP
5
PHY delivers to MAC “beam failure instance” notifications only and MAC maintains a timer for resetting the counter:

-  the timer is (re)started upon every new reception of “beam-failure instance”. 

-  At timer expiry the counter is reset.


In addition, the following agreement has been made in RAN 1 and included in the LS to RAN 2. 

	Agreements(R2-1803981)

Q3: RAN2 would like to know promptly from RAN1 if and how they envision supporting BFR in CA.
A3: The issue of CA was not explicitly touched upon during past RAN1 discussion. Past RAN1 agreements do not differentiate the type of serving cell for which BFR is conducted. In the current RAN1 specification [TS 38.213, section 6], the BFR procedure is described in the context of “a serving cell”. 

It is noted that BFR is already supported for PCell and PSCell, therefore the remaining question is whether BFR can be supported for SCell as well. An email discussion was conducted in RAN1 and the summary is provided in [1]. After further discussion, it is agreed that beam failure recovery is additionally supported on SCell in Rel.15. The number of SCells BFR needs to be supported on is 1. UE is not mandated to support BFR on SCell. Note that there is no additional RAN1 specification impact for BFR on SCell. 


In this contribution, we further discuss the changes need to be made to the ASN.1 based on the above agreements.
2. Discussion 
In the previous RAN 2 meeting, it has been agreed that, to support BFR on SCell, the approach of dedicated ASN.1 configuration for BFR on SCell shall be considered as the baseline:
	Agreements

1
Single maxpreamble, powerampingstep and received target power parameters are used that can have different values depending on why the random access is used (BFR or not).  

2
From RAN2 point of view beamFailureRecoveryTimer is not supported

3
Assume that at least CFRA BFR can be configured for SCell using ASN.1.  FFS if there are any major impacts to support this in UP


The current ASN.1 for radio link monitoring is shown as follows:
RadioLinkMonitoringConfig ::=


SEQUENCE {

...

-- This field determines after how many beam failure events the UE triggers beam failure recovery (see 38.321, section 5.17). 

-- Value n1 corresponds to 1 beam failure instance, n2 corresponds to 2 beam failure instances and so on. 

-- When the network reconfigures this field, the UE resets on-going RLF timers and counters. 

-- If the field is absent, the UE does not trigger beam failure recovery.

beamFailureInstanceMaxCount



ENUMERATED {n1, n2, n3, n4, n5, n6, n8, n10}








OPTIONAL,
-- Need S
-- Timer for beam failure detection (see 38.321, section FFS_Section). See also the BeamFailureRecoveryConfig IE.


-- Value in number of "periods of Beam Failure Detection" Reference Signal. Value pbfd1 corresponds to 1 period of Beam Failure 


-- Detection Reference Signal, value pbfd2 corresponds to 2 periods of Beam Failure Detection Reference Signal and so on.


-- When the network reconfigures this field, the UE resets on-going RLF timers and counters.

beamFailureDetectionTimer      


ENUMERATED {pbfd1, pbfd2, pbfd3, pbfd4, pbfd5, pbfd6, pbfd8, pbfd10}


OPTIONAL,
-- Need R


...

}

However, the purpose of the above two parameters are for the beam failure detection. It would not be reasonable that after the network reconfigures these two parameters, the RLC timers and coutners are reset. Instead, it would be reasonable that the BFR timers and counters are reset if these two parameters are reconfigured. Hence, we make the following proposals.
Proposal 1: When the network reconfigures the two parameters beamFailureInstanceMaxCount and beamFailureDetectionTimer, the UE resets the BFR timers and counters.
In addition, in the current RadioLinkMonitoringConfig, the field description for the parameter failureDetectionResources is as follows:
RadioLinkMonitoringConfig ::=


SEQUENCE {


-- A list of reference signals for detecting beam failure and/or cell level radio link failure (RLF).

-- The network configures at most two detectionResoruces per BWP for the purpose "beamFailure" or "both". 

-- If no RSs are provided for the purpose of beam failure detection, the UE performs beam monitoring based on the activated TCI-State 

-- for PDCCH. For a TCI state associated with an aperiodic or semi-persistent CSI-RS, the gNB explicitly configures a resource here.


-- If no RSs are provided in this list at all (neither for Cell- nor for Beam-RLM), the UE performs also Cell-RLM based 


-- on the activated TCI-State of PDCCH (TBC by RAN1).

-- When the network reconfigures this field, the UE resets on-going RLF timers and counters.

failureDetectionResources



SEQUENCE (SIZE(1..maxNrofFailureDetectionResources)) OF RadioLinkMonitoringRS
OPTIONAL, 
-- Need M

...

}

And for each RadioLinkMonitoringRS, configuration includes the purpose of the resource and the type of reference signal for the resource, which is shown as follows:

RadioLinkMonitoringRS ::=



SEQUENCE {


-- Determines whether the UE shall monitor the associated reference signal for the purpose of cell- and/or beam failure detection.


purpose








ENUMERATED {beamFailure, rlf, both},


-- A reference signal that the UE shall use for radio link monitoring.  ssb-Index is value only when purpose is set to rlf.

detectionResource





CHOICE {



ssb-Index







SSB-Index,



csi-RS-Index






NZP-CSI-RS-ResourceId


},


...

}

This “purpose” field can be set independently for each entry in the “failureDetectionResources” list, so the network has full flexibility to set different RSs in any combination and the possible cases for configuration is shown as follows (subject to the constraint that SSB is only for radio link monitoring).  
· SSB or CSI-RS can be configured for radio link monitoring
· CSI-RS can be configured to be used for radio link monitoring and beam failure detection
However, for the field description of the parameter failureDetectionResource, it says that when the network reconfigured this field, the UE resets the on-going RLF timers and counters. If the purpose of the resource is for beam failure detection, it would be unreasonable to reset the timers and counters for RLF because of the reconfiguration of the field. So, from our understanding, a correct field description will be: “when the network reconfigures the RS for RLF purpose in this field, the UE resets on-going RLF timers and counters.”  
Proposal 2: When the network reconfigures the RadioLinkMonitoringRS with the purpose of RLF, the UE resets the ongoing RLF timers and counters. When the network reconfigures the RadioLinkMonitoringRS with the purpose of beam failure, the UE resets the ongoing BFR counters.
3. Conclusion
In this contribution, we discuss the remaining issues with BeamFailureRecovery-Config and we have the following proposals:

Proposal 1: When the network reconfigures the two parameters beamFailureInstanceMaxCount and beamFailureDetectionTimer, the UE resets the BFR timers and counters.
Proposal 2: When the network reconfigures the RadioLinkMonitoringRS with the purpose of RLF, the UE resets the ongoing RLF timers and counters. When the network reconfigures the RadioLinkMonitoringRS with the purpose of beam failure, the UE resets the ongoing BFR counters.
Based on the above proposals, a CR has been provided in [1]. 

4. References

[1] R2-1805890, Corrections for 38331 for radio link monitoring config, Huawei, HiSilicon.
