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Introduction
In RAN#75, new work items on Even further enhanced MTC for LTE [1] and Further NB-IoT enhancements [2] were agreed. 
For both WIs, there is similar objective, improved load/access control. Description of the objective from efeMTC WID:
Improved load control:
· Improved access/load control of idle mode UEs [RAN2 lead]
· E.g. CE-level-based access class barring
Description of the objective from feNB-IoT WID:
Access barring enhancement [RAN2] 
· Improved access/load control in idle mode e.g. CE-level based access barring

In this paper we discuss the possible improvements that may be specified for Rel-15 efeMTC and feNB-IoT improved access control from RAN2 perspective.
This paper is a revision of R2-1803091. In this revision, we have included discussion about feNB-IoT access barring enhancements, and further argumentation for introducing CE-based access barring.
[bookmark: _Ref178064866]Discussion
CE based access barring
Currently BL/CE UEs support legacy LTE access control through two mechanisms: access class barring (ACB) and enhanced access barring (EAB). EAB enabled UEs must pass both ACB and EAB in order to access the network. ACB performs barring based on UE access classes 0-9 and 10-15 (the latter are emergency calls and special access classes) provided in SystemInformationBlockType2, with options to apply ACB on MO-signalling and MO-Data. EAB is configured in SystemInformationBlockType14 to bar UEs based on access classes 0-9 and within access classes, all UEs or only UEs which are not in their most preferred PLMN and/or their HPLMN may be barred. EAB can be configured separately per PLMN.
NB-IoT UEs support access class barring (AB), which is similar to EAB described above. AB is configured in SystemInformationBlockType14-NB to bar UEs based on access classes 0-9 as well as special access classes 11-15 and within access classes, all UEs or only UEs which are not in their most preferred PLMN and/or their HPLMN may be barred. AB can be configured separately per PLMN. There is also an option to include or exclude ExceptionData for AB handling.
Before initiating connection setup, a BL/CE UE measures the DL quality and based on those RSRP measurements, it decides initial PRACH CE-level from the 4 possible levels available determined from the rsrp-ThresholdsPrachInfoList contained in SystemInformationBlockType2 to try to access. The UE transmits the PRACH preamble with the chosen repetition level, and if it does not receive a random access response (RAR) after certain number of attempts, it increases its PRACH repetition level. When the UE successfully receives RAR, eNB indicates the repetition level to use in Msg3 for the UE. PRACH-Config, which is included in SystemInformationBlockType2, contains the PRACH configuration, such as the number of repetitions for each CE-level and prach-ConfigIndex to indicate preamble format and frequency resources which can be configured separately for each CE-level. 
PRACH CE level selection works similarly for NB-IoT in general, while some parameters and configurations are different. For NB-IoT, the initial NPRACH resource is selected from up to 3 resources available according to configured RSRP thresholds for each of the resources. The purpose of the RSRP thresholds of NPRACH resources is to map NPRACH resources to certain coverage levels, and the UE selects PRACH resource based on a successful RA attempt on a resource.
UEs in bad coverage, using coverage enhancements, may need a high number of repetitions for sending and receiving transmissions. Using a high number of repetitions means spending lots of time and resources to transmit those repetitions. Such UEs are expected to be served after a significant delay. The highest configurable repetition number for PRACH is 256 repetitions for eMTC and 128 for NB-IoT, which may be used for UEs in bad coverage. UEs in good coverage may only need one transmission and no additional repetitions. Therefore, with the resources otherwise reserved for a single UE in bad coverage, an upper bound of 256 or 128 UEs in good coverage could be served.
[bookmark: _Toc498594991][bookmark: _Toc498605864][bookmark: _Toc498605883][bookmark: _Toc498647111][bookmark: _Toc506385258][bookmark: _Toc506454480][bookmark: _Toc506473587][bookmark: _Toc510702442][bookmark: _Toc510703837][bookmark: _Toc510721375]With the PRACH resources reserved for a single UE in bad coverage, much larger number of UEs in good coverage can be served.
In RAN2#99, there were discussions on CE-level-based access barring, but no agreements were made. Barring in general should be a feature which is not used all the time, but only when the offered traffic load becomes too high for the network to handle and it gets overloaded. Therefore, UEs should get temporarily barred only in rare cases and until congestion is resolved. In such extreme situations, it is important to resolve the problems in the network as quickly as possible to resume to smooth network operation. 
In addition, CE-level-based access barring would be an optional feature controlled by the network, and the network operator is free to configure CE-level-based access barring as they see fit. It could be configured similarly to EAB, and if the network operator would rather rely on legacy access barring methods, it would not be mandatory to be used. 
However, we see benefits for using CE-level-based access barring in some cases, e.g. when the network traffic load gets too high and consists of UEs in several CE-levels. The most important benefit is being able to use the available resources more efficiently in such highly loaded situations  to resolve the congestion quickly. 
[bookmark: _Toc498594992][bookmark: _Toc498605865][bookmark: _Toc498605884][bookmark: _Toc498647112][bookmark: _Toc506385259][bookmark: _Toc506454481][bookmark: _Toc506473588][bookmark: _Toc510702443][bookmark: _Toc510703838][bookmark: _Toc510721376]CE-level-based access barring allows efficient usage of the available resources during high load, thus making it possible to resolve the congestion efficiently.
In addition, the resources for each CE-level could be separate, therefore some CE-levels may become congested while others may not. In such a case, using legacy barring methods could cause barring of many UEs unnecessarily, while CE-level-based access barring could handle the situation easily.
[bookmark: _Toc498594993][bookmark: _Toc498605866][bookmark: _Toc498605885][bookmark: _Toc498647113][bookmark: _Toc506385260][bookmark: _Toc506454482][bookmark: _Toc506473589][bookmark: _Toc510702444][bookmark: _Toc510703839][bookmark: _Toc510721377]The load on different CE-levels may be different due to the network allocating different amounts of resources to different CE-levels.
When a network consisting of UEs with varying CE-levels gets congested, there are multiple options for resolving the congestion:
· Waiting until the congestion is over without relying on barring. This would be very resource inefficient and take very long time to resolve the congestion.
· Using legacy barring methods. This would allow faster clarification of the congestion with the cost of some arbitrary UEs being barred, which may still lead to rather inefficient resource usage and take unnecessarily long time to resolve the network congestion. In a usual case, most of the UEs may be in good coverage and only few of them in bad coverage, possibly consuming 50% or more of the available resources. With the legacy barring methods it is unlikely that only one or few UEs consuming most of the resources would be barred, but instead many of the UEs in good coverage requiring much less resources will be barred in order to resolve the congestion. This may cause long waiting time until the congestion is resolved due to the high number of repetitions of the UEs in bad coverage. In addition, when barring only arbitrary UEs in heavily loaded, and not specific, CE levels, UEs, which are allowed to access, could upon successive collisions of RA-attempts ramp-up to the next PRACH CE-level and eventually all UEs (also those in good coverage) would attempt with the highest CE-level, making it even harder to resolve the congestion. However, legacy barring methods could be sufficient in cases, where the coverage enhancement conditions of the UEs in the system are not very diverse.
· Performing CE-level-based access barring. Especially in cases, where the coverage requirements of the UEs in the system are diverse, the network resources can be allocated more efficiently with CE-level-based access barring, which would lead to resolving the congestion situation and resuming to regular network operation quickly. This would also allow a larger number of UEs to access the network and be served even during network congestion than with legacy barring methods.

As discussed above, we prefer to introduce CE-level-based access barring for eMTC and NB-IoT to be able to handle network congestion more efficiently. Especially PRACH resources are important to be accessible at all times and PRACH is vulnerable during congestion and for UEs using high amount of repetitions, which could block access to PRACH for a long period of time from other UEs.
[bookmark: _Toc487120881][bookmark: _Toc487202093][bookmark: _Toc490207152][bookmark: _Toc490210568][bookmark: _Toc490213049][bookmark: _Toc490263568][bookmark: _Toc494204346][bookmark: _Toc494378816][bookmark: _Toc494394058][bookmark: _Toc494396273][bookmark: _Toc494417780][bookmark: _Toc494422428][bookmark: _Toc498605886][bookmark: _Toc498647114][bookmark: _Toc506385261][bookmark: _Toc506454484][bookmark: _Toc506473591][bookmark: _Toc510702445][bookmark: _Toc510703831][bookmark: _Toc510703840][bookmark: _Toc510703854][bookmark: _Toc510700266][bookmark: _Toc510721378]Introduce CE-level-based access barring for efeMTC and feNB-IoT.
There are several solutions for CE-level-based access barring that could be implemented, from simply barring certain PRACH CE-levels to barring certain access classes within the CE-levels. The higher control of which access classes and which CE-levels can be barred increases the message size of the corresponding SIB. However, we propose to use SIB14 below, and currently the SIB14 is not very large, therefore we see no problem for using a somewhat more precise control for CE-level-based access barring.
With better control of barring different access classes per CE-level, the network is better able to associate the congested resources with the barring of certain CE-levels, especially in a case, where different CE-levels may be mapped to different radio resources. 
At the point, when determining its initial (N)PRACH resources according to the RSRP thresholds, the UE could also check whether its access class is barred on this specific (N)PRACH resource. If its access class is barred, it would consider itself barred and stop the connection setup procedure for that time.

[bookmark: _Toc490207153][bookmark: _Toc490210569][bookmark: _Toc490213050][bookmark: _Toc490263569][bookmark: _Toc494204347][bookmark: _Toc494378817][bookmark: _Toc494394059][bookmark: _Toc494396274][bookmark: _Toc494417781][bookmark: _Toc494422429][bookmark: _Toc498605887][bookmark: _Toc498647115][bookmark: _Toc506385262][bookmark: _Toc506454485][bookmark: _Toc506473592][bookmark: _Toc510702446][bookmark: _Toc510703832][bookmark: _Toc510703841][bookmark: _Toc510703855][bookmark: _Toc510700267][bookmark: _Toc510721379][bookmark: _Toc487120883][bookmark: _Toc487202095]CE-level-based access barring should be configurable per access class (0-9) within CE level.
Per access class configuration for each CE-level could be done for example by having separate bitmap configurations for each CE-level. Each bit in a bitmap signifying one of the access classes 0-9 for the corresponding CE-level. If a bit is set in the bitmap, the corresponding access class is barred for that CE-level.
In legacy EAB, barring can be done independently for each PLMN. This may have some benefits, e.g. when multiple operators are sharing the same radio networks, and they want to implement different barring strategies. In addition, there are some stage-1 requirements for being able to apply Access Class Barring individually per PLMN, as seen from TS 22.011:
In the case of multiple core networks sharing the same access network, the access network shall be able to apply Access Class Barring for the different core networks individually.
Having separate bitmap configurations for each CE-level per PLMN multiplies the size requirement of the CE-level-based access barring (CEAB) configuration up to 6-fold compared to single PLMN configuration (maxPLMN-r11 = 6). Of course, not always the maximum number of 6 PLMNs are configured, but more commonly only few. In such case, there is no need to configure CEAB with the maximum possible PLMNs, but according to the number of configured PLMNs, thus causing less overhead. RAN2 should discuss if there is need for being able to configure CEAB separately for each PLMN.
[bookmark: _Toc487120884][bookmark: _Toc487202096][bookmark: _Toc490207154][bookmark: _Toc490210570][bookmark: _Toc490213051][bookmark: _Toc490263570][bookmark: _Toc494204348][bookmark: _Toc494378818][bookmark: _Toc494394060][bookmark: _Toc494396275][bookmark: _Toc494417782][bookmark: _Toc494422430][bookmark: _Toc498605888][bookmark: _Toc498647116][bookmark: _Toc506385263][bookmark: _Toc506454486][bookmark: _Toc506473593][bookmark: _Toc510702447][bookmark: _Toc510703833][bookmark: _Toc510703842][bookmark: _Toc510703856][bookmark: _Toc510700268][bookmark: _Toc510721380]RAN2 to discuss whether CE-level-based access barring should be separately configurable per PLMN.
The configuration for ACB is done in SIB2(-BR), for EAB it is done in SIB14(-BR) and for AB in SIB14-NB. We see three options for the configuration of the improved idle mode access control: Configuring in SIB2, in SIB14, or defining a new SIB for the configuration. If it is configured in SIB2, it would mean that SIB2 is modified whenever improved idle mode access control configurations are changed. Modifying SIB2 triggers SI modification indication, which may not be preferred, as this would cause the UEs to read MIB, SIB1 and SIB2, even if they are not affected by the improved idle mode access control. 
Configuring improved idle mode access control in SIB14 would be preferred, as SIB14 modification isn’t included in system value tag and doesn’t trigger regular modification indication, but there is a separate indication for EAB modification, eab-ParamModification in Paging message/Direct Indication Information. Another option is to define a new SIB for that purpose, with similar indication mechanisms. Defining new SIB however increases the SI overhead, as it would require signalling scheduling and reserving separate system resources. We think the CEAB can be done similarly to the implementation of EAB, just with some additions. However, UEs not capable of EAB could still be subject to the CEAB, i.e. the CEAB should be independent feature from EAB.
The calculation of the maximum size of SIB14 in Release 13 can be seen in the appendix. The calculation shows that the maximum size of SIB14 is 83 bits.
[bookmark: _Toc487120882][bookmark: _Toc487202094][bookmark: _Toc490207155][bookmark: _Toc490210571][bookmark: _Toc490213052][bookmark: _Toc490263571][bookmark: _Toc494204349][bookmark: _Toc494378819][bookmark: _Toc494394061][bookmark: _Toc494396276][bookmark: _Toc494417783][bookmark: _Toc494422431][bookmark: _Toc498605889][bookmark: _Toc498647117][bookmark: _Toc506385264][bookmark: _Toc506454487][bookmark: _Toc506473594][bookmark: _Toc510702448][bookmark: _Toc510703834][bookmark: _Toc510703843][bookmark: _Toc510703857][bookmark: _Toc510700269][bookmark: _Toc510721381]The barring parameters of CE-level-based access barring are configured in SIB14/-NB.
As mentioned, introducing the CEAB bits in SIB14 does not mean that UEs need to be configured for EAB in order to act on CEAB. If CEAB is configured in SIB14, either eab-ParamModification should be used to also indicate modification of CEAB parameters or another indication for CEAB parameter modification should be defined. Using eab-ParamModification also for CEAB allows avoiding spending further bits from the paging message. Also, as mentioned earlier, CEAB as well as other access barring mechanisms are used only in rare situations, therefore this would not cause notable overhead for the UEs not supporting CEAB. In addition, it is likely that EAB and CEAB are enabled at the same time when network becomes congested, therefore the UEs would need to read SIB14 nevertheless. Based on this, we propose the following:
[bookmark: _Toc490210572][bookmark: _Toc490213053][bookmark: _Toc490263572][bookmark: _Toc494204350][bookmark: _Toc494378820][bookmark: _Toc494394062][bookmark: _Toc494396277][bookmark: _Toc494417784][bookmark: _Toc494422432][bookmark: _Toc498605890][bookmark: _Toc498647118][bookmark: _Toc506385265][bookmark: _Toc506454488][bookmark: _Toc506473595][bookmark: _Toc510702449][bookmark: _Toc510703835][bookmark: _Toc510703844][bookmark: _Toc510703858][bookmark: _Toc510700270][bookmark: _Toc510721382]eab-ParamModification is used to indicate modification of CE-level-based access barring parameters, if configured.
See below text proposal for the configuration of discussed solution in 36.331. The details and the location of the procedural description of CE-level-based access barring should be discussed in RAN2.
[bookmark: _Toc510702450][bookmark: _Toc510703836][bookmark: _Toc510703845][bookmark: _Toc510703859][bookmark: _Toc510700271][bookmark: _Toc510721383]RAN2 to discuss where and how to capture the procedural description of CE-level-based access barring

Text proposal

Beginning of changes
[bookmark: _Toc503260364]–	SystemInformationBlockType14
The IE SystemInformationBlockType14 contains the EAB parameters.
SystemInformationBlockType14 information element
-- ASN1START

SystemInformationBlockType14-r11 ::=	SEQUENCE {
	eab-Param-r11							CHOICE {
		eab-Common-r11							EAB-Config-r11,
		eab-PerPLMN-List-r11					SEQUENCE (SIZE (1..maxPLMN-r11)) OF EAB-ConfigPLMN-r11
	}														OPTIONAL, -- Need OR
	lateNonCriticalExtension				SystemInformationBlockType14-v15xy-IEs			OPTIONAL,
	...
}

EAB-ConfigPLMN-r11 ::=				SEQUENCE {
	eab-Config-r11						EAB-Config-r11				OPTIONAL -- Need OR
}

EAB-Config-r11 ::=					SEQUENCE {
	eab-Category-r11					ENUMERATED {a, b, c},
	eab-BarringBitmap-r11				BIT STRING (SIZE (10))
}

SystemInformationBlockType14-v15xy-IEs ::=  SEQUENCE {
    ce-ab-Param-r15                           	SEQUENCE {
       ce-ab-perCE-List-r15                			SEQUENCE (SIZE (1.. maxCE-Level-r13)) OF CE-AB-BarringBitmap-r15,
       ce-ab-Category-r15                 			ENUMERATED {a, b, c}
       },
    lateNonCriticalExtension                  	OCTET STRING    OPTIONAL
}


CE-AB-BarringBitmap-r15 ::=         SEQUENCE{
    ce-ab-BarringBitmap-15              BIT STRING (SIZE(10))
}


-- ASN1STOP

	SystemInformationBlockType14 field descriptions

	ce-ab-BarringBitmap
Coverage enhancement specific access class barring for AC 0-9. The first/ leftmost bit is for AC 0, the second bit is for AC 1, and so on. Value 0 indicates that the access for the corresponding AC is not barred. Value 1 indicates that the access for the corresponding AC is barred.

	ce-ab-Category
Indicates the category of UEs for which CEAB applies. Value a corresponds to all UEs, value b corresponds to the UEs that are neither in their HPLMN nor in a PLMN that is equivalent to it, and value c corresponds to the UEs that are neither in the PLMN listed as most preferred PLMN of the country where the UEs are roaming in the operator-defined PLMN selector list on the USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN, see TS 22.011 [10].

	eab-Category
Indicates the category of UEs for which EAB applies. Value a corresponds to all UEs, value b corresponds to the UEs that are neither in their HPLMN nor in a PLMN that is equivalent to it, and value c corresponds to the UEs that are neither in the PLMN listed as most preferred PLMN of the country where the UEs are roaming in the operator-defined PLMN selector list on the USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN, see TS 22.011 [10].

	eab-Common
The EAB parameters applicable for all PLMN(s).

	eab-PerPLMN-List
The EAB parameters per PLMN, listed in the same order as the PLMN(s) listed across the plmn-IdentityList fields in SystemInformationBlockType1.



Next change
[bookmark: _Toc503260663]–	SystemInformationBlockType14-NB
The IE SystemInformationBlockType14-NB contains the AB parameters.
SystemInformationBlockType14-NB information element
-- ASN1START

SystemInformationBlockType14-NB-r13 ::=	SEQUENCE {
	ab-Param-r13					CHOICE {
		ab-Common-r13					AB-Config-NB-r13,
		ab-PerPLMN-List-r13				SEQUENCE (SIZE (1..maxPLMN-r11)) OF AB-ConfigPLMN-NB-r13
	}															OPTIONAL, -- Need OR
	lateNonCriticalExtension		SystemInformationBlockType14-NB-v15xy-IEs				OPTIONAL,
	...
}

AB-ConfigPLMN-NB-r13 ::=	SEQUENCE {
	ab-Config-r13					AB-Config-NB-r13			OPTIONAL -- Need OR
}

AB-Config-NB-r13 ::=		SEQUENCE {
	ab-Category-r13					ENUMERATED {a, b, c},
	ab-BarringBitmap-r13			BIT STRING (SIZE(10)),
	ab-BarringForExceptionData-r13	ENUMERATED {true}			OPTIONAL,	-- Need OP
	ab-BarringForSpecialAC-r13		BIT STRING (SIZE(5))
}

SystemInformationBlockType14-NB-v15xy-IEs ::=  SEQUENCE {
    ce-ab-Param-r15                           	SEQUENCE {
       ce-ab-perCE-List-r15                			SEQUENCE (SIZE (1.. maxNPRACH-Resources-NB-r13)) OF CE-AB-BarringBitmap-r15,
       ce-ab-Category-r15                 			ENUMERATED {a, b, c}
       },
    lateNonCriticalExtension                  	OCTET STRING    OPTIONAL
}


CE-AB-BarringBitmap-r15 ::=         SEQUENCE{
    ce-ab-BarringBitmap-15              BIT STRING (SIZE(10))
}


-- ASN1STOP

	SystemInformationBlockType14-NB field descriptions

	ab-BarringBitmap
Access class barring for AC 0-9. The first/ leftmost bit is for AC 0, the second bit is for AC 1, and so on.

	ab-BarringForExceptionData
Indicates whether ExceptionData is subject to access barring.

	ab-BarringForSpecialAC
Access class barring for AC 11-15. The first/ leftmost bit is for AC 11, the second bit is for AC 12, and so on.

	ab-Category
Indicates the category of UEs for which AB applies. Value a corresponds to all UEs, value b corresponds to the UEs that are neither in their HPLMN nor in a PLMN that is equivalent to it, and value c corresponds to the UEs that are neither in the PLMN listed as most preferred PLMN of the country where the UEs are roaming in the operator-defined PLMN selector list on the USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN, see TS 22.011 [10].

	ab-Common
The AB parameters applicable for all PLMN(s).

	ab-PerPLMN-List
The AB parameters per PLMN, listed in the same order as the PLMN(s) occur in plmn-IdentityList in SystemInformationBlockType1-NB.

	ce-ab-BarringBitmap
NPRACH resource specific access class barring for AC 0-9. The first/ leftmost bit is for AC 0, the second bit is for AC 1, and so on. Value 0 indicates that the access for the corresponding AC is not barred. Value 1 indicates that the access for the corresponding AC is barred.

	ce-ab-Category
Indicates the category of UEs for which CEAB applies. Value a corresponds to all UEs, value b corresponds to the UEs that are neither in their HPLMN nor in a PLMN that is equivalent to it, and value c corresponds to the UEs that are neither in the PLMN listed as most preferred PLMN of the country where the UEs are roaming in the operator-defined PLMN selector list on the USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN, see TS 22.011 [10].



End of changes

Conclusion
[bookmark: _Hlk490213059]In section 2 we made the following observations:

Observation 1	With the PRACH resources reserved for a single UE in bad coverage, much larger number of UEs in good coverage can be served.
Observation 2	CE-level-based access barring allows efficient usage of the available resources during high load, thus making it possible to resolve the congestion efficiently.
Observation 3	The load on different CE-levels may be different due to the network allocating different amounts of resources to different CE-levels.

Based on the discussion in section 2 we propose the following:
Proposal 1	Introduce CE-level-based access barring for efeMTC and feNB-IoT.
Proposal 2	CE-level-based access barring should be configurable per access class (0-9) within CE level.
Proposal 3	RAN2 to discuss whether CE-level-based access barring should be separately configurable per PLMN.
Proposal 4	The barring parameters of CE-level-based access barring are configured in SIB14/-NB.
Proposal 5	eab-ParamModification is used to indicate modification of CE-level-based access barring parameters, if configured.
Proposal 6	RAN2 to discuss where and how to capture the procedural description of CE-level-based access barring
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Appendix
The current contents of SIB14 can be seen here [4]:
SystemInformationBlockType14 information element
-- ASN1START

SystemInformationBlockType14-r11 ::=	SEQUENCE {
	eab-Param-r11							CHOICE {
		eab-Common-r11							EAB-Config-r11,
		eab-PerPLMN-List-r11					SEQUENCE (SIZE (1..maxPLMN-r11)) OF EAB-ConfigPLMN-r11
	}														OPTIONAL, -- Need OR
	lateNonCriticalExtension				OCTET STRING			OPTIONAL,
	...
}

EAB-ConfigPLMN-r11 ::=				SEQUENCE {
	eab-Config-r11						EAB-Config-r11				OPTIONAL -- Need OR
}

EAB-Config-r11 ::=					SEQUENCE {
	eab-Category-r11					ENUMERATED {a, b, c},
	eab-BarringBitmap-r11				BIT STRING (SIZE (10))
}

-- ASN1STOP

The maximum size of SIB14 can be calculated working from bottom to top: 
	EAB-Config-r11 ::=					SEQUENCE {
	eab-Category-r11					ENUMERATED  {a, b, c},
	eab-BarringBitmap-r11				BIT STRING (SIZE (10)) 
}
	2 bits for ENUMERATED {a, b, c},
10 bits for BIT STRING (SIZE (10))
· 12 bits

	EAB-ConfigPLMN-r11 
	1 bit for OPTIONAL
The size of EAB-Config-r11
· 13 bits

	eab-PerPLMN-List-r11	SEQUENCE (SIZE (1..maxPLMN-r11)) OF EAB-ConfigPLMN-r11
	3 bits to indicate size of the list
6 * the size of EAB-ConfigPLMN-r11 (since maxPLMN-r11 = 6)
· 3bits + 6*13 bits = 81 bits

	eab-Param-r11				CHOICE {
…
} OPTIONAL, -- Need OR
	1 bit for CHOICE
1 bit for OPTIONAL
· 2 bits

	SystemInformationBlockType14-r11
	(Summing the two rows above)
· 2bits + 81bits = 83 bits



From here it can be seen that the maximum size of SIB14 is around 83 bits.



	8/8	
