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1 Introduction

In this paper, we discuss following issues which related to how to update running TS36.331 [1]:
· How to handle 5G identities for MSG 5 based on paper in last RAN2 meeting;
· How to indicate 5G security algorithms based on agreements in last RAN2 meeting;
· FFS on the maximum PLMN number of the RAN can configure for 5GC, and the maximum PLMN number across EPC and 5GC based on the issue raised during running CR discussion;
· How to configure NR PDCP for DRBs
2 Discussion

Handling of MSG 5 for 5G identities:
In last meeting, handling of 5G identities for MSG3 and paging was discussed, and RAN2 agreed:

· 5g-s-TMSI is added to IE PagingUE-Identity
· 5GCN indicator is not added to MSG3 (remain included in MSG5)
However we did not discuss how to handle 5G identities for MSG 5. 

In RRCConnectionSetupComplete message, 5G related identities are
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Since the length of GUMMEI  is same as GUAMI (48 bits), S-TMSI is same as 5G S-TMSI, and in message 5, RAN2 already agreed to introduce “connectTo5GC ” to indicate if the upper layers in the UE indicate the selected core network type as 5GC, it is sufficient to distinguish whether S-TMSI/GUMMEI are used for EPC or for 5GC. We do not need to change the ASN.1 part. In procedure part and field description, we could clarify the UE should set existing LTE identities with 5G identities value if provided by upper layer as shown below:
5.3.3.4
Reception of the RRCConnectionSetup by the UE

<Partially omitted>
2>
if the RRCConnectionSetup is received in response to an RRCConnectionResumeRequest:

3>
if upper layers provide an S-TMSI or 5G-TMSI:

4>
set the s-TMSI to the value received from upper layers;

<Partially omitted>
2>
if upper layers provide the 'Registered MME' or 'Registered AMF', include and set the registeredMME as follows:

3>
if the PLMN identity of the 'Registered MME' is different from the PLMN selected by the upper layers:

4>
include the plmnIdentity in the registeredMME and set it to the value of the PLMN identity in the 'Registered MME' received from upper layers;

3>
set the mmegi and the mmec to the value received from upper layers;

2>
if upper layers provided the 'Registered MME' or 'Registered AMF':

3>
include and set the gummei-Type to the value provided by the upper layers;

<Partially omitted>
	gummei-Type

This field is used to indicate whether the GUMMEI included is native (assigned by EPC) or mapped (from 2G/3G identifiers) if 'Registered MME' is provided by upper layers. The field is used to indicate whether the GUAMI included is native (assigned by AMP) or mapped (from 4G identifiers) if 'Registered AMF is provided by upper layers.

	mmegi

Provides the Group Identity of the registered MME within the PLMN, as provided by upper layers, see TS 23.003 [27]. This field represents AMF Region ID if 'Registered AMF is provided by upper layers.

	mobilityState

This field indicates the UE mobility state (as defined in TS 36.304 [4, 5.2.4.3]) just prior to UE going into RRC_CONNECTED state. The UE indicates the value of medium and high when being in Medium-mobility and High-mobility states respectively. Otherwise the UE indicates the value normal.

	registeredMME

This field is used to transfer the GUMMEI of the MME or the GUAMI of the AMF where the UE is registered, as provided by upper layers.


<Partially omitted>
–
MMEC
The IE MMEC identifies an MME within the scope of an MME Group within a PLMN, see TS 23.003 [27]. The IE represents AMF Set ID + AMF Pointer if  'Registered AMF is provided by upper layers.
MMEC information element

-- ASN1START

MMEC ::=






BIT STRING (SIZE (8))

-- ASN1STOP

Proposal 1: Do not introduce fields GUAMI and 5G S-TMSI in RRCConnectionSetupComplete; Reuse GUMMEI and S-TMSI instead; in the procedure part and field description, clarify GUMMEI and S-TMSI are represent for 5G identities GUAMI and 5G-S-TMSI;
5G security code point in LTE RRC SMC message:
In last meeting, on the issue whether the SMC message indicates security algorithm ID using existing LTE code points or new 5G code points(i.e. neaX and niaX algorithms), RAN2 agreed that NR security code points are added to LTE RRC signalling. However regarding how to capture it in TS36.331, there are two different understandings:
Option 1: extend security algorithm fields cipheringAlgorithm and integrityProtAlgorithm to add NR security algorithm identifiers neaX and niaX separately;

Option 2: extend SecurityModeCommand message to add the NR container including NR RadioBearerConfig IE (NR securityConfig is included) as specified in TS 38.331.
Option 2 is similar to EN-DC, but we need more changes compared with option 1. To make it simple, we prefer option 1.
Proposal 2: extend security algorithm fields cipheringAlgorithm and integrityProtAlgorithm to add NR security algorithm identifiers neaX and niaX separately;
FFS on the maximum PLMN number of the RAN can configure for 5GC, and the maximum PLMN number across EPC and 5GC

In LTE, E-UTRAN configures at most 6 PLMNs in total (i.e. across all the PLMN lists in SIB1). However based on the discussion in last meeting: 

· Agreements:

· 1
New TAC field for 5GC will be introduced (separate from TAC for EPC, to enable different TAC value for EPC and 5GC)

· 2
TAC for 5GC can be PLMN specific

We could see even for the same operator, to support the connection to EPC and 5GC simultaneously, there is the need to broadcast PLMN for LTE and PLMN for 5GC, i.e. double. If we restrict that E-UTRAN can only configure at most 6 PLMNs in total across EPC and 5GC that means the max shared operator number has to be reduced to 3 if all operators have requirement to connect to both EPC and 5GC. It will impact current deployment too much. Therefore the maximum number of PLMNs in SIB1 for 5GC in a cell should be 6, same as the number for EPC.
Proposal 3: maximum number of PLMNs in SIB1 for 5GC in a cell should be 6;
How to configure NR-PDCP for DRBs
RAN2 has agreed that for UEs that are connecting via E-UTRA to 5GC, only NR PDCP is used for the DRBs. Also applicable for option 7 and option 4.
RAN2 also agreed that RAN2 aim to reuse the fields/IEs/structures introduced for EN-DC if they are also applicable for E-UTRA connected to 5GC, e.g. NR PDCP configuration.
As specified in TS36.331 v15.1.0 below, “nr-RadioBearerConfig1, nr-RadioBearerConfig2” are used to configure DRBs configured with NR PDCP.  

2>
else if drb-ToAddModListSCG is not received or does not include the drb-Identity value (i.e. add MCG DRB or MCG RLC bearer for EN-DC):
3>
if pdcp-Config is received, establish a PDCP entity and configure it with the current MCG security configuration and in accordance with the received pdcp-Config;

3>
if rlc-Config is received, establish an MCG RLC entity or entities in accordance with the received rlc-Config;

3>
if logicalChannelIdentity and logicalChannelConfig are received, establish an MCG DTCH logical channel in accordance with the received logicalChannelIdentity and the received logicalChannelConfig;
3>
if pdcp-Config is not received, after processing nr-RadioBearerConfig1 and nr-RadioBearerConfig2 if present in the RRCConnectionReconfiguration message which triggered the execution of the DRB addition/modification procedure, associate MCG RLC bearer with the NR PDCP entity associated with the same value of drb-Identity in the current UE configuration as specified in TS 38.331 [82];
	nr-RadioBearerConfig1, nr-RadioBearerConfig2

Includes the NR RadioBearerConfig IE as specified in TS 38.331 [82]. The field includes the configuration of RBs configured with NR PDCP.



We assume the highlighted text has covered LTE/5GC case, no additional changes are needed.
Proposal 4: confirm the changes for EN-DC on NR PDCP configuration for DRBs have covered LTE/5GC, no additional changes are needed. 
3 Conclusion

In this contribution, we discuss the issues related to running TS36.331 CR, and have following proposals:
Proposal 1: Do not introduce fields GUAMI and 5G S-TMSI in RRCConnectionSetupComplete; Reuse GUMMEI and S-TMSI instead; in the procedure part and field description, clarify GUMMEI and S-TMSI are represent for 5G identities GUAMI and 5G-S-TMSI;
Proposal 2: extend security algorithm fields cipheringAlgorithm and integrityProtAlgorithm to add NR security algorithm identifiers neaX and niaX separately;
Proposal 3: maximum number of PLMNs in SIB1 for 5GC in a cell should be 6;
Proposal 4: confirm the changes for EN-DC on NR PDCP configuration for DRBs have covered LTE/5GC, no additional changes are needed. 
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