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Introduction
In case of Inter RAT handover in LTE connected to 5GC, it has been agreed to indicate the target core network to the UE in HO Command. It is for further study if the core network indication is implicit or explicit. In RAN2#99bis Prague meeting, RAN2 made the following agreement [1]:

	· UE informed about target CN based in HO command (FFS: Implicit or explicit indic): UE has to know the target CN type from the handover command during intra-LTE inter-system HO, intra-LTE intra-system HO



This document address the possibility to use implicit indication of core network type to the UE during Handover between two LTE cells with different or similar core network connectivity. 
[bookmark: _GoBack]This contribution is a revision of R2-1802629. The main changes involved linkage with contribution R2-1804855 [4] which explains the Intra LTE Inter system HO in more elaborate manner with enhancements required to  support Inter system handovers and handling of security configurations. Some proposals have also been removed since they are covered in associated contribution. 
[bookmark: _Ref178064866]Discussion
There are two main type of handover that were identified for further investigation namely:
1. Intra-LTE inter-system HO
2. Intra-LTE intra-system HO

Intra-LTE inter-system Handover
[bookmark: _Hlk510717834]This scenario is specifically covered in detailed in R2-1804855 [4], with enhancements required in RRC procedures as well as handling of security parameters.   In this scenario, the source and target LTE cells are connected to different core networks. This type of handover can further be split up into two handover types namely: 
1. LTE/5GC  LTE/EPC
2. LTE/EPC  LTE/5GC

For inter-system handover between E-UTRA, the core network changes  and new security keys need to be derived by the UE. 

[bookmark: _Toc506460379][bookmark: _Toc506475421][bookmark: _Toc506475450][bookmark: _Toc506475455][bookmark: _Toc506475746][bookmark: _Toc506478212][bookmark: _Toc506488030][bookmark: _Toc510728441]For inter-system handover between E-UTRA, the core network changes and new security keys based on NAS parameters need to be derived by the UE.


Scenario 1 (LTE/5GC  LTE/EPC)
For the first scenario of handover from LTE/5GC to LTE/EPC, the new security keys could be derived from the NAS security parameter available in the interRAT option in IE SecurityConfigHO as shown in figure.1 [2] below. It is proposed to use interRAT HO for inter system HO from LTE cell connected to 5GC towards LTE cell connected to EPC [4]
  
[bookmark: _Toc506460380][bookmark: _Toc506475422][bookmark: _Toc506475451][bookmark: _Toc506475456][bookmark: _Toc506475747][bookmark: _Toc506478213][bookmark: _Toc506488031][bookmark: _Toc510728442]The new security keys on inter system handover from LTE cell connected to 5GC towards LTE cell connected to EPC could be derived from the NAS security parameter available in the interRAT option in IE SecurityConfigHO.

A simple solution to indicate CN during handover command is to use interRAT handoverType in SecurityConfigHO informatin element. Once the UE is configured with interRAT Handover type while the target cell is also LTE, it would easily deduce that it is an inter system handover. 

SecurityConfigHO ::= SEQUENCE {
SecurityConfigHO ::=               SEQUENCE {
    handoverType                      CHOICE {
       intraLTE                          SEQUENCE {
           securityAlgorithmConfig        SecurityAlgorithmConfig     OPTIONAL,   -- Cond fullConfig
           keyChangeIndicator                BOOLEAN,
           nextHopChainingCount               NextHopChainingCount
       },
       interRAT                          SEQUENCE {
           securityAlgorithmConfig        SecurityAlgorithmConfig,
           nas-SecurityParamToEUTRA           OCTET STRING (SIZE(6))
       }
    },
    ...
}

Fig.1: IE SecurityConfigHO in LTE RRCConnectionReconfiguration message

The interRAT HO type would work both ways, i.e  LTE/EPC  LTE/5GC & LTE/5GC  LTE/EPC, in terms of indicating the target Core network. 

[bookmark: _Toc506460384][bookmark: _Toc506461133][bookmark: _Toc506475461][bookmark: _Toc506475514][bookmark: _Toc506475556][bookmark: _Toc506475625][bookmark: _Toc506475666][bookmark: _Toc506475691][bookmark: _Toc506475717][bookmark: _Toc506478217][bookmark: _Toc506488022][bookmark: _Toc510728448][bookmark: _Toc510728510]Intra LTE Inter-system handover from LTE cell connected to 5GC towards LTE cell connected to EPC can be indicated to the UE by using interRAT handover type in the IE SecurityConfigHO.

Since in normal Intra LTE HO scenario, the handover type intraLTE is used, the inclusion of interRAT handover type in SecurityConfigHO would implicitly indicate that it involves a change of core network since the target cell is also an LTE cell. The benefit with this approach is that it does not involve any extra signaling overhead and major changes in LTE RRC specification. 

Scenario 2 (LTE/EPC  LTE/5GC)
In EN-DC we have adopted a solution where security algorithms is configured by NR RRC IEs embedded in LTE RRC and using NR code points. The security algorithms for bearers using NR PDCP are configured using NR RRC IEs. The NR algorithm names are used. We think it make sense to adopt similar approach also for LTE connected to 5GC which will also use NR PDCP [3].

[bookmark: _Toc506475423][bookmark: _Toc506475452][bookmark: _Toc506475457][bookmark: _Toc506475748][bookmark: _Toc506478214][bookmark: _Toc506488032][bookmark: _Toc510728443]In EN-DC we have adopted a solution where security algorithms is configured by NR RRC IEs embedded in LTE RRC and using NR code points.

[bookmark: _Toc506475424][bookmark: _Toc506475453][bookmark: _Toc506475458]Based on this, we can not just extend the inter-RAT solution for handover from LTE connected to EPC towards LTE Connected to 5GC, since NR security algoirthms should be configured by NR RRC IE containers embedded in LTE RRC. Thus, we propose to use NR security algorithms configured by an inter system NR RRC IE container in LTE RRC.  

[bookmark: _Toc506475462][bookmark: _Toc506475515][bookmark: _Toc506475557][bookmark: _Toc506475626][bookmark: _Toc506475667][bookmark: _Toc506475692][bookmark: _Toc506475718][bookmark: _Toc506478218][bookmark: _Toc506488023][bookmark: _Toc510728449][bookmark: _Toc510728511]It is proposed to use NR security algorithms configured by an 38.331 NR RRC IE container in LTE RRC for inter system HO from LTE cell connected to EPC towards LTE cell connected to 5GC. 

[bookmark: _Toc506475463][bookmark: _Toc506475516][bookmark: _Toc506475558]This NR security container in the handover command can then be used as an indication to the UE of an inter system HO from LTE cell connected to EPC towards LTE cell connected to 5GC.

[bookmark: _Toc506475464][bookmark: _Toc506475517][bookmark: _Toc506475559][bookmark: _Toc506475627][bookmark: _Toc506475668][bookmark: _Toc506475693][bookmark: _Toc506475719][bookmark: _Toc506478219][bookmark: _Toc506488024][bookmark: _Toc510728450][bookmark: _Toc510728512]An NR security container embedded in LTE RRC can be used as an indication to the UE of a inter system HO from LTE cell connected to EPC towards LTE cell connected to 5GC.
 Intra-LTE intra-system HO:
In this scenario, the source and target LTE cells are connected to same core network, either 5GC or EPC. 
This type of handover can further be split up into two handover types namely: 
1. LTE/EPC  LTE/EPC
2. LTE/5GC  LTE/5GC

Scenario 1 (LTE/EPC  LTE/EPC)
Since, both nodes use the EPC, there is no need to derive new security keys from NAS parameters and thus, there is no need to adopt the interRAT HO type solution proposed for Intra-LTE Inter system handover Inter-system handover from LTE cell connected to 5GC towards LTE cell connected to EPC. 
In this scenario, the legacy intraLTE HO type in SecurityConfigHO is sufficient to meet the handover requirements as well as indicate to the UE that this is a intra system HO.  

[bookmark: _Toc506460381][bookmark: _Toc506475425][bookmark: _Toc506475454][bookmark: _Toc506475459][bookmark: _Toc506475749][bookmark: _Toc506478215][bookmark: _Toc506488033][bookmark: _Toc510728444]In case of Intra-LTE intra-system handover with EPC as core network, there is no need to derive new security keys from NAS parameters, the legacy intraLTE HO type is sufficient. 

[bookmark: _Toc506460385][bookmark: _Toc506461134][bookmark: _Toc506475466][bookmark: _Toc506475519][bookmark: _Toc506475561][bookmark: _Toc506475629][bookmark: _Toc506475670][bookmark: _Toc506475695][bookmark: _Toc506475721][bookmark: _Toc506478221][bookmark: _Toc506488026][bookmark: _Toc510728451][bookmark: _Toc510728513]The Intra LTE Intra-system handover between two LTE cells connected to EPC can be indicated to the UE by using intraLTE handover type in the IE SecurityConfigHO.

Scenario 2 (LTE/5GC  LTE/5GC)
As indicated in section 2.2.1, in intra system handover between two LTE cells connected to same core network, there is no need to derive new security keys from any NAS parameters. But as indicated in section 2.1.2,  we should use NR security algorithms defined NR RRC embedded in LTE RRC for handover towards LTE cells connected to 5GC, consistent with EN-DC agreements. 
[bookmark: _Toc506475467][bookmark: _Toc506475520][bookmark: _Toc506475562][bookmark: _Toc506475630][bookmark: _Toc506475671][bookmark: _Toc506475696][bookmark: _Toc506475722][bookmark: _Toc506478222][bookmark: _Toc506488027][bookmark: _Toc510728452][bookmark: _Toc510728514]It is proposed to use NR security algorithms configured by an NR RRC IE container in LTE RRC for intra system HO between two LTE cells connected to 5GC. 

[bookmark: _Toc506475521][bookmark: _Toc506475563]Similar to inter system handover scenario, the NR security container in the handover command between two LTE cells connected to 5GC can then be used as an indication to the UE of an intra system HO between two  LTE cell connected to 5GC.

[bookmark: _Toc506475469][bookmark: _Toc506475522][bookmark: _Toc506475564][bookmark: _Toc506475631][bookmark: _Toc506475672][bookmark: _Toc506475697][bookmark: _Toc506475723][bookmark: _Toc506478223][bookmark: _Toc506488028][bookmark: _Toc510728453][bookmark: _Toc510728515]An NR RRC security container embedded in LTE RRC can be used as an indication to the UE of a intra system HO from LTE cell connected to 5GC towards LTE cell connected to 5GC.

Table.1 summarize the security configuration required to support handovers between LTE during intra system and inter system scenarios. 

	[bookmark: _Toc506475471][bookmark: _Toc506475524][bookmark: _Toc506475566][bookmark: _Toc506475633]Source (RAT/CN)
	[bookmark: _Toc506475472][bookmark: _Toc506475525][bookmark: _Toc506475567][bookmark: _Toc506475634]Target (RAT/CN)
	[bookmark: _Toc506475473][bookmark: _Toc506475526][bookmark: _Toc506475568][bookmark: _Toc506475635]Method to configure Security configuration 

	[bookmark: _Toc506475474][bookmark: _Toc506475527][bookmark: _Toc506475569][bookmark: _Toc506475636]LTE/EPC
	[bookmark: _Toc506475475][bookmark: _Toc506475528][bookmark: _Toc506475570][bookmark: _Toc506475637]LTE/EPC
	[bookmark: _Toc506475476][bookmark: _Toc506475529][bookmark: _Toc506475571][bookmark: _Toc506475638]HO type intraLTE (36.331)

	[bookmark: _Toc506475477][bookmark: _Toc506475530][bookmark: _Toc506475572][bookmark: _Toc506475639]LTE/EPC
	[bookmark: _Toc506475478][bookmark: _Toc506475531][bookmark: _Toc506475573][bookmark: _Toc506475640]LTE/5GC
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	[bookmark: _Toc506475485][bookmark: _Toc506475538][bookmark: _Toc506475580][bookmark: _Toc506475647]HO type InterRAT (36.331)
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[bookmark: _Toc506478224][bookmark: _Toc506488029][bookmark: _Toc506475501][bookmark: _Toc506475554][bookmark: _Toc506475596][bookmark: _Toc506475663][bookmark: _Toc506475674][bookmark: _Toc506475699][bookmark: _Toc506475725][bookmark: _Toc510728454]Table 1: Summary table of security configuration for handover scenarios in LTE 
Conclusion
In this contribution, we address the possibility to use implicit indication of core network type to the UE during Handover between two LTE cells with different or similar core network connectivity. Each handover scenario is evaluated and potential solutions are proposed to indicate the target core network implicitly to the UE. 
In section 2 we made the following observations:
Observation 1	For inter-system handover between E-UTRA, the core network changes and new security keys based on NAS parameters need to be derived by the UE.
Observation 2	The new security keys on inter system handover from LTE cell connected to 5GC towards LTE cell connected to EPC could be derived from the NAS security parameter available in the interRAT option in IE SecurityConfigHO.
Observation 3	In EN-DC we have adopted a solution where security algorithms is configured by NR RRC IEs embedded in LTE RRC and using NR code points.
Observation 4	In case of Intra-LTE intra-system handover with EPC as core network, there is no need to derive new security keys from NAS parameters, the legacy intraLTE HO type is sufficient.

Based on the discussion in section 2 we propose the following:
Proposal 1	Intra LTE Inter-system handover from LTE cell connected to 5GC towards LTE cell connected to EPC can be indicated to the UE by using interRAT handover type in the IE SecurityConfigHO.
Proposal 2	It is proposed to use NR security algorithms configured by an 38.331 NR RRC IE container in LTE RRC for inter system HO from LTE cell connected to EPC towards LTE cell connected to 5GC.
Proposal 3	An NR security container embedded in LTE RRC can be used as an indication to the UE of a inter system HO from LTE cell connected to EPC towards LTE cell connected to 5GC.
Proposal 4	The Intra LTE Intra-system handover between two LTE cells connected to EPC can be indicated to the UE by using intraLTE handover type in the IE SecurityConfigHO.
Proposal 5	It is proposed to use NR security algorithms configured by an NR RRC IE container in LTE RRC for intra system HO between two LTE cells connected to 5GC.
Proposal 6	An NR RRC security container embedded in LTE RRC can be used as an indication to the UE of a intra system HO from LTE cell connected to 5GC towards LTE cell connected to 5GC.
[bookmark: _In-sequence_SDU_delivery]
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