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Introduction
Unified access control has been discussed in several working groups for some time. At the SA1#80 meeting, a CR [4] on requirements for unified access control for 5G to TS 22.261 [5] was agreed and SA1 sent a reply LS [3] to RAN2 to take the provided information into account.
The inclusion of establishment causes in Msg3 during the access requests is one of the topics related to the access control. In the LS that was received in [2] CT1 thus asks RAN2, among others, for information related to establishment cause and call type. The questions from CT1 were discussed in RAN2 and replied in the LS in [6].
The following agreements on access control were also reached at the RAN2#101 meeting:
Agreements for NR and LTE/5GC
1:  	For both NR/eLTE, the mapping between access categories/access identities and establishment cause value is needed;
2:   For NAS triggered events NAS performs the mapping to AS cause value when NAS makes a request to AS for access. 
FFS on whether NAS also provides cause value for AS triggered events.
3	For LTE/5GC, no change the LTE cause values for NAS triggered events
FFS whether a new cause is needed for AS triggered events (e.g. RNAU)
4:	RAN2 recommendation that access identities 1,2, 11-15 (MPS, MCS and AC11-15) all use establishment cause value highPriorityAccess (Final decision by CT1
5:	Confirm CT1 question 2 the call type is not needed for NG-RAN access.
6:	Tbarring is per access category.
7:	Tbarring is specified in AS layer, and maintained (running) in AS layer.
8:	When barring is alleviated (for a specific access category), the indication of alleviation of access barring is indicated to the NAS on a per access category basis.
9:	AS need to be known Access Identities for AS triggered events.
10:	Bitmap is used for access identities 1,2,11-15 and for emergency calls in 5G as ac-BarringForSpecialAC, and barring factor/timer is used for normal UE (access identity 0 in 5G) as ac-BarringFactor;
13: ACB parameters (barring factor/timer and bitmap as per agreement 10) are set per access category and per PLMN. 
FFS on how to reduce the signalling overhead;
14:	RAN2 confirms SA1 understanding that there is no requirement to distinguish SMS and SMS over IP in ACB mechanism
15:	Slicing can be taken into account in the definition of operator defined access categories (the operator defined access categories are visible to AS but not the relation to a slice). 
16	No RAN2 impact is foreseen to support roaming UE except cat a, b and c for access category 1;
17	For connected mode/inactive and IDLE, the AS/NAS modelling for access control for NAS triggered events is:
-	NAS is responsible for the determination of access identities and access categories and cause value, and provides one or more access identities and one access category to lower layers for the given access attempt;
-	AS is responsible for access barring check and indicate whether the access attempt is barred or not to NAS layer;
-	It is NAS layer to perform how to stop/allow service transmission based on ACB checking result from AS layer;
18: Leave it to UE implementation on how the NAS gets cat a, b and c information for access category 1 (no need to specify detailed AS/NAS interaction for this)
19: Confirm to reuse LTE approach, the access attempt is allowed if the UE has passed ACB checking based on ACB parameters for at least one access identity provided by NAS for the given access attempt.

Agreements for NR only
1: 	At least 8 and preferably 16 (or more) cause value to be included in MSG 3. To be finalised when the we have received input from RAN1 on MSG3 size and have a full picture of the content of MSG3.
2: 	At least the following LTE establishment cause values are reused for NR: emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data, mo-VoiceCall-v1280
FFS Whether the LTE cause delayTolerantAccess-v1020 is also available in NR.
3:	AS triggered event, RNA update shall be controlled by ACB
FFS Which access category is used for an RNA update
4:	On demand SI request shall not be controlled by ACB.

This contribution discusses the open issues on establishment causes in NR.
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Introduction
Establishment/resume causes are used in RRC connection requests and resume requests to indicate the reason for establishment. The main purpose of this is to allow differentiation by the network, dependent on the cause, i.e. to perform admission control for the access request based on the received establishment cause in Msg3. What RAN needs to know is how important it is to admit that UE at that point to allocate resources between RA and Initial Context Setup. For example, the network may choose to treat certain establishment causes with higher priority than others. Lower priority accesses may then be rejected in case of congestion.
The admission control mechanism to reject certain access requests is typically utilized prior to access barring and it should hopefully prevent the need for further actions, such as access barring. The establishment causes should thus be detailed enough to allow for a selective rejection of the accesses.
It was agreed at the RAN2#101 meeting that the UE NAS will perform the mapping to cause value when NAS makes the request for access. NAS will thus provide an RRC establishment cause when requesting (or requesting to resume) a connection establishment to lower layers. This RRC establishment cause is then included in Msg3. Whether NAS also will provide the cause value for AS triggered events is however FFS. 
NR establishment causes
The establishment causes for NR still remain to be defined. So far it has only been agreed, at RAN2#101, that the NR establishment causes shall include at least the following LTE establishment causes: Emergency, High Priority Access, mt-Access, mo-Signalling, mo-Data and mo-VoiceCall-v1280. Whether the establishment cause delayTolerantAccess-v1020 also should exist in NR was then however set as FFS.
As discussed in section 2.1 the establishment causes should be detailed enough to e.g. allow for a useful prioritization of what accesses to reject at overload. An option would then be to have a 1-1 mapping between access categories and establishment causes. This would mean that both the access control (barring check) and the (Msg3) admission control could be based on the same information and it would allow for easy future extensions, using the operator-defined access categories.  Considering that 64 access categories have been defined in [4] the size of the establishment cause would then however be 6 bits.  Since the access identities are not mapped towards the access categories in the requirements there would then also, in addition, be a need to indicate at least high priority accesses, i.e. when a request is done by a UE with Access Identity <> 0.
An alternative is to instead have an establishment cause per standardized access category since these correspond to the specified different types of access attempts. There are currently 8 standardized access categories specified in [4], which correspond to MT Access, Delay Tolerant Access, Emergency, MO Signalling, MO Voice Call, MO Video call, MO SMS and MO Data. These should thus all be included as establishment causes in NR, together with the high priority access (by a UE with access identity <> 0) which was already agreed as an establishment cause at RAN2#101. NAS should then do the mapping to these establishment causes also for access attempts that are mapped to an operator-defined access category.
In [7] we propose that the UE determines the establishment cause using tables mapping the access category and the access identities to the establishment cause.  If the UE determines that an access attempt is an operator-specific access category, the UE determines a standardized access category related to the operator-specific access category using the information provided by network, and this standardized access category is mapped to the establishment cause using the same tables.
In [8] we provide a calculation of the msg3 size, using the assumption of a 4 bits establishment and resume cause. Assuming RAN1 confirmation of the calculated msg3 size, and noting that 4bits is a small fraction of the total msg3 size of 13-18 octets and that octet alignment will be applied, we here assume 4bits as the establishment cause, pending RAN2 decision.
As conclusion, the following establishment causes should thus be defined in NR Rel-15, used in the message to request an RRC connection: “MT Access”, “Delay Tolerant Access”, “Emergency”, “MO Signalling”, “MO Voice Call”, “MO Video call”, “MO SMS”, “MO Data”, “High Priority Access” .
This corresponds to 9 different establishment causes. With 4 bits available in Msg3 and thus maximum 16 values, it will then be possible to extend the number of establishment causes in later releases when needed, e.g. in case further standardized access categories are introduced.  We don't see, at this point, a reason to extend the size of the establishment cause beyond 4 bits. 
We propose:
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Cause for resume request
For the case where a UE in RRC_INACTIVE needs to perform a resume request triggered by an upper layer (this includes also MO data for an existing PDU session with established user plane), as we discuss in [1], NAS should identify any access attempt and determine access category. For the same reasons as using an establishment cause when accessing from RRC_IDLE, e.g. differentiation such as admission control, the UE should provide an establishment/resume cause which is detailed enough. As the information to determine a detailed enough establishment/resume cause is only available above the AS layer, we think that also in this case NAS should provide an establishment/resume cause. We see no reasons to not reuse the same establishment/resume cause as for accesses from RRC_IDLE. 
For the case where a UE in RRC_INACTIVE needs to perform a resume request with the purpose to perform a RAN Notification Area Update, it was further agreed at the RAN2#98 meeting that “Connection resume message will include information that can at least indicate RAN area update. Inclusion of information to enable access control is not precluded.”. An establishment/resume cause value for RNA update should thus also be included in NR. And as proposed in [1] the RNA update should also be mapped to a separate standardized access category.
We therefore propose:  
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As the values used as cause for both establishment and resume are almost the same, we observe:
[bookmark: _GoBack]The same IE definition of establishment/resume cause can be used in both the messages to request and resume the RRC connection.
Conclusion
Based on the discussion in section 2 we propose the following:
Proposal 1	In case the establishment cause field in Msg3 is decided to be 4 bits, the following establishment causes should be defined in NR Rel-15, used in the message to request an RRC connection: “MT Access”, “Delay Tolerant Access”, “Emergency”, “MO Signalling”, “MO Voice Call”, “MO Video call”, “MO SMS”, “MO Data”, “High Priority Access”.
Proposal 2	After RAN2 decision, inform CT1 about which establishment causes that are defined for NR.
Proposal 3	For the use of indicating a cause in the message to request a resume of RRC connection, the same values are defined as for RRC connection establishment, plus  “RNA Update”.
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