
3GPP TSG-RAN WG2 Meeting #101bis                                                            	R2-1804272
Sanya, China, 16th – 20th April 2018                                                                    

Source:	CATT 
[bookmark: Title]Title:	Considerations on Access Control Parameters
[bookmark: Source]Agenda Item:	10.4.1.8.2
[bookmark: DocumentFor]Document for:	Discussion and Decision

1. Introduction
In RAN2#101, many agreements were achieved on access control. And it is FFS on how to reduce the signaling overhead.
10:	Bitmap is used for access identities 1,2,11-15 and for emergency calls in 5G as ac-BarringForSpecialAC, and barring factor/timer is used for normal UE (access identity 0 in 5G) as ac-BarringFactor;
13: ACB parameters (barring factor/timer and bitmap as per agreement 10) are set per access category and per PLMN. 
FFS on how to reduce the signalling overhead;
In this contribution, we would like to discuss how to reduce the signaling overhead of access control parameters and how to transmit these parameters.
2. Discussion
2.1. Reduction of Signaling Overhead
2.1.1 General principle
It is a common understanding that access category 0 shall not be barred and related access control parameter is not needed (i.e. absent in system information). Similar as access category 0, if it is allowed to access for a certain access category of one PLMN, the related access control parameter is also absent. This can reduce the signaling overhead of actual access control parameter transmission in radio interface.
Proposal 1: If the access control parameter for a certain access category of one PLMN is absent, the access control result is allowed.
2.1.2 Structure of access control parameters
In the email discussion [1], a baseline ASN.1 structure with access control parameters (Alt1) is given as follows. We will compare the baseline structure with other optimized structure of access control parameters.
Note: Beside alt1, the ASN.1 for emergency call is not given. Considering that the overhead of access control for emergency call is small, it is acceptable to only consider the overhead of other category when we estimate the maximum size of access control parameters.
1）Alt1: A baseline ASN.1 structure [1]
SIBX ::=		SEQUENCE {

***************************** Start of change*******************************

uac-BarringForCommon					UAC-BarringForCommon		
	-- FFS: Need for parameters common to PLMNs

uac-BarringPerPLMN-List				UAC-BarringPerPLMN-List	

UAC-BarringForCommon ::=			SEQUENCE {
	barringPerCatList				BarringPerCatList
}

UAC-BarringPerPLMN-List ::= 		SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN
	-- maxPLMN = 12

UAC-BarringPerPLMN ::=			SEQUENCE {
	plmn-IdentityIndex				INTEGER (1..maxPLMN),
	barringPerCatList						BarringPerCatList
}

BarringPerCatList ::= SEQUENCE (SIZE (1..maxAccessCat-1)) OF BarringPerCat
	-- maxAccessCat = 64

BarringPerCat ::= SEQUENCE {
	AccessCategory				INTEGER (1..maxAccessCat),
	uac-BarringInfo			SEQUENCE {
		uac-BarringFactor			ENUMERATED {
											p00, p05, p10, p15, p20, p25, p30, p40,
											p50, p60, p70, p75, p80, p85, p90, p95},
			-- FFS: parameter values
		uac-BarringTime				ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512}
			-- FFS: parameter values
		uac-BarringForAccessIdentityList			BIT STRING (SIZE(7))
			-- maxAccessIdentity = 7
			-- Corresponds to access identities 1,2, 11-15 (MPS, MCS and AC11-15)
			-- Value 0 indicates that access attempt is allowed for the corresponding access identity
	}	
}


***************************** End of change*******************************

The maximum size of BarringPerAC = 6+4+3+7=20;
The maximum size of AC-BarringPerPLMN = 4(plmn-IdentityIndex)+6(size for maxAccessCat-1) +62*20(maximum size of BarringPerAC)=1250;
The maximum size of Alt1 = 12*1250(The maximum size of AC-BarringPerPLMN)+4=15004.

2) Alt2: A primary barring configuration per PLMN is provided, and other configuration is configured with delta configuration compared with the primary barring configuration.
In [2], several optimized structures are proposed. In a typical example, a single primary barring configuration, using full signaling of barring factor and barring time is provided. Also, for each access category, optionally a secondary barring configuration may be provided, which is used as a modifier / delta configuration. The example is shown as follows.

UAC-BarringPerPLMN-List ::= 		SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN

UAC-BarringPerPLMN ::=				SEQUENCE {
	primaryBarringConfig				UAC-PrimaryBarringConfig,
	secondaryBarringConfigList			UAC-SecondaryBarringConfigList
}

UAC-PrimaryBarringConfig ::=		SEQUENCE {
	primaryBarringFactor				ENUMERATED {
											p00, p05, p10, p15, p20, p25, p30, p40,
											p50, p60, p70, p75, p80, p85, p90, p95},
	primaryBarringTime			    	ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
	barringOverrideAccessIdentities		BIT STRING (SIZE (7))
}

UAC-SecondaryBarringConfigList ::= 	SEQUENCE (SIZE (0..maxAccessCat)) OF
										UAC-SecondaryBarringPerAccessCategory

UAC-SecondaryBarringPerAccessCategory ::= 	SEQUENCE {
	accessCategory								INTEGER (0..maxAccessCat),
	secondaryBarringConfig						SEQUENCE {  
	secondaryBarringFactor						UAC-SecondaryBarringFactor	OPTIONAL, -- Need OP
	secondaryBarringTime						UAC-SecondaryBarringTime 	OPTIONAL, -- Need OP
	barringOverrideAccessIdentities				BIT STRING (SIZE (7)) 		OPTIONAL -- Need OP
	} 		OPTIONAL		-- Need OP
}

UAC-SecondaryBarringFactor			::=	CHOICE {
		secondaryBarringFactor1 		BOOLEAN,
		secondaryBarringFactor2 		ENUMERATED {p-30, p-20, p-10, p+10, p+20, p+30},
		secondaryBarringFactor3			ENUMERATED {o-16, o-6, o-4, o-2, o+2, o+4, o+6, o+16}
}

UAC-SecondaryBarringTime			::= CHOICE {
		secondaryBarringTime1			BOOLEAN, 	
		secondaryBarringTime2			ENUMERATED {s-128, s-32, s+32, s+128},
		secondaryBarringTime3			ENUMERATED {o-2, o-1, o+1, o+2}
}

The maximum size of UAC-PrimaryBarringConfig = 4+3+7 =14;
The maximum size of UAC-SecondaryBarringFactor = 3+2 =5；
The maximum size of UAC-SecondaryBarringTime = 2+2=4；
The maximum size of UAC-SecondaryBarringPerAccessCategory = 6+（1+5）+（1+4）+（1+7）+1=26；
The maximum size of UAC-SecondaryBarringConfigList = 61*26 + (6+1) = 1593；（At least a secondary barring configuration is same as the primary barring configuration.）
The maximum size of Alt2 = 12*（14 +1593）+4= 19288;
Note: Even we assume that a limited size of possible access control configuration sets (e.g. 16) is used,
The maximum size of UAC-SecondaryBarringConfigList = (62-4)*26+4 * (6+1) = 1536;(In the worst case, there is only 4 access categories that barring configuration is same as the primary barring configuration.）
The optimized maximum size of Alt2 = 12*(14+1536) +4=18604;

3) Alt3: Access control parameter configuration sets with limited size are defined
For the access control parameter configurations which includes barring factor, barring time, and access identity bitmap, the number of all possible sets is 16*8*27. However, only limited sets are used in a cell. Hence, similar as the signaling optimization of SIB21 for V2X sidelink communication, we could assume that the sets of possible access control parameter configurations are limited. An example is shown as follows.

UAC-BarringConfig ::=				SEQUENCE {
	uac-BarringConfigSetlist			UAC-BarringConfigSetlist,
	uac-BarringConfigperPLMNlist		UAC-BarringConfigperPLMNlist
}

UAC-BarringConfigSetlist ::=		SEQUENCE (SIZE (0..maxSetSize)) OF
										UAC-BarringConfigSet

UAC-BarringConfigSet	 ::=		SEQUENCE {
	primaryBarringFactor				ENUMERATED {
											p00, p05, p10, p15, p20, p25, p30, p40,
											p50, p60, p70, p75, p80, p85, p90, p95},
	primaryBarringTime			    	ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
	barringOverrideAccessIdentities		BIT STRING (SIZE (7))
}

UAC-BarringConfigperPLMNlist ::= 	SEQUENCE (SIZE (1..maxPLMN)) OF
										UAC-BarringConfigperPLMN

UAC-BarringConfigperPLMN ::=			SEQUENCE {
	plmn-IdentityIndex					INTEGER (1..maxPLMN),
	barringPerSetList					BarringPerSetList
}

BarringPerSetList		::=			SEQUENCE (SIZE (1..maxSetSize)) OF
										BarringPerSet

BarringPerSet ::=	SEQUENCE {
	setIndex			INTEGER (1..maxSetSize),
	accessCategorylist  SEQUENCE (SIZE (1.maxAccessCat)) OF AccessCategory

}

AccessCategory	::=		INTEGER (1..maxAccessCat)
	
Assume maxSetSize =16;
The maximum size of BarringPerSetList = 16*4(setIndex) + (64-2)*6(AccessCategory) +4（size for maxSetSize） = 440;
The maximum size of UAC-BarringConfigperPLMNlist = 12*(4+440)= 5304;
The maximum size of UAC-BarringConfig = 16*(4+3+7) + 5304 +4= 5532;
Assume maxSetSize =32;
The maximum size of BarringPerSetList = 32*5 + (64-2)*6 +5 = 537；
The maximum size of UAC-BarringConfigperPLMNlist = 12*(5+537) = 6504；
The maximum size of UAC-BarringConfig = 32*(4+3+7) + 6504 +5 =6957.

4) Alt4: Group based access category is defined
The number of access categories (64) is big. However, some access categories are applied with the same access control strategy. All access categories can be further grouped into a group with limited size. The example of group for access category is shown as follows.
BarringGroupList		::=			SEQUENCE (SIZE (1..maxGroupSize)) OF
										BarringGroup

BarringGroup        ：：= 		SEQUENCE {
	groupIndex			INTEGER (1..maxGroupSize),
	accessCategorylist  SEQUENCE (SIZE (1.maxAccessCat)) OF AccessCategory

}

Assume maxGroupSize = 16;
The maximum size of BarringGroupList = 16*4(groupIndex) + (64-2)*6(AccessCategory) +6(size for maxAccessCat) +4 (size for maxGroupSize)= 446.
Alt4 can work together with all above alternatives. When calculate the maximum size of access control configuration, the number of access category is 16 instead of 64.
 If al4 is used with alt1, the maximum size of Alt1+Alt4 = 12*(The maximum size of AC-BarringPerPLMN) +The maximum size of BarringGroupList=12*(4+4+16*20) +4+446 = 4386;
The maximum size of Alt2 + Alt4 = 12*（14 + 15*(4+（1+5）+（1+4）+（1+7）+1)） + (4+1)）+ 446 = 4994;
The maximum size of Alt3+ Alt4 = 16*(4+3+7) + 12*(4+16*4 + 16*4+4) +4+446 = 2306;
Based on the above analyses, the maximum size of access control configuration is reduced with introducing a limited size of possible access control parameter configuration sets or introducing a small group for access categories. The similar optimization has already been applied in SIB21 of LTE. In addition, in order to reduce the MSG3 size, the mapping between access categories/access identities and establishment cause value is agreed, and at least 8 and preferably 16 (or more) cause value to be included in MSG3.  Hence, we propose:
Proposal 2: In order to reduce the overhead of access control configuration, RAN2 is asked to discuss the two methods:
· Access control parameter configuration sets with limited size are defined.
· Group based access categories are introduced.
2.2. Transmission of access control parameters
[bookmark: _GoBack]Access control procedure is applicable to all RRC state. Based on the following agreements of bandwidth parts, access control parameters need to be provided by both broadcast and dedicated signaling.
	Agreements
1: Monitoring of paging by the UE and SI reception by the UE is only for the NR PCell while the UE is in connected mode.
2 Provision of SI required for the connected mode UEs by dedicated signalling is an option for the network


Observation 1: Access control parameters need to be provided by both broadcast and dedicated signaling.
It is straightforward that RRCReconfiguration message can be used to provide access control parameters for dedicated signal. For broadcast, there are three options for transmit access control parameters.
Option 1: All related parameters are included in SIB1.
Option 2: Part of parameters are included in SIB1, others are included in other SI(s), e.g. SIB2.
Option 3: All related parameters are included in other SI(s), e.g. SIB2.
Based on the analyses in section 2.1.2, the overhead of access control parameter is big. RAN1 had agreed that a max TB size of 3000 bits is proposed by numerous companies for PDSCH carrying RMSI/OSI/Paging [3]. SIB1 also needs to include other contents, e.g. SSB related configuration, RACH related parameters, and so on. It is difficult to include all access control parameters in SIB1, even with some signaling optimization mechanism. Option 1 is not appropriate.
With option 2, we need to discuss which part of parameters will be included in SIB1 and which part will be included in other SI(s). It is a bit complicated.
Option 3 is simple. In addition, access control parameters also need to be broadcasted in LTE/5GC. Based on the existing extension of access control mechanism in LTE, it is possible that SIB2 or a new SIB would be used to include unified access control parameters for LTE/5GC. Option 3 is aligned with the extension for LTE/5GC. Furthermore, access control parameters may be same in an area. With option 3, the SIB(s) with access control parameters can be set to area specific. If the UE has stored valid SIB(s) with access control parameters, the UE is not required to acquire related SIB(s) and UE power can be saved. 
Option 3 is preferred. If the maximum size of access control parameters can be less than 3000 with optimization, access control parameters can be included in SIB2. Otherwise, besides SIB2, access control parameters need also be defined in other SIB.
Proposal 3: All access control related parameters are included in other SI(s).
Considering access control related parameters are necessary for UE to connect the network, the SIB(s) including access control related parameters should always be broadcasted without on-demand.
Proposal 4: Other SI(s) including access control related parameters should always be broadcasted periodically.
3. Conclusion
In this contribution, we discuss overhead reduction of access control parameters and transmission of these parameters. 
For overhead reduction of access control parameters, we propose:
Proposal 1: If the access control parameter for a certain access category of one PLMN is absent, the access control result is allowed.
Proposal 2: In order to reduce the overhead of access control configuration, RAN2 is asked to discuss the two methods:
· Access control parameter configuration sets with limited size are defined.
· Group based access categories are introduced.
For transmission of these parameters:
Observation 1: Access control parameters need to be provided by both broadcast and dedicated signaling.
Proposal 3: All access control related parameters are included in other SI(s).
Proposal 4: Other SI(s) including access control related parameters should always be broadcasted periodically.
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