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1	Introduction
This paper expresses our view of how broadcast positioning assistance data support in LTE can be realized. We look at the issues of how assistance data can be organized in to different system information blocks, which network element is responsible for formatting of the SIB and positioning assistance data, which network element is responsible for segmentation of assistance data broadcast in a SIB and the granularity of encryption of positioning assistance data.
2	Background
One of the objectives in the work item “UE Positioning Accuracy Enhancements for LTE” [2] is the following:
	· Broadcasting of assistance data [RAN2, RAN3, SA3, SA2]
· Specify a new SIB to support signalling of positioning assistance information for A-GNSS, RTK and UE-based OTDOA assistance information. 
· Specify optional encryption procedure for broadcast assistance data, including mechanism for delivery of UE-specific encryption keys.



[3] provides a comprehensive analysis of broadcasting of assistance data. While the objective of [3] is to simplify the eNB impacts and RRC specification impacts, provide maximum flexibility for operator deployments and optimize the broadcast signalling, there are certain aspects like where a certain function should reside (eNB or E-SMLC) and how we can simplify the LTE SIB scheduling requires further discussion before a decision can be made regarding the solution for broadcasting of assistance data.
3	Discussion
3.1	Minimizing the number of positioning SIBs
In [3] it is proposed that “each lowest level assistance data information element defined in [4] (e.g. GNSS-IonosphericModel, GNSS-RTK-ReferenceStationInfo, GNSS-NavigationModel, GNSS-RTK-Observations, GNSS-SSR-OrbitCorrections etc that is included in the A-GNSS-ProvideAssistanceData IE) shall be mapped to a separate system information block (SIB). Even though in the case of RTK GNSS, multiple assistance data information elements are combined together and mapped to one SIB, it nevertheless results in too many new SIBs to be defined for transmission using RRC system information (SI) messages. From the point of view of scheduling of SIBs this is too many SIBs to be mapped to SI messages and broadcast with possibly different periodicities resulting in scheduling complexity. While not all SIBs are expected to be broadcast at the same time it is possible that a good number of subset of those SIBs along with other LTE SIBs need to be broadcast. So, one guideline to follow is to minimize the number of SIBs needed for broadcast of assistance data.
Proposal 1: minimize the number of SIBs needed for broadcast of assistance data.
One way to minimize the number of SIBs is to define SIBs based on specific positioning service to be deployed in the network and organize all assistance data information elements for that particular positioning service, as defined in [4], and group it under one SIB. This way, a specific SIB type can be specified in the RRC specification [5] for each possible positioning service as shown below:
-- ASN1START

SystemInformationBlockType23-r15 ::=	SEQUENCE {
	cipheringKeyData-r15				CipheringKeyData-r15		OPTIONAL,
	assistanceDataSegmentType-r15		ENUMERATED {notLastSegment, lastSegment},
	assistanceDataSegmentNumber-r15		INTEGER (0..63),
	conventionalAGNSSPositioningAD-r15	OCTET STRING,
	lateNonCriticalExtension			OCTET STRING				OPTIONAL
}

-- ASN1STOP

-- ASN1START

SystemInformationBlockType24-r15 ::=	SEQUENCE {
	cipheringKeyData-r15				CipheringKeyData-r15		OPTIONAL,
	assistanceDataSegmentType-r15		ENUMERATED {notLastSegment, lastSegment},
	assistanceDataSegmentNumber-r15		INTEGER (0..63),
	networkRTKGNSSpositioningAD-r15		OCTET STRING,
	lateNonCriticalExtension			OCTET STRING				OPTIONAL
}

-- ASN1STOP

-- ASN1START

SystemInformationBlockType25-r15 ::=	SEQUENCE {
	cipheringKeyData-r15				CipheringKeyData-r15		OPTIONAL,
	assistanceDataSegmentType-r15		ENUMERATED {notLastSegment, lastSegment},
	assistanceDataSegmentNumber-r15		INTEGER (0..63),
	PPPPositioningAD-r15				OCTET STRING,
	lateNonCriticalExtension			OCTET STRING				OPTIONAL
}

-- ASN1STOP

-- ASN1START

SystemInformationBlockType26-r15 ::=	SEQUENCE {
	cipheringKeyData-r15				CipheringKeyData-r15		OPTIONAL,
	assistanceDataSegmentType-r15		ENUMERATED {notLastSegment, lastSegment},
	assistanceDataSegmentNumber-r15		INTEGER (0..63),
	OTDOAPositioningAD-r15				OCTET STRING,
	lateNonCriticalExtension			OCTET STRING				OPTIONAL
}

-- ASN1STOP

Proposal 2: Define SIBs based on specific positioning service like conventional A-GNSS, network RTK GNSS, PPP, OTDOA etc to be deployed in the network and organize all assistance data information elements for that positioning service grouped under one SIB.
3.2	Encryption of positioning assistance data
One implication of the above way of grouping positioning assistance data is that encryption of assistance data is not done at a finer granularity at specific LPP assistance data information elements level. However, this is not an issue since the requirements for encryption is at a positioning service level and not at the level of specific information used within each positioning service. The positioning service specific assistance data OCTET STRING from E-SMLC to eNB is encrypted and this encrypted OCTET STRING and ciphering key for it are broadcast in SIB. Encryption can still be done at the E-SMLC as already agreed by RAN2.
Proposal 3: The positioning service specific assistance data OCTET STRING sent from E-SMLC to eNB is encrypted and this encrypted OCTET STRING and ciphering key associated with it are broadcast in SIB.
3.3	Segmentation of assistance data broadcast in SIB
In the ASN.1 examples above, each assistance data OCTET STRING can be a complete A-GNSS-ProvideAssistanceData IE that is assembled by the E-SMLC for the specific positioning service e.g. A-GNSS-ProvideAssistanceData IE with relevant IEs for conventional GPS or GLONAS A-GNSS positioning service or A-GNSS-ProvideAssistanceData IE with relevant IEs for network RTK GNSS positioning service. The overall assistance data OCTET STRING size will certainly be large but segmentation can be done at the eNB in a similar way as it is done for warning message content in SIB12. The entire encrypted assistance data OCTET STRING can be segmented by eNB and broadcast in consecutive segments until the UE receives each segment one by one and assembles the full encrypted OCTET STRING again. Deciphering should take place after the segmented assistance data is fully received and assembled at the UE. 
Proposal 4: Segmentation of assistance data broadcast in SIB shall be done by the eNB in a similar way as it is done for warning message content broadcast in SIB12.
3.4	Location of SIB encoding function
Note that the E-SMLC should only be building the A-GNSS-ProvideAssistanceData IE OCTET STRING and encrypt it but it must not build the complete SIB that is broadcast by the eNB. Building/formatting the SIB compliant to 36.331 [5] is a eNB function while building/formatting the ProvideAssistanceData compliant to 36.355 [4] is a E-SMLC function. ASN.1 encoding of positioning specific SIBs should not be specified in 36.355 [4] and E-SMLC should not be required to be compliant to 36.331 [5]. This separation of function and specification must be maintained.
Proposal 5: The E-SMLC shall be responsible for building the ProvideAssistanceData IE OCTET STRING and, optionally, encrypt it and the eNB shall be responsible for building the complete SIB that broadcasts the assistance data OCTET STRING from E-SMLC.
4	Conclusion
This paper addressed the issues of how assistance data can be organized in to different system information blocks, which network element is responsible for formatting of the SIB and positioning assistance data, which network element is responsible for segmentation of assistance data broadcast in a SIB and the granularity of encryption of positioning assistance data. The following are proposed in this paper:
Proposal 1: minimize the number of SIBs needed for broadcast of assistance data.
Proposal 2: Define SIBs based on specific positioning service like conventional A-GNSS, network RTK GNSS, PPP, OTDOA etc to be deployed in the network and organize all assistance data information elements for that positioning service grouped under one SIB.
Proposal 3: The positioning service specific assistance data OCTET STRING sent from E-SMLC to eNB is encrypted and this encrypted OCTET STRING and ciphering key associated with it are broadcast in SIB.
Proposal 4: Segmentation of assistance data broadcast in SIB shall be done by the eNB in a similar way as it is done for warning message content broadcast in SIB12.
Proposal 5: The E-SMLC shall be responsible for building the ProvideAssistanceData IE OCTET STRING and, optionally, encrypt it and the eNB shall be responsible for building the complete SIB that broadcasts the assistance data OCTET STRING from E-SMLC.
References
[1] [bookmark: _Ref75086397]3GPP TS 21.801 Drafting Rules
[2] [bookmark: _Ref506459693]RP-172313 UE Positioning Accuracy Enhancements for LTE - 3GPP Work Item Description
[3] [bookmark: _Ref506459709]R2-1711042 Broadcast of Positioning Assistance Data, Qualcomm Incorporated
[4] [bookmark: _Ref506459766]3GPP TS 36.355 LTE Positioning Protocol (LPP)
[5] [bookmark: _Ref506459861]3GPP TS 36.331 Radio Resource Control (RRC); Protocol specification
