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1. 
Introduction
Broadcast of positioning assistance data was discussed at RAN2#99bis, with the following agreement [4]:
- 
The encryption of broadcasted assistance data should be performed at the E-SMLC if needed.

Apart from the above agreement, no further progress has been made in RAN2 on the broadcast of assistance data details. The assistance data broadcast objective of this work item [1] has also impacts on RAN3, SA2, SA3, and CT (CT1, CT4) specifications; progress in these groups also depends on RAN2 progress. 

In this contribution, we propose further details on the broadcast of assistance data as discussed in previous contributions [5-11].
2. 
Assistance Data SIBs
As discussed in [7], the assistance data SIBs are proposed to include unciphered control parameters, and (possibly) ciphered assistance data information. The control parameters comprise the ciphering information and SIB segmentation information. As discussed in [11], two principle SIB segmentation options are possible:
1. "Octet String Segmentation":
The encoded and (possibly) encrypted assistance data OCTET STRING is segmented. This means that all segments (OCTET STRINGs) of a SIB must be received and assembled before deciphering (if needed) and ASN.1 decoding of the assistance data IE can commence.
2. "Pseudo-Segmentation":
The assistance data (before encoding and possibly encrypting) are segmented. This means that each segment is a valid and independent ASN.1 encoded (and possibly ciphered) IE; e.g., navigation model for 1 (or 2, 3,..) satellites, etc.

For the Octet String Segmentation, the ciphering information would have to be included in the first SIB segment only; for the Pseudo-Segmentation, the ciphering information could be included in each SIB segment (independent ciphering of each segment) or in the first segment only (dependent ciphering of each segment). As discussed in [11, 12], for maximum flexibility, it is proposed to support both segmentation options. The used segmentation variant could be indicated using a flag in the SIB control parameters. 

Proposal 1:
Support octet string- and pseudo-segmentation of large assistance data elements for each SIB. 

If the used segmentation option is "Octet String Segmentation", the ciphering information would be included in the first SIB segment only, and the UE would have to wait until all SIB segments have been received before decoding and using the data.
If the used segmentation option is "Pseudo-Segmentation", and if the ciphering information is included in the received segment, the UE could decode/decipher and use the segment immediately without waiting for further segments. If the used segmentation option is "Pseudo-Segmentation", and if the ciphering information is not included, it would mean that dependent ciphering is used. The UE would have to wait until the first SIB segment with the ciphering information included is received, and can then use each SIB segment immediately using the cipher information from the first segment (i.e., compared to "Octet String Segmentation" the UE would have to wait for the first segment to start deciphering, but it does not need to wait for the last segment and can decipher each segment as soon as it is received).

Proposal 2:
For pseudo-segmentation, support dependent and independent ciphering of each segment.
Therefore, an example SIB for the GNSS Navigation Model Assistance Data could be defined as follows:

-- ASN1START

PositioningSystemInformationBlockType2-3-r15 ::= SEQUENCE {

cipheringKeyData-r15



CipheringKeyData-r15





OPTIONAL,


segmentationOption-r15



ENUMERATED {pseudo-seg, octet-string-seg}
OPTIONAL,


assistanceDataSegmentType-r15

ENUMERATED {notLastSegment, lastSegment},


assistanceDataSegmentNumber-r15

INTEGER (0..63),


gnss-NavigationModel-r15
OCTET STRING,

lateNonCriticalExtension


OCTET STRING







OPTIONAL,

...
}

-- ASN1STOP

	PositioningSystemInformationBlockType2-3 field descriptions

	cipheringKeyData
If present, indicates that the gnss-NavigationModel octet string is ciphered.

	segmentationOption
If present, indicates the used segmentation option.

	assistanceDataSegmentType

Indicates whether the included gnss-NavigationModel segment is the last (or only) segment or not.

	assistanceDataSegmentNumber

Segment number of the gnss-NavigationModel segment contained in the SIB. A segment number of zero corresponds to the first segment, one corresponds to the second segment, and so on.

	gnss-NavigationModel

GNSS Navigation Model assistance data as defined in LPP [15].  


If the ciphering used is similar to LPPe [13], the CipheringKeyData could be defined as follows [11,12]:
-- ASN1START

CipheringKeyData-r15 ::= SEQUENCE {

cipherSetID-r15 


INTEGER (0..65535),


d0-r15 





BIT STRING (SIZE (1..128)),

...
}

-- ASN1STOP

	CipheringKeyData field descriptions

	cipherSetID 
This field identifies a cipher set comprising a cipher key value and the first component C0 of the initial counter C1.

	d0
This field provides the second component for the initial ciphering counter C1. This field is defined as a bit string with a length of 1 to 128 bits. A target first pads out the bit string if less than 128 bits with zeroes in more significant bit positions to achieve 128 bits. C1 is then obtained from D0 and C0 (defined by the cipherSetID) as:

C1 = (D0 + C0) mod 2128 (with all values treated as non-negative integers).


The cipherSetID would serve as an identity of the ciphering key used, which would enable an operator to use different ciphering keys for different SIBs (to support multiple subscription levels) [5]; see also section 5 below)) and to change the value of a ciphering key without disrupting UE broadcast acquisition (e.g., if the new key was provided to UEs in advance). A server should not reuse a particular cipher set ID for a new cipher set for a certain period (e.g., 24 hours following usage for the last broadcast for a previous cipher set).
Proposal 3:
Support ciphering of the assistance data elements for each SIB. 

As discussed in [7, 12] each assistance data SIB should include a single (possibly ciphered) OCTET STRING. For GNSS, it is proposed that each SIB type includes one of the LPP common or generic assistance data elements. The generic assistance data elements require a GNSS-ID, which can be included in the scheduling information (see section 4 below). In the latest draft LPP proposal [14], 7 common and 19 generic assistance data elements are defined.
Proposal 4:
Define a separate Positioning System Information Block (SIB) for each GNSS assistance data element specified in LPP.
For OTDOA, as discussed in [19], a new combined SEQUENCE comprising reference cell and neighbour cell information would need to be defined. For example:
-- ASN1START

OTDOA-AssistanceData-r15 ::= SEQUENCE {


otdoa-ReferenceCellInfo-r15


OTDOA-ReferenceCellInfo



OPTIONAL,
-- Need ON


otdoa-NeighbourCellInfo-r15


OTDOA-NeighbourCellInfoList


OPTIONAL,
-- Need ON


...
}

-- ASN1STOP

The above IE combination could be defined in LPP [15]. The OTDOA SIB types would then be similar to the GNSS Navigation Model example above:

-- ASN1START

PositioningSystemInformationBlockType3-1-r15 ::= SEQUENCE {


cipheringKeyData-r15



CipheringKeyData-r15 





OPTIONAL,

segmentationOption-r15



ENUMERATED {pseudo-seg, octet-string-seg}
OPTIONAL,

assistanceDataSegmentType-r15

ENUMERATED {notLastSegment, lastSegment},


assistanceDataSegmentNumber-r15

INTEGER (0..63),

otdoa-AssistanceData-r15


OCTET STRING,

lateNonCriticalExtension


OCTET STRING







OPTIONAL,

...

}

-- ASN1STOP

The otdoa-AssistanceData field would include the above defined OTDOA-AssistanceData IE. For UE-based OTDOA, a separate SIB Type is proposed, as discussed in [19], to allow different ciphering/subscription levels for UE-based and UE-assisted OTDOA. The corresponding SIB Type for UE-based OTDOA could then be defined similar:
-- ASN1START

PositioningSystemInformationBlockType3-2-r15 ::= SEQUENCE {


cipheringKeyData-r15



CipheringKeyData-r15 





OPTIONAL,

segmentationOption-r15



ENUMERATED {pseudo-seg, octet-string-seg}
OPTIONAL,

assistanceDataSegmentType-r15

ENUMERATED {notLastSegment, lastSegment},


assistanceDataSegmentNumber-r15

INTEGER (0..63),

otdoa-positionCalculationInfo-r15
OCTET STRING,

lateNonCriticalExtension


OCTET STRING







OPTIONAL,

...

}

-- ASN1STOP

The otdoa-positionCalculationInfo field would be defined in LPP [15] and would contain the TX antenna locations, RTD info, etc. [16].
Similar SIB Types as above would have to be defined for the NB-IoT OTDOA version [19]. 

Proposal 5:
Define a separate Positioning SIB for UE-assisted and UE-based OTDOA assistance data; as well as for WB an NB related assistance data.
All additional positioning SIB types would have the same structure, and differ only in the assistance data OCTET STRING included. The ASN.1 could be simplified by e.g., defining all control paremeters in a separate/common SEQUENCE. To reduce the ASN.1 impacts even further, a single generic positioning SIB type could be defined in RRC [17], including the control as well as the assistance data element. The included assistance data type for each OCTET STRING could be indicated via ASN.1 comment. For example:

-- ASN1START

PositioningSystemInformationBlockType-r15 ::= SEQUENCE {


assistanceDataSIBelement-r15

OCTET STRING,

lateNonCriticalExtension


OCTET STRING







OPTIONAL,

...

}

-- ASN1STOP

The assistanceDataSIBelement would include the control parameter as well as the assistance data OCTET STRING and could be specified in LPP [15]:
-- ASN1START

AssistanceDataSIBelement-r15 ::= SEQUENCE {

cipheringKeyData-r15



CipheringKeyData-r15 





OPTIONAL,


segmentationOption-r15



ENUMERATED {pseudo-seg, octet-string-seg}
OPTIONAL,

assistanceDataSegmentType-r15

ENUMERATED {notLastSegment, lastSegment},


assistanceDataSegmentNumber-r15

INTEGER (0..63),

assistanceDataElement-r15


OCTET STRING,

...

}

-- ASN1STOP

The specific assistanceDataElement would depend on the Positioning SIB type.  The Positioning SIB Types proposed are summarized in the Table below:

	
	posSibTypeX-Y.
	assistanceDataElement

	GNSS Common Assistance Data
	posSibType1.1
	GNSS-ReferenceTime

	
	posSibType1.2
	GNSS-ReferenceLocation

	
	posSibType1.3
	GNSS-IonosphericModel

	
	posSibType1.4
	GNSS-EarthOrientationParameters

	
	posSibType1.5
	GNSS-RTK-ReferenceStationInfo

	
	posSibType1.6
	GNSS-RTK-CommonObservationInfo

	
	posSibType1.7
	GNSS-RTK-AuxiliaryStationData

	GNSS Generic Assistance Data
	posSibType2.1
	GNSS-TimeModelList

	
	posSibType2.2
	GNSS-DifferentialCorrections

	
	posSibType2.3
	GNSS-NavigationModel

	
	posSibType2.4
	GNSS-RealTimeIntegrity

	
	posSibType2.5
	GNSS-DataBitAssistance

	
	posSibType2.6
	GNSS-AcquisitionAssistance

	
	posSibType2.7
	GNSS-Almanac

	
	posSibType2.8
	GNSS-UTC-Model

	
	posSibType2.9
	GNSS-AuxiliaryInformation

	
	posSibType2.10
	BDS-DifferentialCorrections

	
	posSibType2.11
	BDS-GridModelParameter

	
	posSibType2.12
	GNSS-RTK-Observations

	
	posSibType2.13
	GLO-RTK-BiasInformation

	
	posSibType2.14
	GNSS-RTK-MAC-CorrectionDifferences

	
	posSibType2.15
	GNSS-RTK-Residuals

	
	posSibType2.16
	GNSS-RTK-FKP-Gradients

	
	posSibType2.17
	GNSS-SSR-OrbitCorrections

	
	posSibType2.18
	GNSS-SSR-ClockCorrections

	
	posSibType2.19
	GNSS-SSR-CodeBias

	OTDOA Assistance Data 
	posSibType3.1
	OTDOA UE Assisted

	
	posSibType3.2
	OTDOA UE Based

	
	posSibType3.3
	OTDOA UE Assisted NB

	
	posSibType3.4
	OTDOA UE Based NB


The above Table could be included in LPP to map the assistanceDataElement to a specific posSibType. In that way, RRC [17] would only have to specify a single generic PositioningSystemInformationBlockType as shown above.

Proposal 6: 
Include the details of the Positioning SIBs in LPP [15], and specify a single generic Positioning SIB in RRC [17].
3. 
System Information Message

SIBs can be grouped into a set of SI (System Information) messages which are transmitted with different (configurable) periodicities [17]. All of the SIBs contained within a single SI message have the same periodicity, and can be set to 8, 16, 32, 64, 128, 256 or 512 radio frames.
In order to make sure the SIBs are received by the UE, an SI-window is defined to enable multiple transmissions of the SI message within the window. The length of the SI-window can be set to 1, 2, 5 10, 15, 20 or 40 ms. The length of SI‑window is defined in SIB1 and common for all SI messages. Within an SI‑window, only one SI message can be sent, and may be repeated multiple times. When a UE tries to acquire an SI message, it listens from the starting of the SI‑window until the SI message is received (see also section 4 below).
The in section 2 above proposed positioning SIB types would have to be included in the RRC SI message structure [17]. Given that about 30 new positioning SIB types are proposed (and more may be needed in the future), a critical or non-critical extension of the SI message would be needed. 
A critical extension may have the advantage of separating (critical) system information from (less critical) positioning assistance data. For example:
SystemInformation message
-- ASN1START

SystemInformation-BR-r13 ::=
SystemInformation

SystemInformation-MBMS-r14 ::=
SystemInformation

SystemInformation ::=



SEQUENCE {


criticalExtensions




CHOICE {



systemInformation-r8



SystemInformation-r8-IEs,



later






CHOICE {



posSystemInformation-r15

PosSystemInformation-r15-IEs,




criticalExtensionsFuture










SEQUENCE {}



}

}

}

SystemInformation-r8-IEs ::=

SEQUENCE {


sib-TypeAndInfo





SEQUENCE (SIZE (1..maxSIB)) OF CHOICE {



sib2







SystemInformationBlockType2,



sib3







SystemInformationBlockType3,



sib4







SystemInformationBlockType4,



sib5







SystemInformationBlockType5,



sib6







SystemInformationBlockType6,



sib7







SystemInformationBlockType7,



sib8







SystemInformationBlockType8,



sib9







SystemInformationBlockType9,



sib10







SystemInformationBlockType10,



sib11







SystemInformationBlockType11,



...,



sib12-v920






SystemInformationBlockType12-r9,



sib13-v920






SystemInformationBlockType13-r9,



sib14-v1130






SystemInformationBlockType14-r11,



sib15-v1130






SystemInformationBlockType15-r11,



sib16-v1130






SystemInformationBlockType16-r11,



sib17-v1250






SystemInformationBlockType17-r12,



sib18-v1250






SystemInformationBlockType18-r12,



sib19-v1250






SystemInformationBlockType19-r12,



sib20-v1310






SystemInformationBlockType20-r13,


sib21-v1430






SystemInformationBlockType21-r14


},


nonCriticalExtension



SystemInformation-v8a0-IEs


OPTIONAL

}

SystemInformation-v8a0-IEs ::= SEQUENCE {


lateNonCriticalExtension


OCTET STRING





OPTIONAL,


nonCriticalExtension



SEQUENCE {}






OPTIONAL

}
-- ASN1STOP

The above introduced critical extension would have no impacts on the SystemInformation-r8-IEs. The consequence of the above would be that System Information SIBs and new Positioning SIBs cannot be included in the same SI message, which however, should not be a disadvantage (i.e., should not be needed/desired anyhow). As an alternative to the above, an extension of the BCCH-DL-SCH-Message class may also be considered, which may however, have bigger impacts overall. The PosSystemInformation‑r15‑IEs would be defined in the same way as the SystemInformation‑r8‑IEs (using the SIB Table in Section 2 above). Note, as mentioned in section 2 above, only a single generic positioning SIB type would be needed in RRC [17]. The included assistance data element would be defined by the posSibX-Y specified in LPP [15]: 
-- ASN1START
PosSystemInformation-r15-IEs ::= SEQUENCE {


pos-sib-TypeAndInfo



SEQUENCE (SIZE (1..maxSIB)) OF CHOICE {



posSib1-1






PositioningSystemInformationBlockType-r15,



posSib1-2






PositioningSystemInformationBlockType-r15,



posSib1-3






PositioningSystemInformationBlockType-r15,



posSib1-4






PositioningSystemInformationBlockType-r15,



posSib1-5






PositioningSystemInformationBlockType-r15,



posSib1-6






PositioningSystemInformationBlockType-r15,



posSib1-7






PositioningSystemInformationBlockType-r15,



posSib2-1






PositioningSystemInformationBlockType-r15,



posSib2-2






PositioningSystemInformationBlockType-r15,



posSib2-3






PositioningSystemInformationBlockType-r15,



posSib2-4






PositioningSystemInformationBlockType-r15,



posSib2-5






PositioningSystemInformationBlockType-r15,



posSib2-6






PositioningSystemInformationBlockType-r15,



posSib2-7






PositioningSystemInformationBlockType-r15,



posSib2-8






PositioningSystemInformationBlockType-r15,



posSib2-9






PositioningSystemInformationBlockType-r15,



posSib2-10






PositioningSystemInformationBlockType-r15,



posSib2-11






PositioningSystemInformationBlockType-r15,



posSib2-12






PositioningSystemInformationBlockType-r15,


posSib2-13






PositioningSystemInformationBlockType-r15,


posSib2-14






PositioningSystemInformationBlockType-r15,


posSib2-15






PositioningSystemInformationBlockType-r15,


posSib2-16






PositioningSystemInformationBlockType-r15,


posSib2-17






PositioningSystemInformationBlockType-r15,


posSib2-18






PositioningSystemInformationBlockType-r15,


posSib2-19






PositioningSystemInformationBlockType-r15,



posSib3-1






PositioningSystemInformationBlockType-r15,


posSib3-2






PositioningSystemInformationBlockType-r15,



...

},


nonCriticalExtension



PosSystemInformation-v15xy-IEs


OPTIONAL

}

-- ASN1STOP

The above would also reduce the LPPa [20] impacts, since LPPa need to support the conveyance of PositioningSystemInformationBlockType segments (together witn some meta-data) only [9]. This would also reduce the eNB impacts, since the SIB content (incl. ciphering and segmentation details) would be transparent to the eNB [9]. Any e.g., new assistance data elements introduced in a later Release would have minimal impacts to RRC and LPPa. 
Proposal 7: 
Use a critical extension of the SystemInformation message for the new Positioning SIB types.
4. 
Scheduling Information

GNSS assistance data are split into common assistance data, independent of a particular GNSS, and GNSS specific assistance data, where the GNSS is indicated via a GNSS-ID [15]. Therefore, there may be multiple e.g., GNSS‑NavigationModel IEs required to be broadcasted (posSibType2.3 in section 2 and 3 above). In UMTS, the GANSS-ID is included in the scheduling information, which means that the UE knows a-priori which SIBx contains data for which GNSS (i.e., the UE would not have to read the SIBx to determine the applicable GNSS).  

The scheduling information in SIB1 allows a UE to find the SI message to read the actual SIBs in it. Currently, max 32 SI messages can be generated (maxSI-Message), each with max 32 SIBs (maxSIB). 

For the proposed Positioning SIB Types, a new scheduling info can be defined, which includes the GNSS-ID (and possibly SBAS-ID). In addition, the positioning scheduling info could also include a flag to indicate whether the Positioning SIB Type is ciphered or not. This avoids that the UE reads a ciphered Positioning SIB without the required ciphering keys stored. The new positioning scheduling information needs to be included in SIB1; for example:
-- ASN1START

SystemInformationBlockType1-v15xy-IEs ::= SEQUENCE {

pos-schedulingInfoList-r15


Pos-SchedulingInfoList-r15,


nonCriticalExtension



SEQUENCE {}






OPTIONAL
}
Pos-SchedulingInfoList-r15 ::= SEQUENCE (SIZE (1..maxSI-Message)) OF Pos-SchedulingInfo-r15
Pos-SchedulingInfo-r15 ::=
SEQUENCE {


pos-si-Periodicity-r15

ENUMERATED {rf8, rf16, rf32, rf64, rf128, rf256, rf512},

pos-sib-MappingInfo-r15

Pos-SIB-MappingInfo-r15
}

Pos-SIB-MappingInfo-r15 ::= SEQUENCE (SIZE (1..maxSIB)) OF Pos-SIB-Type-r15
Pos-SIB-Type-r15 ::= SEQUENCE {


encrypted-r15

ENUMERATED { true }



OPTIONAL,

-- Cond Ciphered


gnss-id-r15


GNSS-ID-r15





OPTIONAL,

-- Cond GNSS-GenericAD

sbas-id-r15


SBAS-ID-r15





OPTIONAL,

-- Cond
GNSS-ID-SBAS
    pos-sib-type-r15
ENUMERATED { 
posSIB-1.1, 










posSIB-1.2, 










posSIB-1.3, 










posSIB-1.4, 










posSIB-1.5,











posSIB-1.6, 










posSIB-1.7, 










posSIB-2.1, 










posSIB-2.2, 










posSIB-2.3,











posSIB-2.4, 










posSIB-2.5, 










posSIB-2.6, 










posSIB-2.7, 










posSIB-2.8,











posSIB-2.9, 










posSIB-2.10, 










posSIB-2.11, 










posSIB-2.12, 











posSIB-2.13, 










posSIB-2.14, 










posSIB-2.15, 










posSIB-2.16,











posSIB-2.17, 










posSIB-2.18, 










posSIB-2.19, 










posSIB-3.1,










posSIB-3.2, 












... }
}

-- ASN1STOP
	Conditional presence
	Explanation

	Ciphered
	This field is mandatory present if the pos-sib-type is ciphered, as specified in [15]; otherwise the field is not present.

	GNSS-GenericAD
	This field is mandatory present, if the pos-sib-type is posSIB-2.x (with x=1,2,…); otherwise the field is not present.

	GNSS-ID-SBAS
	This field is mandatory present if the gnss-id = sbas; otherwise it is not present.


A similar pos-schedulingInfoList-r15 would be needed for NB-IoT.
The Pos-SchedulingInfoList must be understood/defined as an extension to the existing schedulingInfoList (e.g., via procedure description). I.e., the Pos-SchedulingInfoList is a continuation of the schedulingInfoList. That is, the number n required for acquisition of an SI message ([17] subclause 5.2.3) corresponds to the order of entry in the concatenated list defined by schedulingInfoList and Pos-SchedulingInfoList.
For example:
schedulingInfoList: 3 items


item 0




SchedulingInfo






si-periodicity:
rf16 (1)






sib-MappingInfo: 0 items



item 1




SchedulingInfo






si-periodicity:
rf32 (2)






sib-MappingInfo: 2 items








Item 0









SIB-Type: sibType3 (0)








Item 1









SIB-Type: sibType4 (1)



item 2




SchedulingInfo






si-periodicity: rf64 (3)






sib-MappingInfo: 1 item








Item 0









SIB-Type: sibType6 (3)

si-windowLength: ms10 (4)

pos-schedulingInfoList-r15: 5 items



item 0




Pos-SchedulingInfo-r15





pos-si-Periodicity-r15: rf512 (6)

pos-sib-MappingInfo-r15: 2 items


Item 0




Pos-SIB-Type-r15




encrypted-r15: true
gnss-sib-type-r15: posSIB-1.5







Item 1




Pos-SIB-Type-r15




encrypted-r15: true
gnss-sib-type-r15: posSIB-1.6



item 1




Pos-SchedulingInfo-r15





pos-si-Periodicity-r15: rf128 (5)

pos-sib-MappingInfo-r15: 1 item








Item 0









Pos-SIB-Type-r15









encrypted-r15: false










gnss-id-r15:
gps (0)

pos-sib-type-r15: posSIB-2.12


item 2




Pos-SchedulingInfo-r15





pos-si-Periodicity-r15: rf128 (5)

pos-sib-MappingInfo-r15: 1 item








Item 0









Pos-SIB-Type-r15









encrypted-r15: false










gnss-id-r15:
glonass (4)

pos-sib-type-r15: posSIB-2.12

item 3




Pos-SchedulingInfo-r15





pos-si-Periodicity-r15: rf256 (5)

pos-sib-MappingInfo-r15: 1 item








Item 0









Pos-SIB-Type-r15









encrypted-r15: false









pos-sib-type-r15: posSIB-3.1

item 4




Pos-SchedulingInfo-r15





pos-si-Periodicity-r15: rf256 (5)

pos-sib-MappingInfo-r15: 1 item








Item 0









Pos-SIB-Type-r15









encrypted-r15: true









pos-sib-type-r15: posSIB-3.2

The above would define 8 SI messages:

SI1 (n=1):
{ 160 ms 
| SIB2 }
SI2 (n=2):
{ 320 ms 
| SIB3, SIB4 }
SI3 (n=3):
{ 640 ms
| SIB6 }
SI4 (n=4):
{ 5.12 s
| posSIB-1.5, posSIB-1.6 }(GNSS-RTK-ReferenceStationInfo, ciphered,
 

















 GNSS-RTK-CommonObservationInfo,ciphered)
SI5 (n=5):
{ 1.28 s
| posSIB-2.12 } (GNSS-RTK-Observations for GPS,
 not ciphered)
SI6 (n=6):
{ 1.28 s
| posSIB-2.12 } (GNSS-RTK-Observations for GLO, not ciphered)

SI7 (n=7):
{ 2.56 s
| posSIB-3.1  } (UE-assisted OTDOA, not ciphered)

SI8 (n=8):
{ 2.56 s
| posSIB-3.2  } (UE-based OTDOA, ciphered)



A UE which does not support (or does not need) e.g., GLONASS observations could skip reading SI6 in the example above. Similar, if the UE does not have ciphering keys for some of the SIBs (e.g., no valid subscription) could skip reading the corresponding SI messages. 

The above would allow for up to 32 positioning SI messages. However, a larger number should be considered for the positioning SI messages. For example, considering 5 different RTK/GNSS periodicities, and 4 GNSSs, 20 SI messages would be needed for RTK/GNSS alone.  
The above would give an network operator maximum flexibility in deploying desired assistance data broadcast, and in scheduling the data. In addition, each Positioning SIB in a SI message may or may not be ciphered, and if ciphered, may or may ot use the same ciphering key. 
Proposal 8:
Define additional scheduling information in SIB1 and SIB1-NB for the Positioning SIBs which includes the GNSS‑ID (if applicable), as well as information about whether the Positioning SIB is encrypted or not.
5. 
Cipher Set Data

The Cipher Set Data contains information relevant to ciphering of a particular System Information Block. The Cipher Set Data are provided point-to-point to subscribed UEs [18]. If a ciphering solution similar to LPPe is used [13, 12], the first component C0 for the initial ciphering counter would be provided point-to-point (note, the second component for the initial ciphering counter D0 would be provided in the positioning SIBs (see section 2 above)). 
Multiple Cipher Sets may be provided to the target device, each containing information relevant to ciphering of a particular Positioning System Information Block (i.e., different Positioning SIBs could have different ciphering keys to support multiple subscription levels). Each set includes (at least) the following information [11]:

	Cipher Set

	cipherSetID
	INTEGER (0..65535)
	This field specifies the cipher set ID.

	cipherKey
	BIT STRING (SIZE (128))
	This field specifies a cipher key as a bit string of size 128 bits.

	c0
	BIT STRING (SIZE (1..128))
	This field specifies the first component of the initial ciphering counter C1. If less than 128 bits, c0 is padded out with zeroes in more significant bit positions to achieve 128 bits.

	sibType
	BIT STRING (SIZE (max))
	List of Positioning SIB Types for which the Cipher Set data is applicable. 

	Time of applicability & validity time
	UTC
	E.g., start time plus duration.

	Area of applicability
	E.g., List of TAs
	Default may be all TAs.


A UE with proper subscription would receive multiple Cipher Sets as defined above (i.e., one set for one or more of each SIB type the UE has a subscription for receiving broadcast of assistance data). Therefore, some UEs may have access to all data while other UEs can only access a subset, depending on their subscription portioning. The delivery of the Cipher Set(s) to subscribed UEs may use a mobility management procedure, as described in [10, 18]. 
Proposal 9:
The Cipher Set Data (provided point-to-point to subscribed UEs) should include a cipher key identifier, a key value, a list of applicable Positioning SIB Types, a time of applicability, and an area of applicability.
6. 
Summary and Proposal

In this contribution, we discussed the broadcast of positioning assistance data via system information blocks. This leads to the following proposals:

Proposal 1:
Support octet string- and pseudo-segmentation of large assistance data elements for each SIB. 

Proposal 2:
For pseudo-segmentation, support dependent and independent ciphering of each segment.
Proposal 3:
Support ciphering of the assistance data elements for each SIB. 

Proposal 4:
Define a separate Positioning System Information Block (SIB) for each GNSS assistance data element specified in LPP.
Proposal 5:
Define a separate Positioning SIB for UE-assisted and UE-based OTDOA assistance data; as well as for WB an NB related assistance data.

Proposal 6: 
Include the details of the Positioning SIBs in LPP [15], and specify a single generic Positioning SIB in RRC [17].
Proposal 7: 
Use a critical extension of the SystemInformation message for the new Positioning SIB types.
Proposal 8:
Define additional scheduling information in SIB1 and SIB1-NB for the Positioning SIBs which includes the GNSS‑ID (if applicable), as well as information about whether the Positioning SIB is encrypted or not.
Proposal 9:
The Cipher Set Data (provided point-to-point to subscribed UEs) should include a cipher key identifier, a key value, a list of applicable Positioning SIB Types, a time of applicability, and an area of applicability.
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