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1 Introduction

In RAN2-99, the procedures for RRC Connection Setup and RRC Resume were discussed, and it is still FFS on whether to merger different procedures into one common message flow as shown below. 
12.
For INACTIVE to CONNECTED RRC transition, RRC Connection Resume Request kind of message is sent over SRB0 carried by RACH MSG3.

FFS whether to have a common message/procedure for INACTIVE to CONNECTED RRC transition, RAN location area update (RLAU), re-establishment and for IDLE to CONNECTED transition.

In this contribution, we will discuss the possibility to merge different procedures.

2 Discussion 
2.1 On the merging of RRC Connection Setup procedure  

In LTE, RRC Connection Setup procedure is used to setup the context for the UE. RRC Connection Re-establishment and RRC Connection Resume procedure are used to re-establish the connection based on existing context. Before RRC Connection Setup procure, the UE is not assumed to have RAN allocated ID and activated security parameters. Therefore the UE ID used in Msg3 for RRC Connection Setup procedure is NAS UE ID and no token is carried in Msg3. While for RRC Connection Resume procedure and RRC Connection Re-establishment, the UE has RAN allocated UE ID and activated security keys and thus RAN based UE ID and token is used in these two procedure. There also has the possibly to update key and resume DRB in the RRC Connection Resume procedure and RRC Connection Re-establishment procedure, but for RRC Connection Setup procedure, the UE has to active security and setup DRB in the followed procedures due to required interaction with CN. Therefore the difference between RRC Connection Setup procedure and RRC Connection Resume/Reestablishment are fundamentally, it would just increase the complexity of the messages without obvious benefit.

Proposal 1: the RRC Connection Setup procedure is not merged with the RRC Connection Resume/Reestablishment procedure.

2.2 On the merging RRC connection resume/re-establishment 
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Figure 2.1-1: LTE re-establishment and resume on the air interface

In LTE, the re-establishment procedure is used to recover the RRC connection after RLF/handover failure. The RRC Connection Resume procedure is used to resume RRC connection for UE in light connection or in IDLE with AS context. As shown in the figure1, the two procedures have many common aspects.

1) Both Msg3 messages in the two procedures are send on SRB0 including UE-ID, UE verification info

2) The content of Msg4 are quite similar, including new key, updated resource

3) Msg5 for both procedure are used to confirm the new configuration

With respect to differences, the UE ID used for re-establishment is different from the resume ID used in the RRC Resume procedure. The resume ID (eNBID + UEID) is valid in a larger area than validity area of PCI+C-RNTI included in the RRC Connection Re-establishment procedure.
Also, in the re-establishment procedure, only SRB1 is resumed and to resume SRB2 and all DRBs, an additional RRC Connection Reconfiguration is needed while in the RRC Resume procedure, SRB2 and all DRBs are resumed. 

Observation 1: In LTE, the RRC connection resume procedure and RRC reestablishment procedure are similar in term of functions and message contents 
Observation 2: the resume procedure allows resuming SRB2 and DRBs, unlike the re-establishment procedure where a subsequent reconfiguration is needed.

Observation 3: UE ID used in resume procedure and re-establishment are different.

Another difference is the network side procedure. RLF could happen due to mobility issues, e.g. the network sends the handover too late or, in HetNet case, the UE attempts re-establishment early on a cell which was prepared because of T312 expiry. Such a scenario can be illustrated below:

Figure 2.1-2: RLF with re-establishment on prepared cell
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If the cell on which re-establishment is attempted was prepared for handover (LTE supports preparation of multiple eNBs for handover), the network node which receives the re-establishment request can immediately send the reply, without the need for any interaction with other network nodes.

Figure 2.1-3: LTE resume procedure
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In the LTE resume procedure, the eNB receiving the RRCConnectionResumeRequest message first attempts to contact the old eNB to fetch the UE context. After receiving the UE context, the new eNB can send the resume message.

Observation 4: In LTE, multiple candidate target cells can be prepared for re-establishment which allows the eNB receive the re-establishment request to immediately reply to the UE, while for the resume procedure, the eNB needs to contact the old eNB before it can send the resume message to the UE.
In NR, we assume that we will support reestablishment and a procedure similar to the LTE resume procedure for transition from INACTIVE state to CONNECTED state. Since we design the RRC procedure from the scratch in NR, we need to consider whether we need two separate procedures for similar functions or we can design a common procedure for example RRC Connection Re-Activation for both scenarios.

In the following figure, an example using a common procedure for both scenarios is given. 
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1.  The UE transmits a RRC connection re-activation request which may include different causes for RLF/handover failure and for transition from INACTIVE to CONNECTED state.  

The UE context ID used for INACTIVE state is included in the RRC Re-Activation Request message. The UE Context ID could be provided to the UE in the RRC connection setup procedure or in the handover procedure so that when RLF/handover failure occurs, the UE has a valid UE ID for connection re-activation.

2. Upon reception of the RRC Connection Re-Activation Request from the UE, the network could, if needed, trigger context fetch from the source gNB. 

3.  If the context if available, the network sends RRC Connection Re-Activation to UE to inform the UE to resume the RRC Connection from RLF/handover failure or from INACTIVE state. Otherwise, the network sends a RRC Connection Setup to setup new RRC Connection for the UE.

4.  UE transmits the RRC Re-Activation Complete after successful resumption of the RRC connection.

Using a common procedure as discussed above might allow resuming SRB2 and DRBs faster after handover failure. However, the resume ID needs to be pre-configured before RLF to ensure the UE has valid resume ID in Msg3. There has the possibility that RLF is triggered before Resume ID is pre-configured or RLF is triggered due to reconfiguration failure while the reconfigure message is used to configure resume ID for the UE. In such case it would not possible to perform re-establish by resume procedure.  

In addition, Resume ID is expected to longer than CRNTI+PCI, and the advantage of longer resume ID is that it could be valid in larger area, and the disadvantage is that it would impact the coverage of msg3 transmission, that is why in LTE for some deployment scenario, Resume ID is truncated in msg3. For re-establishment scenario, usually the UE would trigger re-establishment in the neighbour cell of source cell, PCI+CRNTI is enough to identify the UE in the neighbour cells. It would be unnecessary to use a resume ID instead of PCI+C-RNTI considering the risk to impact the successful rate of msg3.
Observation 5: Pre-configuration of Resume ID is necessary for common design of resume and re-establishment.

Observation 5a: if RLF occurs before or while the resume ID is being configured, the UE cannot perform re-establishment using the resume procedure.
Observation 5b: It would be unnecessary to use a resume ID instead of PCI+C-RNTI considering the risk to impact the successful rate of msg3 for re-establishment procedure.

Another aspect is that if all potential candidate target cells cannot be prepared, the node receiving the UE request will have to contact the anchor node before responding to the UE. This would impact the user experience by creating additional delay while data transfer may be ongoing.
Observation 6: To recover from RLF/handover failure, it is preferable that each candidate cell for recovery is prepared, while for transition from INACTIVE to CONNECTED, it is sufficient to fetch the UE context after the resume is received from the UE.
Based on the above discussion, there could be the need for different UE and network behaviours for the different cases, which may destroy the benefits of having a common procedure for all cases.
Proposal 2: The RRC Connection Reestablishment procedure is not merged with the RRC Connection Resume procedure.
3 Conclusion
In this contribution, we discussed the possibility of having a common procedure for transition from INACTIVE state to CONNECTED state and for re-establishment after RLF/handover failure. We have the following observations and proposal.
Observation 1: In LTE, the RRC connection resume procedure and RRC reestablishment procedure are similar in term of functions and message contents 

Observation 2: the resume procedure allows resuming SRB2 and DRBs, unlike the re-establishment procedure where a subsequent reconfiguration is needed.

Observation 3: UE ID used in resume procedure and re-establishment are different.

Observation 4: In LTE, multiple candidate target cells can be prepared for re-establishment which allows the eNB receive the re-establishment request to immediately reply to the UE, while for the resume procedure, the eNB needs to contact the old eNB before it can send the resume message to the UE.

Observation 5: pre-configuration of Resume ID is necessary for common design of resume and re-establishment.

Observation 5a: if RLF occurs before or while the resume ID is being configured, the UE cannot perform re-establishment using the resume procedure.

Observation 5b: It would be unnecessary to use a resume ID instead of PCI+C-RNTI considering the risk to impact the successful rate of msg3 for re-establishment procedure.

Observation 6: To recover from RLF/handover failure, it is preferable that each candidate cell for recovery is prepared, while for transition from INACTIVE to CONNECTED, it is sufficient to fetch the UE context after the resume is received from the UE.

Proposal 1: the RRC Connection Setup procedure is not merged with the RRC Connection Resume/Reestablishment procedure.

Proposal 2: The RRC Connection Reestablishment procedure is not merged with the RRC Connection Resume procedure.
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