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Introduction

[bookmark: _Ref462918989]In RAN2#99, significant progress had been made for the basic HO procedure in NR [1]. In this paper, we would like to discuss some remaining issues and provide corresponding TP. 

[bookmark: _Ref178064866]Discussion
It has been specified in TS 38.300 (v15.0.0) that “The Handover Command message includes at least cell ID and all information required to access the target cell so that the UE can access the target cell without reading system information”. Also, there is a relevant FFS which says “whether there is a need to provide the system information from source equivalent to LTE’s MIB, SIB-1 and SIB-2”. In order to allow the UE to access the target cell without reading system information, there is a need for source gNB to provide system information equivalent to LTE’s MIB, SIB-1 and SIB-2. However, due to the new terminology (RMSI) and the on-demand SI acquisition mechanism introduced in NR, we suggest rephrasing the sentence as follows. 
Proposal 1: The minimum SI (the content in PBCH and RMSI) and UE’s on-demand SI can be provided in AS-configuration from source to target gNB.
Accordingly, we proposed several text changes based on TS 38.300 (v15.0.0). 
[bookmark: _Toc461106288]Proposal 2: RAN2 to adopt the text proposal provided in this paper to TS 38.300.

Text Proposal to TS 38.300
[bookmark: _Toc497817271]9.2.3.2	Handover
[bookmark: _Toc497817272]9.2.3.2.1	C-Plane Handling
The intra-NR RAN handover performs the preparation and execution phase of the handover procedure performed without involvement of the 5GC, i.e. preparation messages are directly exchanged between the gNBs. The release of the resources at the source gNB during the handover completion phase is triggered by the target gNB. The figure below depicts the basic handover scenario where neither the AMF nor the UPF changes:


Figure 9.2.3.2.1-1: Intra-AMF/UPF Handover
0.	The UE context within the source gNB contains information regarding roaming and access restrictions which were provided either at connection establishment or at the last TA update.
1.	The source gNB configures the UE measurement procedures and the UE reports according to the measurement configuration.
2.	The source gNB decides to handover the UE, based on MEASUREMENT REPORT and RRM information.
3.	The source gNB issues a HANDOVER REQUEST message to the target gNB passing a transparent RRC container with necessary information to prepare the handover at the target side. The information includes at least the target cell ID, KgNB*, the C-RNTI of the UE in the source gNB, RRM-configuration including UE inactive time, basic AS-configuration including antenna Info and DL Carrier Frequency (subject to RAN1 feedback), the UE capabilities for different RATs, and can include the UE reported measurement information including beam-related information if available. Also, if CA is configured, the RRM configuration can include the list of best cells on each frequency for which measurement information is available. The content in PBCH, RMSI and UE’s on-demand SI can be provided in AS-configuration from source to target gNB.
4.	Admission Control may be performed by the target gNB.
5.	The target gNB prepares the handover with L1/L2 and sends the HANDOVER REQUEST ACKNOWLEDGE to the source gNB. The HANDOVER REQUEST ACKNOWLEDGE message includes a transparent container to be sent to the UE as an RRC message to perform the handover.
[bookmark: OLE_LINK89][bookmark: OLE_LINK90]6.	The source gNB triggers the Uu handover and sends the Handover Command message to the UE. The Handover Command message carries the information required to access the target cell, which includes at least the target cell ID, the new C-RNTI, the target gNB security algorithm identifiers for the selected security algorithms, can include a set of dedicated RACH resources, the association between RACH resources and SS blocks, the association between RACH resources and UE-specific CSI-RS configuration(s), common RACH resources, and target gNB SIBs, etc.
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