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1 Introduction

At RAN2 #99bis an email discussion was agreed to discuss future phase support for SSR, including in particular the need for additional Integrity monitoring:

[99bis#57][LTE/Positioning] Future phase support of SSR (u-blox)

To converge on what SSR aspects can be supported in future phases, including what if any integrity information would be needed.

Output: report to February meeting

Deadline: for February meeting

The email discussion will be organized in two phases:


Phase 1: Integrity considerations and discussion, deadline 22 December 2017


Phase 2: Future SSR support, deadline 8 February 2018

After phase 1 completes there will be a 2 week period during which the source company will summarise the inputs to phase 1 and kick off phase 2.

2 Integrity Discussion (Phase 1)
First we provide some background material about Integrity for GNSS positioning and then set out the main discussion points using a question and answer framework in which we’d like to collect the views of as many participating companies as possible. These will be summarized after the discussion phase and presented to the Working Group.
2.1 Background and overview of Integrity in GNSS
2.1.1 Definitions

The following definitions are taken from [1] ETSI TS 103 246-2 and [3] Navipedia:
Alert Limit (AL): The alert limit for a given parameter measurement is the error tolerance not to be exceeded without issuing an alert.
Authentication: provision of assurance that the location-related data associated with a location target has been derived from real and not falsified signals

D-GNSS: technique aiming at enhancing position accuracy and integrity of a GNSS receiver by using differential pseudorange corrections and "do not use flag" for faulty satellites delivered by a GNSS reference station located at a known location.
FDE (fault detection and exclusion): a process responsible for checking the consistency of the measurements, and in the event of detection to decide which measurement or group of measurements is more likely to be responsible for the fault and reject the affected measurements so that they are not used in the navigation solution.

GNSS-based location system (GBLS): location system using GNSS as the primary source of positioning.

Integrity: measure of the trust in the accuracy of the location-related data provided by the location system and the ability to provide timely and valid warnings to users when the location system does not fulfil the condition for intended operation.

Integrity Breach: also described as Loss of Integrity, occurs when an unsafe condition occurs, i.e. the actual positioning error is greater than the Alert Limit (AL) for longer than the Time-To-Alert (TTA) without the alert being annunciated.

Integrity Monitor (IM): only applicable to conventional D-GNSS. A component of the D-GNSS Reference Station which is responsible for validating the integrity of the correction computation and broadcast signals 

NOTE: When this IM component detects anomalies, it reports these conditions to the Reference Station component.

Integrity Risk (Irisk): Probability that, at any moment, the position error exceeds the Alert Limit (AL).
Protection Level (PL): upper bound to the position error such that: P(ε > PL) < Irisk , where Irisk is the Integrity risk and ε is the actual position error.

NOTE: The protection level is provided by the location system, and with the integrity risk, is one of the subfeatures of the integrity system. The protection level may be computed separately in the vertical and in the horizontal position domains or in the vertical, cross-track and along-track domains for automotive applications. It is based on conservative assumptions that can be made on the properties of the GNSS sensor measurements, i.e. the measurement error can be bounded by a statistical model. Integrity is expressed through the computation of the PL. The Integrity function is built to deliver a warning (or alert), if any, to users within a given period of time (Time-To-Alert (TTA)), when the PL>AL.

Quality of Service (QoS): set of indicators that can accompany the location target's position/motion information and is intended to reflect the quality of the information provided by the location system.

NOTE: QoS indicators can include an accuracy estimate, a protection level statistic, the integrity risk, an authentication flag.

Receiver Autonomous Integrity Monitoring (RAIM): can be defined as a GNSS receiver algorithm that determines the integrity of the GNSS solution.
reference receiver: receiver placed at a known and surveyed position used for differential GNSS technique

NOTE: A reference receiver is an essential component of a reference station. 

reference station: station placed at a known and surveyed position aiming at determining and sharing the systematic errors of at least one GNSS constellation

NOTE: It can be isolated, and in this case will be integrated in the GBLS, or can be part of a network which itself can be a part of the GBLS or can be part of the network of an external differential GNSS service provider.

Time-To-Alert (TTA): maximum allowed time from when the position error ε exceeds the Alert Limit (AL) to when the alerting message reaches the user.
2.1.2 Functional Overview

The civil aviation community imposes stringent requirements on the levels of precision, integrity, continuity of service and availability provided by GNSS. One of the most essential aspects relies on integrity and its impact on safety, the major driver in civil aviation. Integrity in GNSS is the capability of providing timely warnings to the user when the service should not be used. Many terrestrial positioning and navigation applications, such as V2X, autonomous vehicle guidance and other safety of life applications, are also demanding high levels of integrity with ambitious Protection Levels and Integrity Risk being defined in some cases.
There are three main mechanisms used in the GNSS receiver for determining integrity of the computed position in accordance with the required Protection Level:

· Receiver based techniques including RAIM, in which the receiver uses locally derived information about the satellite signals as well as other sensor inputs to generate an alert when performance falls below that required.

· SBAS: Satellite health and integrity information broadcast by satellite based augmentation systems such as WAAS, EGNOS, MSAS, Gagan.

· GBAS: Ground based integrity information generated by reference receivers and sent to the GNSS using an independent communications channel.
2.1.3 Integrity as part of RTCM RTK and other standards

D-GNSS integrity as standardized by RTCM does not use the protection level concept. The Assistance Server (Reference Receiver and Integrity Monitor) only provides flags for faulty satellites through a "do not use" message sent to the receiver [2].

RTK as standardized by RTCM does not implement any GNSS integrity monitoring: there is no Integrity Monitor coupled to the Reference Receiver in an RTK reference station.

The ETSI TS 103 246 series of specifications uses the concept of integrity defined by confidence classes for horizontal position error estimate with a given integrity risk. These specifications also intend to define Position Integrity (Time-to-Alert) and Position Integrity (Time-to-Recover-from-Alert) but these are currently listed as FFS (For Future Study). As part of a future further 3GPP study, all these aspects should be considered.
2.1.4 Integrity for GNSS in 3GPP
The LPP protocol [4] includes a field gnss-RealTimeIntegrity one of the elements of GNSS-GenericAssistData which is used to provide a list of unhealthy satellites which the receiver should ignore. This is typically used to indicate when a satellite is out of service and is intended to be applicable to standard positioning services. The requirements of High Precision RTK positioning are far more stringent and may benefit from a more advanced integrity indication.
2.1.5 Position Authentication

As part of any future 3GPP study and discussion on Integrity, Position Authentication should also be considered. As noted in the definition of QoS in section 2.1.1, information on PVT authentication and also possibly the quality of the authentication may be required for some more sensitive applications. Indeed, these types of applications are becoming increasingly important in the 3GPP IoT market: road-tolling, tachographs, dangerous goods tracking, car tracking, V2V/V2X …

Neither LPP [4] nor the LPPe protocol [5] currently consider authentication at all, however the ETSI TS 103 246 series of specifications defines classes for the Probability of false alarm and the Probability of detection.

A future study will need to consider how to support the applications requiring position authentication, as the authentication can be UE based or server based and can utilise a number of very different techniques including taking advantage of other complementary technologies (e.g. cellular positioning, identification of the GNSS constellations, etc.).
2.2 Discussion
Note that for the purposes of this discussion “integrity” refers to the trustworthiness of the GNSS navigation outputs and not the alternative meaning of ensuring that a message is transmitted without errors over a communications channel.
2.2.1 Integrity Field sourced from reference receiver network
Whilst standardized D-GNSS includes a flag indicating that the reference receiver has determined that a satellite should or should not be used by the receiver, RTK as standardized by RTCM does not include this feature.
Companies are invited to provide views or suggestions about the use of the field gnss-RealTimeIntegrity one of the elements of GNSS-GenericAssistData, specifically on whether it should be a valid setting when using RTK corrections.

	Company
	Comments

	Qualcomm
	The IE GNSS-RealTimeIntegrity is a mandatory element in LPP assistance data, and shall always be present for any GNSS positioning attempt and whenever GNSS assistance data are provided. A target device assumes a healthy constellation when IE GNSS-RealTimeIntegrity is not provided. We cannot see a reason why this should not be applicable to e.g., RTK assistance data. 

	u-blox AG
	RTK as standardised by RTCM does not include an integrity flag even though reference receivers are very well placed to detect faults: they are generally situated in good positions with excellent unobstructed view of the satellites with low multipath. The field gnssRealTimeIntegrity should be allowed for RTK corrections. 

This flag is a simple Boolean indicator per satellite indicating to the receiver whether the satellite is healthy or not.

The integrity flag, if implemented, must support all satellites in all constellations. 

Integrity signals distributed via the SBAS can have latencies of many seconds and in some cases the latency exceeds the required TTA of the application. Implementing a GBAS service with low latency is the best solution to aid the receiver in early detection of system and signal faults. An integrity flag supplied by the ground-based reference receiver network and delivered to the UE using a low-latency communications channel (LPP) will reduce the latency for generating Alerts, allow for earlier removal of faulty signals from the navigation solution, and reduce the probability of an Integrity Breach.

The goal should be to deliver the integrity flag status detected by the reference receiver network to the UE within one second (1s).

	Nokia
	Why do you say that satellite health info is intended only for standard positioning services? Is this documented somewhere? If RTCM does not use such a feature using a list of unhealthy satellites then LPP will now make this feature to be available for high precision positioning service too because as Qualcomm mentioned the gnss-RealTimeIntegrity info is part of the GNSS assistance data message which is now extended for RTK GNSS also. With the running LPP CR for RTK GNSS the use of gnss-RealTimeIntegrity is now already possible for RTK GNSS.

	Thales
	The current GNSS-RealTimeIntegrity flag provides an indicator per satellite, per GNSS and (optionally) per signal(s) of a satellite. Therefore, we agree with Qualcomm that we cannot see a reason why this should not be applicable to e.g., RTK assistance data.  

	ESA
	The IE GNSS-RealTimeIntegrity should and is already available (in our interpretation of the running LPP CR) for use with RTK and SSR assistance data. From TS 36.355 we understand that the list with unhealthy satellites will include satellites from all GNSS, including QZSS and SBAS, and an expanded list of signals (in the baseline draft CR for LPP).


2.2.2 Extension of gnss-RealTimeIntegrity element
The provision of high quality Integrity information generated by the reference receiver network can be a valuable aid to the receiver, especially for high reliability and safety of life applications. Reference receivers are located in good positions with a clear unobstructed view of the sky which makes them ideally suited to carry out an integrity monitoring function and to provide early warning of failing or deteriorating satellite signals. 
For High Precision positioning the demands on signal quality are much higher than for standard positioning and therefore there could be advantages to extending the Integrity flag to indicate more than simply use or don’t-use the satellite. For example the indicator could be extended to indicate which signal is failing rather than just an overall satellite unhealthy condition. It could also be extended to indicate the parameter that is out of tolerance, for example: orbit, clock etc.
Companies are invited to share their views on extending the meaning of the Integrity flag in association with RTK correction messages. In particular views about whether it should indicate the satellite signal that is failing and whether it would be advantageous to include an indication of the cause of the failure.

	Company
	Comments

	Qualcomm
	The existing IE GNSS-RealTimeIntegrity already indicates which signal(s) of a GNSS SV is/are failing. 

The use case for indicating the cause of failure (e.g., clock, orbits, etc.) seems unclear. Is the SV signal still useful when e.g., clock is out of tolerance? 

If the use case is SSR, the indication (if useful) may also be provided with the actual correction data (e.g., quality indicators for the state parameters) and may not need to be part of RTI.  A separate study with further technical contributions would be needed to investigate whether it is beneficial to indicate a failure cause and which failure causes might be worth including.

	u-blox AG
	There are several ways in which the integrity flag could be extended to indicate more than “use” or “don’t use” a particular satellite: 1) It could be extended to indicate the particular signal that should not be used (e.g. L1, E1, E5a etc.); or 2) It could be extended to indicate the parameter which is out of tolerance (e.g. orbit, clock, ionosphere etc). Whilst interesting it is considered likely that if one parameter is out of tolerance the UE would be unable to use any of the corrections for the satellite in question and therefore it would amount to the same as a global satellite health flag.

An alternative option would be to include a quality indicator: for example estimated error variances for the correction components. However, these would probably be better included with the correction messages, in which case there is no need to extend the integrity flag as suggested. Inclusion of the estimated error variances in the correction messages for SSR would be preferred by u-blox.

	Nokia
	LPP already allows signalling of not only the list of unhealthy SVs but also the specific signals that are bad. See GNSS-BadSignalList in GNSS-RealTimeIntegrity. If additional parameters need to be signalled as part of GNSS-RealTimeIntegrity then we would like to understand more details about the use case, actual proposed parameters, how location server gets this information and how the UE will use these parameters. Based on information that you can provide, we can assess whether it can be part of this WID or a TEI enhancement or if the scope is big warranting a separate work or study item. Given that we are talking about new protection level concept and alert mechanisms it sounds like an objective for a separate work item to us.

	Thales
	Agree with Qualcomm and Nokia, the current GNSS-RealTimeIntegrity flag already provides an indicator (optionally) which signal(s) of a satellite are failing. We beleve further study will be needed.

	ESA
	In our understanding, two kinds of information are of interest when integrity comes into discussion: flags to indicate unhealthy satellites and signlas, and quality indicator of assistance data. 

· Unhealty SVs ans signals are covered in full by the GNSS-RealTimeIntegrity IE (including an expanded signals list proposed in the draft CR). 

· Quality indicator for assistance data: we see it naturally to support a quality indicator/uncertainty fields for SSR since RTCM standardised the URA message and quality indicators for atmospheric models. Nevertheless, is to be seen what decision we will take regarding SSR Phase II and III as part of the enhancements covered in this WI. We believe it will be helpful to have uncertainty fields for RTK corrections too, though not clear how this would be possible as RTCM is not providing such info for RTK corrections.

We propose the follow the typical approach in LPP: in case it will be possible to support quality info for some of the assistance data, add this field to the corresponding IE, not in GNSS-RealTimeIntegrity. This practice is no stranger to LPP: some IEs already include this kind of field: DGNSS correctionsElement, CNAV-ClockModel, GNSS-AcquisitionAssistElement, etc.


2.2.3 Atmospheric error indicator(s)
Ionospheric errors are amongst the most significant errors in high precision GNSS and they are also the most complex to correct for. With OSR based RTK corrections all errors are lumped together, but when using SSR corrections the error component due to the ionosphere can be separated from other error sources by combining observations from a reference receiver network spread over a large geographic area.
Ionospheric errors are continually changing under the influence of space weather conditions.

Troposphere errors are also modelled as part of the SSR solution and although generally less severe than Ionospheric errors they also need to be taken into account.

In [5] OMA provides the IE OMA-LPPe-AGNSS-IonoStormIndication as one of the OMA-LPPe-AGNSS-IonosphericModel data elements. LPP [4] includes Ionosphere Storm flags as part of the NeQuick Ionosphere model.

Companies are invited to consider whether it would be beneficial to generate and deliver to the receiver an improved ionospheric integrity measurement as an LPP extension. This could, for example, be used to flag extreme ionospheric errors by indicating the size and severity of the disturbance and its location in the ionosphere. Further technical contributions will be needed to define details of any such improved integrity indicator.

Companies are also invited to comment on whether they see a need for the inclusion of a troposphere error indicator.

	Company
	Comments

	Qualcomm
	Similar to our comment to section 2.2.2 above, whether separate integrity parameters are needed for e.g., ionosphere seems to depend on the conclusions for the future phase SSR support (use case). It seems unclear what the receiver should do with this information. We believe a separate study with further technical contributions will be needed to investigate whether it is beneficial to generate and deliver to the receiver an "improved" integrity indicator.

	u-blox AG
	Inclusion of an Ionosphere Storm indicator would be valuable to the UE receiver.

In the case of OSR correction services a simple indicator may be sufficient given that the reference receiver and UE are relatively near one another and therefore the storm effects on the reference receiver could be expected to be of similar magnitude at the UE. However, in the case of SSR for which the correction model applies over an extended geographical area it will be necessary to include information about the locality of the storm in addition to its magnitude.

Therefore, for OSR corrections using VRS, FKP or MAC it may be sufficient to adopt a storm indicator similar to the one in LPPe, extended to be applicable to RTK corrections. However for SSR a more fine-grained approach for indicating Ionospheric storm effects that include storm locality and magnitude is preferred.

Although Tropospheric errors are generally smaller than Ionospheric errors there could be advantage from including a similar (though perhaps simpler) storm indicator for troposphere errors.

Further technical contributions will be needed to identify the scope of any such extended storm indicator.

	Nokia
	OMA provided value-added enhancements by extending LPP but are we now trying to import the enhancements back from LPPe to LPP or is the proposal something new which has not been considered in LPPe by OMA?

Agree with Qualcomm. It does not sound like a couple of additional fields to be added to GNSS-RealTimeIntegrity IE but it seems to be a broader new concept about integrity enhancements for A-GNSS in general. Interesting but I am afraid it may be too much for the current work item scope.

	Thales
	No comments.

	ESA
	Strictly speaking about SSR atmospheric models, things should be straightforward: info in VTEC, STEC and Tropo is modelled with some uncertainty and this uncertainty would be available as candidate field to be translated in ASN.1. But for this we need an SDO (RTCM, Sapcorda, etc.) to release a complete SSR format. To conclude, GNSS-RealTimeIntegrity should be left untouched and potential quality fields to be added as fields in appropriate IEs. We expect more details during the second part of this email discussion when it will become more clear what options (which SDO) we have for atmospheric models.


2.2.4 UE reporting of AL (Alert Level) being triggered
UEs operating in high reliability and safety of life applications are increasingly required to generate outputs in compliance with an Alert Level (AL) and Integrity Risk profile. When the Alert Level is exceeded the UE generates an alert indicating that the position output may not be fit for its designated use.

The CommonIEsProvideLocationInformation in LPP [4] includes the field locationError which contains locationfailurecause, but there is no enumeration to represent alerts caused by violation of the AL.
Companies are asked to consider whether the UE reported position should be extended to include an alert indicator that the AL has been exceeded (for those UEs operating with an Alert Level and Integrity Risk profile) for longer than TTA. It may also be considered whether integrity alerts caused by exceeding the AL could trigger sending a location report from the UE.
Companies are also asked to consider whether implementing an alert mechanism would have any impact on the E-SMLC.

	Company
	Comments

	Qualcomm
	The concept of "GNSS Integrity" based on Alert Limits and Protection Levels has originally been defined in the civil aviation framework (e.g., RTCA DO-229D defines some receiver requirements) and usually considers large positioning errors, which are meaningful for airplanes (e.g., km’s to 10’s of meters) together with extremely small probabilities (e.g., E-7). To our knowledge, the feasibility and usefulness of these concepts for ~10cm class of positioning has not been proven in practice, in particular considering integrity in the presence of multipath and other interference in mobile applications (e.g., car, pedestrian navigation).   

Therefore, before extending LPP to support these concepts, a feasibility study would be required. It is, for example, not clear what information could be reported, how it would be obtained and what a server might do with the information. 

	u-blox AG
	When a high integrity UE detects a probable error it generates an Alert telling the navigation application that the output error may exceed the allowed limit. For those applications in which the user output is delivered the the network (for example some safety of life applications, autonomous vehicle navigation etc.) it is necessary for the Alert to be reported. Therefore there is a need to extend locationfailurecause with an additional enumeration to indicate that the Alert Level has been exceeded.

	Nokia
	The concept of Alert Level/mechanism and Integrity Risk Profile need more discussion but this sounds like a topic for a separate work item. We prefer to first introduce a baseline solution for high accuracy positioning and later add any integrity enhancements.

Without understanding concepts or studying detailed solution proposals it is difficult to assess impacts to E-SMLC but it sounds like there are E-SMLC impacts since I assume alert levels need to be configured in the UE, there may be signalling impacts for risk profiles and, clearly, we need to discuss the E-SMLC behaviour when UE reports the alerts or location report due to alerts.

	Thales
	We believe a further study needed for this area, to also include consideration of authentication and related parameters.

	ESA
	It´s an interesting topic, we understand the concept of Alert Level in safety of life applications. On the contrary, it is not very clear to us what is expected from the E-SMLC to do when receives the information that Alert Level has been exceeded


2.3 Summary of Phase 1 Comments
Five companies provided comments and input.

Agreements:

· The general consensus was that Integrity (and authentication) is an important topic which should be part of a future SI or WI because for the most part it lies beyond the scope of the present WI.

· One aspect of Integrity was agreed by all companies: The existing IE GNSS-RealTimeIntegrity which is a mandatory element in LPP assistance data should be applicable to RTK correction data without further extension.
Answers to each question are summarized as follows:

Integrity Field sourced from reference receiver network

All companies agreed that the IE GNSS-RealTimeIntegrity should be applicable to RTK corrections. However, an unresolved question with respect to OSR corrections obtained from an RTCM Reference receiver is: “Where is the information sourced from?”, given that RTCM does not include this information, in the RTK correction messages or as part of the Reference Receiver definition.
Extension of gnss-RealTimeIntegrity element

All companies agree that further study will be required before a decision on how to extend this element can be made. Four companies noted that the existing flag can already indicate which signal is failing, though not the cause of the failure. Therefore it is agreed that for RTK corrections this IE will be applicable in its current form without further extension.
Atmospheric error indicators(s)

There is clear consensus that the topic is beyond the scope of the present WI and it should be part of a future SI or WI.
UE reporting of AL (Alert Level) being triggered

Only one company expressed the view that locationfailurecause should be extended with an additional enumeration to indicate that Alert Level has been exceeded. Three companies expressed a concern about how the SMLC would behave when receiving such information. However all companies agreed that this is an interesting area and there was majority agreement that it should be studied as part of a future SI or WI. Therefore locationfailurecause will not be extended as part of this WI.
3 Future SSR Support (Phase 2)

This section presents the core questions about SSR, the answers to which will help guide future standardization and support for SSR within 3GPP.
3.1 Background Information about SSR

3.1.1 Brief Description of SSR

Instead of measuring a combined observed error at a reference station and sending this as a correction to the mobile receiver it is possible to use error observations from multiple reference receivers to model GNSS component errors for an extended geographic area and to send the error model parameters to the mobile receiver. The proposed approach uses the techniques of state space modelling, named “State Space Representation (SSR)”. All PPP-labelled technologies use the same principle as SSR to consistently derive individual GNSS errors in real time, improving accuracy.
With PPP, precise satellite orbits and clocks (including optionally carrier phase bias) are provided to enable single-receiver users to compute their receiver positions with high accuracy (decimetre or centimetre). When the orbit and clock corrections are provided in real-time with low latency the method is sometimes called RT-PPP (Real Time PPP). However, without atmospheric corrections being provided it takes a long time for the PPP receiver to acquire full signal lock with ambiguity resolution for high accuracy positioning (typically 10 minutes to several hours with good sky view is required).
PPP-RTK (SSR) extends the PPP concept by additionally providing corrections for atmospheric errors (ionosphere and troposphere). This enables a “time to high accuracy fix with ambiguity resolution” of less than 60s as well as improved accuracy equal to conventional Observation Space RTK techniques and better than can be achieved using basic PPP.
3.1.2 Background information about SSR
Tdocs R2-1711813 [6] and R2-1708646 [7] provide information about SSR; how it compares with “legacy” OSR methods; how it differs from OSR methods; performance of SSR in terms of both accuracy and correction bandwidth/latency requirements; and links to several good public domain sources of information.
One of the best sources of background information in the public domain is the paper presented by Geo++ at the IGS 2017 Workshop [8].
3.1.3 Options for inclusion of SSR in 3GPP standards

There are three main options for the future support of SSR in 3GPP:
1. Evolution of current RTCM SSR standard [9] to include full PPP-RTK (SSR) capability;
2. Adaptation of the QZSS CLAS service messages [10] into LPP;
3. Adoption of the emerging SAPA format. [11]
RTCM SSR
The RTCM standard [9] includes messaging to support basic PPP (clock and orbit corrections) for all current satellite constellations. In order to achieve full SSR support 3GPP would need to adopt (and adapt) the additional proposed messages supporting phase bias and atmospheric corrections. These new messages, although proposed to RTCM, have not been agreed by RTCM for inclusion in future specifications. The new messages are internal to RTCM and have not been released publicly.
QZSS CLAS “Compact SSR” messages

The specification [10] provides a full set of SSR messages including phase bias and atmospheric corrections. They are structured as RTCM [9] proprietary messages and can be extracted from existing and future (probably) RTCM SSR messages. They form part of the augmentation services provided by QZSS and are transmitted in the L6 band. A 2 kb/s broadcast stream provides coverage of the whole of Japan. 3GPP could adopt the QZSS CLAS messages for SSR with only a relatively small amount of adaptation.
Emerging SAPA format
The SAPA specification is scheduled to be published imminently. It brings together the best of real-world experience of both public and proprietary formats, including RTCM and QZSS, representing an updated and more harmonized industry view. It is likely that the SAPA messages could be adopted by 3GPP with minimal modification.
3.2 Discussion

In the preceding section three possible ways forward for the inclusion of SSR (PPP-RTK) in 3GPP standards as part of the High Precision Positioning Work Item have been outlined. Unlike conventional OSR RTK corrections the SSR corrections comprise models for a number of different parameters. The parameter models may be updated at different rates and so in addition to the models used and the messages for the model parameters, decisions about how often model updates are broadcast need to be taken. The objective of this discussion is to identify the requirements and scope of SSR from which an optimum proposal for SSR implemention in LPP can be proposed and agreed. The outcome may lead to the selection of one of the options presented, or adoption of all three (as has been agreed for “legacy” OSR methods: VRS, MAC, FKP), or some other outcome. 
Companies are invited to provide their views and comments on the following questions:
3.2.1 How important is support for all constellations, signals and corrections?
SSR as standardised and documented in RTCM [9], QZSS CLAS [10] and SAPA [11] includes corrections for all current satellite constellations (GPS, GLONASS, Galileo, Beidou, QZSS and SBAS); all current signals and component corrections (clock, orbit, code bias, phase bias, atmosphere (troposphere and ionosphere), URA
)
.
It is envisaged that services may not always provide a complete set of corrections for all possible combinations; it is likely that a subset of constellations and signals, for example, may be supported by a particular correction service in order to optimise the amount of data to be broadcast against the value of the service and target users. For example, there is little benefit in transmitting QZSS corrections outside of the QZSS constellation footprint. Alternatively a service may be specifically for PPP in which case the atmospheric corrections could be omitted.
Companies are asked to comment on whether they feel that support for all constellations, signals and corrections is required? If not which elements could be omitted from the standard without jeopardising its value and usefulness? Answers to these questions will help in prioritizing the work and in structuring how the different corrections are grouped within broadcast messages.
	Company
	Comments

	u-blox AG
	u-blox would like to see support for all constellations, all signals and all model corrections (including phase bias, atmosphere and URA) in LPP. Applications and service providers may choose to offer different subsets of corrections for specific use cases; we think that this is their decision to make and should not be a LPP limitation. Therefore LPP should include all constellations, signals and corrections in the agreed specification.

	Qualcomm
	A-GNSS assistance data are applicable to all (currently defined) constellations and signals. This should in general also be the case for any new assistance data being added, whenever possible. 

Satellite phase bias as well as atmosphere corrections could be omitted without jeopardising its value and usefulness (i.e., this would support real-time PPP for dual-frequency receivers, as currently supported by RTCM and agreed for LPP). 

If support for RTK-PPP is desired (as defined in RTCM specification), satellite phase bias and atmosphere corrections appear to be needed as well. 

	ESA
	It is considered very important that the protocol is able to support all constellations, signals and corrections, and also general enough to support different services including PPP and RTK-PPP. Given the fact that not all elements (e.g. corrections) are completely mature, or that there might be new signals/corrections identified in the future, the protocol should also be flexible to be able to incorporate additions in the future, without impacting the initial baseline. 

The specific characteristics of a given service and its implementation are outside the scope of the Work Item.

	Deutsche Telekom
	It might depend on which option is selected, but 3GPP should aim at supporting all constellations and corrections/signals so that mobile operatos have full flexibility when deploying SSR.

	
	

	
	

	
	

	
	

	
	

	
	


3.2.2 What does “bandwidth efficient” mean for correction broadcast?

Two of the major benefits of SSR over “conventional” OSR methods are that it is: a) bandwidth efficient; and b) the corrections can be broadcast over large geographical areas without compromising performance. Whilst the broadcast bandwidth available in 3GPP networks is not as limited as for satellite broadcast corrections, it is not unlimited. The QZSS CLAS correction service is designed to operate with a 2 kb/s broadcast channel.
Companies are asked to put forward views on the broadcast capacity for RTK corrections that may be available (and usable) in each eNB. What are the limitations for lower resource eNBs and UEs (e.g. for IoT applications)? Is the maximum usable broadcast channel bandwidth likely to be closer to 1kb/s, 10kb/s or something else? Is it helpful that the ESMLC is only required to send one identical stream to all eNB in the geographic area, rather than a different correction stream to each eNB (as for OSR methods)?
	Company
	Comments

	u-blox AG
	From a UE perspective, u-blox would like to be able to support high accuracy positioning services on low-power low cost IoT UEs. These devices are resource constrained so there is value in keeping the channel bandwidth low and the message sizes as compact as possible. We expect that an SSR correction service may require around 1kb/s to 3kb/s. We think there is advantage in having the basic message container size small enough to fit within a SIB so that there is no need for generalized fragmentation and defragmentation. In this respect QZSS CLAS messaging has an advantage: each message is about 200 octets in length.
We feel as though it may be an advantage for the ESMLC to be able to broadcast a correction stream common to many or all eNBs for any one service, but are unable to offer an analysis of the impact. It is likely that a single common correction stream for clock, orbit and bias parameters will be sent to all eNBs. It is proposed that the atmospheric corrections broadcast by each eNB are for the geographic region surrounding the eNB rather than the whole geographic region (see answer to question 3.2.4), thereby keeping the atmospheric corrections broadcast by each eNB to a minimum. In this way the broadcast bandwidth for a correction service can be kept  low.

	Qualcomm
	Available broadcast capacity for RTK corrections seems to depend on deployment.
On whether the E-SMLC is required to send one identical stream to all eNBs in the geographic area, or a different correction streams to each eNB does not seem to make a difference. Data must be sent to the eNBs; whether the data content is the same or different should in principle not matter.

However, a more detailed analysis on the impacts would be desired. 

	ESA
	In general, a scalable bandwidth solution is preferred.

Our understanding is that broadcast mode relays on SIB/SIBs. The maximum size of a SIB (still to be decided how many SIBs, how the IEs will be grouped, etc.) is 217 bytes (TS 36.331). If a SIB is larger than size of 217 bytes, it will be segmented and transmitted in several messages.

	Deutsche Telekom
	From a mere resource consumption perspective, any effort to reduce the amount of bits being transmitted over the broadcast channel should be pursued. This could enable the network to dedicate more resource to legacy broadband connections, avoid segmentation and reduce UE SIB acquisition time. It would be good to understand precisely under which conditions SSR significantly outperforms OSR in terms of broadcast capacity, considering also the different rate at which certain corrections are transmitted. 

From E-SMLC standpoint, SSR might simplify the way the location server distributes the corrections across the eNBs but impact might be minimal.



	
	

	
	

	
	

	
	

	
	

	
	


3.2.3 How much latency in correction broadcast is reasonable?
Distribution of corrections from Reference Receiver to SSR processing to ESMLC to eNB to UE inherently implies latency. The nature of SSR and the relatively low rate at which model parameters change (with the exception of satellite clocks) compared to the rate at which OSR corrections drift means that SSR is fairly tolerant of latency in the distribution of corrections. Even so a target end-to-end latency of under 2 seconds seems a reasonable assumption.
Companies are asked to consider what latencies might be expected. Would allowing for larger latency make distribution of corrections easier? For example: what latency should be allowed for the segment ESMLC to eNB to UE in order to make correction broadcast scheduling cost effective and efficient?
	Company
	Comments

	u-blox AG
	A total end-to-end latency of under 2s should a reasonable objective. This might be subdivided into 1s maximum for collection of raw observations from the network of reference receivers and computation of the SSR model parameters; and 1s maximum for distribution via the ESMLC and eNBs to the UEs.
As always lower latencies are better.

	Qualcomm
	There are probably two aspects related to this question: (a) desired or required latency to support the service requirements, and (b) latency which can be achieved in practical deployments. Both aspects seem to require further studies.

	ESA
	The latency related to collection, processing and delivery of corrections to E-SMLC is outside the scope of the WI.
On the other hand, it is desirable to characterise/bound the latency from E-SMLC to UE to as low as possible. 1-2 seconds latency on this end appears reasonable.
As an example, ESA/ESOC (European Space Operations Center), is a provider of a pilot Real Time – PPP service delivering RTCM Phase I SSR messages to users via NTRIP (https://kb.igs.org/hc/en-us/articles/201180623-Real-Time-IGS-Registration). In their experience a latency of 6 seconds or less can be frequently observed. 

	Deutsche Telekom
	Agree that we should first understand the service requirements to achieve certain accuracy levels and then look at how the network would handle that. This would apply to OSR as well.
Part of the overall end-to-end delay (etc. collection of data) is out of 3GPP scope, but having latency within 1-2 seconds between location server and device seems achievable.

	
	

	
	

	
	

	
	

	
	

	
	


3.2.4 How big should a contiguous broadcast region be?

SSR allows corrections to be broadcast over a large geographic area. The size of the area covered affects the size of the atmospheric correction models so understanding what geographic areas are to be expected will help to inform the choice of the SSR atmospheric models. Note that seamless continuous tracking can be achieved within the region covered by the SSR corrections. When a UE moves from one area to another (different geographic area or correction service provider) some interruption in high-accuracy positioning will occur in the same way that interruptions occur when the receiver moves from one OSR reference receiver to another using conventional RTK corrections.
Corrections can also be geographically segmented and different types of corrections could apply to different regions provided that they are designed to work together as a whole. For example satellite clock, orbit and bias corrections could be constructed with global validity with only the atmospheric corrections being regional. Provided that the correction data sets are designed to work together different regions could transmit different atmospheric models but the same global satellite correction stream.
Companies are asked to provide views about the likely size of geographic area. For example: continent; country; size of LTE network; some sub-set of the entire network? How might this affect use of the service when the UE is roaming?

	Company
	Comments

	u-blox AG
	The atmospheric correction model size is dependent on the size of the geographic area covered, therefore larger areas generally lead to larger SSR correction models (or less accurate models) and higher correction bandwidth. QZSS uses a gridded atmospheric model with grid squares of around 5km in extent. Using a similar model in 3GPP would mean that each eNB only needs to broadcast atmospheric corrections for those grid squares covering the eNB cell footprint. In this way the size of broadcast atmospheric corrections can be kept down. Together all the grid squares combine to make a cohesive SSR correction model for the whole geographic region.
u-blox would recommend that the clock, orbit and bias corrections are generated for a global model, but that the atmospheric corrections model is segmented into a number of geographic regions which are further subdivided into correction grid squares similarly to that used in QZSS. Provided that the models are created simultaneously from the same reference station data streams, the UE can use the models together. Moving between grid squares is seamless; moving between regions may involve switching atmospheric models but not clock, orbit or bias models. If well managed with properly constructed atmospheric models it is expected that the UE could move between regions without interruption to service.
LPP will not be affected by the choice of geographic area or grid subdivisions. Using a gridded model will allow large geographic areas to be covered and each eNB is only required to broadcast those atmospheric correction grids for its cell area.

U-blox is not aware of how much capacity may be available in the eNB for LPP broadcasting of high precision positioning corrections.

	Qualcomm
	The likely size of a geographic area seems to depend on the algorithms being used in the network. 

How particular models are supported (e.g., atmospheric corrections segmented into grids, etc.) seems to require further studies. 

	ESA
	The size of the area that can be covered depends on the nature of the corrections and also the coverage area of service provision. The coverage area is an implementation aspect for network operator deployment. 
Nevertheless, it is considered important that 3GPP can leverage LPP features to consider handover mechanisms and mitigate discontinuities in the solution while roaming from one region/network to another, this should be considered. 

	Deutsche Telekom
	From the detailed comment provided by U-Blox, it seems that different types of correction might be associated with different models (global, regional, grid, etc.) and some trade-off needs to be found between accuracy, broadcast load, and service continuity. From deployment perspective, macro inter-site distances for an LTE network might vary from hundreds of meters in urban areas up to,e.g., 10 km in sparser rural areas. Potentially more “grids” could touch a cell area. There seems to be a need for a more detailed analysis about how designing the overall SSR correction data framework.  

	
	

	
	

	
	

	
	

	
	

	
	


3.2.5 What is an acceptable time to high precision fix?
It is likely that from a cold start the high precision receiver will move through the states of: code acquisition to standard position accuracy to acquisition of corrections to ambiguity resolved and high precision positioning achieved. On the assumption that basic GNSS operation can be initially achieved using the existing A-GNSS services and that there is sufficient visibility of the sky a full PPP-RTK (SSR) implementation should achieve a high precision position fix within 60 seconds or less. PPP without the availability of atmospheric corrections could take from tens of minutes to hours to achieve high precision positioning. When doing a cold start the UE could be provided with an augmented set of GNSS assistance data so that in addition to the almanac and ephemeris the current set of SSR corrections could be supplied in order to reduce the initial waiting time. This could potentially reduce initial acquisition times to high accuracy to only slightly longer than is required for the initial standard position fix (given sufficient satellite visibility of course).
Companies are asked to offer views on what an acceptable time for cold or warm start to high-precision position fix is?

	Company
	Comments

	u-blox AG
	Under good signal conditions a receiver supplied instantaneously with all ephemeris and SSR corrections should be able to achieve a high precision fix within a small number of seconds (<10s). However, system design often leads to reduced bandwidth for correction broadcast traded off against the time required to receive a first full set of corrections. In the case of QZSS CLAS some messages are broadcast every 30s, which means that on a cold start the receiver has to wait for a minimum of 30s in order to receive a full set of corrections. Taking into account latencies and potential message errors this leads to a time to first high precision fix of the order of 60s. For many applications this is acceptable, but there may be significant advantages in being able to reduce this to less than 15s.
u-blox recommends that the initial GNSS assistance data should be augmented to allow retrieval of the current set of SSR corrections in addition to conventional ephemeris and other assistance data for standard precision positioning. This would allow a rapid time to first high precision fix but would also allow for increased intervals between SSR correction broadcasts for those parameters that don’t require frequent updates, thereby reducing the correction broadcast load. In this case correction intervals could be even longer than the maximum 30s provided for in QZSS CLAS, reducing broadcast bandwidth and without affecting time to first high accuracy fix.
The choice of correction broadcast intervals should be independent of LPP and determined by the application and/or correction service provider. The update interval may be a parameter negotiated between the ESMLC and eNB when determining available capacity for broadcasting corrections.
U-blox believes that 15s time to first standard position fix and 30s to first high accuracy position fix with ambiguity resolved (under good satellite reception conditions) would be a suitable performance target.

	Qualcomm
	“Acceptable time” depends on service requirements. However, we think the question should be what time is feasible, given implementation complexity and deployment constraints. Service requirements would be a question for SA1; receiver requirements a question for RAN4. Accuracy and time to fix are usually a trade-off. Also, it may depend on the definition of “high precision position fix”.

	ESA
	There are many factors influencing this factor: user environment, static or dynamic user, type of UE (frequencies, duty cycle), quality of atmospheric models and SSR corrections in general, assistance data delivery periodicity etc.

The time to high precision fix is a service performance considered outside de the scope of this WI. 

	Deutsche Telekom
	Service requirements for initial acquisition time might vary depending on specific use cases. We need to understand what can be achieved and under which assumptions. 

	
	

	
	

	
	

	
	

	
	

	
	


3.2.6 How important is it that the standard is supported by an independent SDO?
The approach for conventional OSR corrections is for 3GPP to adopt RTCM standards. The RTCM standards for SSR are incomplete and therefore a full SSR implementation based on RTCM will either be delayed while RTCM completes the work (time frame unknown) or 3GPP will need to complete the work itself.
Companies are asked whether they feel that it would be satisfactory for 3GPP to complete the SSR RTCM standardization work itself; or whether it would be better to choose an SSR implementation supported by a different (than RTCM) SDO or industry group?
	Company
	Comments

	u-blox AG
	u-blox would prefer to use a standard defined and maintained by a specialist organization, which is most likely to be an independent SDO. This organization does not need to be RTCM. It is considered unlikely that 3GPP could satisfactorily complete the unfinished SSR standardization work that RTCM started.

	Qualcomm
	Given that RTCM has already completed the RTK standardization work, and given the available time frame for this work item, RTCM standard has been agreed/selected for the 3GPP specification work. This (i.e, RTCM) would also be preferred for SSR. However, if a different SDO has also SSR specifications approved, this could be considered as well. If multiple SDO’s with approved SSR specifications are available, a study may be needed to compare the different approaches.

	ESA
	In general, it is preferred that open formats by established SDOs are used. 

Adopting RTCM also for SSR would have been the preferred approach. However, considering the fact that SSR specifications are not available in RTCM and not expected to be available on time for this WI, 3GPP can complete the work agreed in Prague RAN2, expanding RTCM (running Stage 3 CR prepared by QCOM presents a structure ready to accommodate clocks, orbits and code biases for all GNSS).

In any case, 3GPP, by making use of LPP, is not dependent on any SDO and can build on top of these proposed proposed solutions compact and optimised ASN.1 IEs for complete SSR. All formats proposed so far are RTCM-based, therefore IEs are likely to be equivalent for various formats and LPP is flexible to accommodate specific IEs from future RTCM releases or other SDOs.

	Deutsche Telekom
	Similarly to RTCM for RTK assistance data, it is reasonable to rely on a standard that is defined and maintained by an independent SDO, be it RTCM or not. Obviously, this requires that open and interoperable (i.e. tested) formats must be supported,

	
	

	
	

	
	

	
	

	
	

	
	


3.2.7 Is it desirable to support more than one SSR correction service?

The QZSS CLAS service makes provision for two correction streams supplied by different correction service providers. In this discussion the “Service Provider” or “SSR Service Provider” is that entity which computes the SSR corrections derived from a network of reference receivers covering the geographic area of service. It is likely that within the 3GPP architecture, the SSR Service Provider will deliver SSR corrections to the ESMLC which is responsible for managing UE subscriptions and broadcasting the corrections to authorised UEs. The SSR Service Provider may be co-located with the ESMLC or it could be an external entity. Interconnection between the SSR Service Provider and the ESMLC is outside the scope of this work item.
It is envisaged that there will be different scenarios in which correction streams could be provided meeting different business or operational requirements: for example a low performance free service or high performance commercial service; or service optimized for automotive use on the public road network versus one optimized for rural farm coverage.
Companies are asked to express views on whether 3GPP should make provision for more than one correction service provider. If so how many? Would a single source provider in a geographic area be acceptable? How acceptable is a momentary loss of high-precision fix when a UE moves from one service provider to another, such as when moving between geographic areas or networks (such as when roaming)? What are the implications, if any, on LPP in providing multiple correction services?
	Company
	Comments

	u-blox AG
	We believe that the correction service should support multiple service providers. We don’t see any reason why LPP should or would limit this but encourage companies to undertake analysis of the required correction broadcast bandwidths to ensure that they are sustainable by the ESMLC and eNBs.
Provided that LPP includes a correction service identifier with the broadcast corrections stream we do not think that LPP would limit the use of multiple service providers and this decision would be up to the network operator, within the constraints of available network capacity.
There are potential interruptions to the high precision positioning service when a UE switches between different correction streams – either when moving between geographic areas, or when switching to a different network operator and correction service provider when roaming. This is not considered to be a limitation of LPP and would be an operational decision by the service providers and network operators.

	Qualcomm
	From a UE perspective, the service provider is the E-SMLC (i.e., an operators network). How an E-SMLC obtains the data should be beyond the scope of 3GPP (i.e., implementation dependent). 

	ESA
	Following the answer to questions in 3.2.1, 3.2.4 and 3.2.6, indeed it is desirable to be able to support different SSR services with particular constellations, signals, corrections, coverage and standard.
As a consequence, we would like to understand if there is any impact on LPP: should RAN2 agree to remove sss-ProviderID and sss-solutionID can an operator still chose between supporting one or more correction service providers and one or more SSR solution, e.g. PPP and PPP-RTK? 

	Deutsche Telekom
	For what concerns the 3GPP architecture, we definitely support different SSR correction streams that can be decoded by specific groups of users and migh deliver different accuracy levels. Format of SSR should be quite scalable.

	
	

	
	

	
	

	
	

	
	

	
	


3.2.8 Would you rule out any of the options put forward as candidates?

In the previous section of this document three potential ways forward for SSR have been outlined.
Companies are asked to say whether any of the options put forward would be unacceptable. If so why are these options being ruled out, or under what conditions would they become acceptable? Are there other options not discussed here? Companies are also asked to offer a view about whether more than one of the options should be included (similar to OSR with the inclusion of VRS, MAC and FKP).
	Company
	Comments

	u-blox AG
	We support options 2 (QZSS CLAS) and 3 (SAPA format) and would like to see both included. We do not see particular merit in extending the basic RTCM SSR messaging as already standardized to support full SSR services – this message format is incomplete and not as compact as desired. If and when RTCM completes its SSR standardization work, we would be happy to consider its inclusion as well.

	Qualcomm
	Option 1 is currently incomplete for RTK-PPP support (however, the completed part is supported in the latest draft LPP and supports real-time PPP for dual-frequency receivers); Option 2 appears to be a draft ICD (i.e., maybe not final and subject to changes); and Option 3 is unknown (also appears not to be developed by an SDO). Therefore, if the goal is to support RTK-PPP, none of the 3 options appear feasible for the current work item. 

Whether one or more options should be supported depends on the pros and cons of the individual proposals. But in principle, a single option would be preferred, when possible. As usual, different approaches should be evaluated and compared, before one can be selected. RTCM does in addition interoperability testing before approving a standard. Therefore, option 1 may be the most reliable way forward.

	ESA
	Considering that none of the options is fully suitable at this stage but they may incorporate good aspects, the preferred solution seems to integrate the best of all available options into a 3GPP format that can encode a complete SSR, for all GNSS, in ASN.1. And keep flexibility to incorporate additional corrections in the future.

	Deutsche Telekom
	Option 1 seem to rely on RTCM messages that are not officially captured in any RTCM specs release for the time being. Option 3 might not be public yet. Selection one of these solutions should be excluded at this stage.

	
	

	
	

	
	

	
	

	
	

	
	


3.2.9 Any other potential issues with SSR?

Companies are asked whether they have any other comments or inputs to offer regarding SSR.

	Company
	Comments

	u-blox AG
	We feel that SSR (PPP-RTK) is the direction in which future high-accuracy corrections are moving and that it represents the best option for 3GPP to achieve high accuracy GNSS positioning within LPP. It lends itself to broadcast of corrections as a control plane service. Therefore we encourage companies to commit to full inclusion of SSR (PPP-RTK) in Release 15.

	ESA
	Conventional PPP is a good starting point but may be not sufficient to provide fast and accurate positioning for emerging use cases that could be better served by a PPP-RTK solution. 



	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	


3.3 Summary of Phase 2 Comments

Four companies have provided responses to the Phase 2 questions. As a high level summary the following general consensus was achieved:
· The majority of companies agreed that present existing standards for SSR (PPP-RTK) are either incomplete or immature and as such are not suitable for inclusion in the LPP updates under this WI for Release 15;

· It was felt that several aspects of SSR (PPP-RTK) are insufficiently understood at this time and as such will require further study before a decision regarding adoption or rejection can be made;

· It was agreed that support in LPP for all constellations and all signals is needed;

· Whilst adopting standards from RTCM was the preferred route for some companies, all companies agreed that should a more suitable standard from a different SDO emerge it should be considered as a candidate for adoption by 3GPP, the decision being based on thorough technical analysis;
Summary of answers to individual questions are as follows:

How important is support for all constellations, signals and corrections?
All companies agreed that all (current) constellations and signals should be supported in LPP. If operators wish to offer a service for a subset of constellations and/or signals this should be possible and not a limitation of LPP.
What does “bandwidth efficient” mean for correction broadcast?
Two companies were in favour of keeping the bandwidth required low to minimise impact of network and UE resources. Two companies supported a “flexible” approach in which the resulting bandwidth depends on service choices made by the operator dependent on the deployment. One company ventured that an SSR correction service is likely to require in the range of 1kb/s to 3kb/s.
How much latency in correction broadcast is reasonable?
Latency incurred in the generation of the corrections using measurements from the network of reference receivers is outside the scope of this WI. The majority view was that a target latency of 1-2 seconds for distribution of corrections from SMLC to UE would be reasonable.
How big should a contiguous broadcast region be?
There is no clear answer to this question with respect to atmospheric corrections and models. It is agreed that further study will be required before a decision could be made on the structure of atmospheric models for SSR suitable for adoption in 3GPP.
What is an acceptable time to high precision fix?
There was no consensus on this question. It seems that two questions need to be answered first: 1) what TTFF is feasible with SSR; 2) what are the requirements of services using High Accuracy Positioning?
How important is it that the standard is supported by an independent SDO?
All companies agreed that it would be preferred to adopt a standard from a 3rd party specialist SDO. Two companies expressed the preference that this should be RTCM, although all companies agreed that if a better alternative emerges it should be considered as a candidate.
Is it desirable to support more than one SSR correction service?
Three companies expressed the view that it is desirable to support more than one correction service from different service providers. One company, Qualcomm, expressed the view that the ESMLC was the service provider and therefore the source of the corrections is of no consequence to the UE; u-blox disagreed, pointing out that the UE is unlikely to be able to switch seamlessly from one correction provider to another and therefore the identity of the correction service provider (external to SMLC) may be of benefit to the UE.
Would you rule out any of the options put forward as candidates?

Two companies ruled out all three options (for the present WI) as being immature or not yet available. Two companies may be able to support option 2 (CLAS as used by QZSS). All four companies agreed that any of the options, when fully developed and proven, could be considered for adoption by 3GPP. The consensual view was that further study and analysis is required before making a decision.
Any other potential issues with SSR?

Two companies expressed the view that work should continue in 3GPP toward adoption of PPP-RTK.
Conclusions

Both SSR (PPP-RTK) and Integrity topics are insufficiently mature to be incorporated into LPP as part of the present Work Item.

There appears to be widespread support for extending High Precision Positioning to encompass PPP-RTK when it emerges as a stable proven technology/solution. It has particular advantages for widely deployed mass-market adoption of High Accuracy Positioning. [6]

 REF _Ref503269282 \r \h 
[7]

 REF _Ref503269706 \r \h 
[8]
Due to the relatively small number of contributors to this discussion (6 companies) it is difficult to draw firm conclusions, therefore we make the following proposal:

Proposal 1: 3GPP should continue work on High Precision Positioning using PPP-RTK beyond Release 15, perhaps targeting Release 16 onwards.
4 References

[1] ETSI TS 103 246-2: "Satellite Earth Stations and Systems (SES); GNSS based location systems; Part 2: Reference Architecture".

[2] RTCM 10401.2: "Standard for Differential Navstar GPS Reference Stations and Integrity Monitors (RSIM)".

[3] Navipedia online GNSS reference: http://www.navipedia.net/index.php/Main_Page
[4] 3GPP TS 36.355 V14.2.0 (2017-06), 3rd Generation Partnership Project; Technical Specification Group Radio Access Network; Evolved Universal Terrestrial Radio Access (E-UTRA); LTE Positioning Protocol (LPP) (Release 14)
[5] OMA LPPe: "LPP Extensions Specification", Open Mobile Alliance
[6] R2-1711813, “GNSS positioning enhancement: ways forward to support SSR concept in Release 15”, ESA, submitted to 3GPP TSG RAN WG2 #99bis, Prague, 9 - 13 October 2017.
[7] R2-1708646 “Discussion on State Space RTK Corrections”, u-blox AG, submitted to 3GPP TSG RAN WG2 #99, Berlin, 21-25 August 2017
[8] “SSR Technology for Scalable Real-Time GNSS Applications”, Gerhard Wübbena, Jannes Wübbena, Temmo Wübbena, Martin Schmitz, Geo++® GmbH, IGS Workshop 2017, Paris Diderot University – July 3-7, 2017
[9] RTCM Standard 10403.3, “Differential GNSS, (Global Navigation Satellite Systems), Services – Version 3”, October 7 2016.

[10] “Quasi-Zenith Satellite System Interface Specification, Centimeter Level Augmentation Service”, IS-QZSS-L6-001, Draft, 28 March 2017, Cabinet Office.

[11] “Bosch, Geo++, Mitsubishi Electric and u-blox establish joint venture Sapcorda Services to bring high precision GNSS positioning services to Mass Markets”, 8 August 2017, http://www.sapcorda.com/
� URA = User Range Accuracy


� RTCM (option 1) does not presently support all corrections.
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