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1 Introduction

This contribution intends to progress the discussion regarding the use of an identifier to represent (part of) the UE capabilities. This topic was discussed during the RAN2 Ad Hoc in Qingdao, see below.
R2-1707210
NR UE capabilities, size reduction and simplification
Samsung Telecommunications
discussion
Rel-15

-
Nokia ask who assigns the model identifier. Samsung think one option could be a hash function based on the actual UE capabilities. Nokia wonder if a hash function would be unique. Samsung think not unique but likelihood of clash could be very small.

-
Samsung clarify if there are many UEs of the same model then the network only needs to store once.

-
Qualcomm support this direction and wonder if IMEI-SV could be used that is available as NAS.

-
LG think that some UEs cannot be managed based on the model ID. 

-
Intel think the approach seems reasonable but need to be careful this is a unique ID. Also wonder if this works with network request BC signalling.

-
Ericsson support this direction and the details can be worked on.

-
Chair wonders how it works if the UE wants to detach and re-attach with different capabilities. Qualcomm explain in their approach the static capabilities would include a number of sets that the UE can move between. So not relying on the detach and re-attach approach. 

-
Nokia wonder for which use case this is needed.

-
Vodafone think we can think a bit more about this proposal but it is difficult to find an identifier to work in all cases. Not sure a general solution should rely on IMEI-SV.

=>
Noted. 

=>
Can be discussed again at future meeting.

In this contribution we first discuss the general questions raised. Subsequently we describe the resulting signaling and procedural specification aspect, focusing on the basics.

2 Discussion
2.1 General questions raised

What identifier to use

Two of the options discussed concern a) an identifier like IMEI and b) a number resulting from a hash over the UE capabilities they represent. The first option is illustrated by the following figure

	Type Allocation Code (TAC)
	Serial number
	Software Version Number (SVN)


Fig. 1 IMEI structure
The IMEI consists of a first part, the TAC, that is assigned by an GSMA-approved group (identified by the first two of the 8 digits) and a second part, that is up to the manufacturer to set (and comprising of serial number and SVN). For the model identifier we could use a similar structure i.e. with a first part controlled by a particular representing body while the remainder is up to the manufacturer. Use of somewhat shorter fields should be considered e.g. binary encoding, no indication of the body assigning the controlled part.

Regarding the use of a hash function, people seemed concerned about the risk that for 2 different UE models the hash produces the very same result. If the size of the identifier is sufficiently large, this risk is probably negligible. Nevertheless it is good to consider the consequence, which is that the network may mistakenly configure the UE in a manner not respecting its real capabilities. Assuming LTE principles, this would trigger the UE to perform a re-establishment. If this occurs a few times, the network can probably infer that a particular model identifier may not be unique and hence for such UEs it needs to request full capabilities.

Proposal 1:
Adopt an identifier alike the IMEI-SV i.e. with a first part that is assigned by a standards body and identifies a company and a second part that is up to the company
Note
A structure as proposed can support different options. E.g. the first part can identify a manufacturer, an operator or a consortium like a group of operators. Correspondingly, a model identifier may thus represent a certain profile, reflecting the functionality used by one or more operators. It is however also possible for the model identifier to specifically represent a particular UE implementation of a mobile vendor (may e.g. be used for the most popular models)

Change of UE capabilities/ use of multiple identifiers
One of the issues raised for the model identifier concerned its use in case the UE capabilities change. We note that in LTE it is possible to modify GERAN capabilities by means of TA update. We understand that change of power class (i.e. car kit) was the main use case for this. In LTE change of LTE capabilities will require detach and re-attach. However, there are some exceptions e.g. UE may indicate WLAN may not be available due to user preferences. More recently, the issue of overheating resulted in introducing a mechanism by which the UE can indicate that some of its UE capabilities are temporarily not available (suspended). This temporary suspension may be limited to the UE category. A similar temporary suspension mechanism has been agreed for NR.
There seem to be two main options for the model identifier when some UE capabilities are temporarily suspended:

a) Independence i.e. model identifier indicates the full/ static UE capabilities and separate signalling is employed to temporary suspend UE capabilities 

b) Integrate i.e. in case of temporary suspension, the UE provides a different model identifier value i.e. representing the remaining UE capabilities 

The 2nd approach has results in a versatile mechanism that can handle additional options in future without the need for signalling changes. If however temporary suspension is assumed to be needed for a limited few UE capabilities, as agreed so far, the first approach seems sufficient.

Proposal 2:
The model identifier represents the full UE capabilities i.e. a separate mechanism is adopted for temporary suspension of some capabilities
What does the identifier represent?
Another fundamental question is what UE capabilities the model identifier really represents, as standards should clarify which capabilities the UE should omit when only signalling the identifier. Some options:
a) The complete UE capabilities i.e. covering all RATs supported by the UE
b) The UE capabilities of one particular RAT e.g. NR

c) A subset of the UE capabilities on one particular RAT e.g. the most size critical ones like measurement and RF capabilities

Considering that different models may use the same components and have large similarities in supported functionality, option c) seems quite attractive at first glance. However, it requires that RAN2 concludes in detail which subsets of capabilities are to be represented by an identifier (and hence should be omitted by the UE when only signalling the identifier). We think this is an issue that is not likely to be concluded quickly.

For REL-15 it seems preferable to adopt the simple solution and we consider option b) to be a suitable baseline. Further enhancements can however still be considered in later releases. Hence we propose:

Proposal 3:
The model identifier represents the entire NR UE capabilities.
2.2 Radio interface, procedure and signalling
The following figure from TS 36.331 illustrates the UE capability transfer procedure across the radio interface.
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Figure 36.331, 5.6.3.1-1: UE capability transfer

The following table provide some further details of the changes for each step of the procedure (and associated signalling).
	Step
	Description
	Remarks

	1
	UECapabilityEnquiry

When requesting UE to provide UE capabilities, network indicates whether the UE should omit capabilities that can be represented by a model identifier
	If model identifier represents specific RAT, the (request) field may be per RAT

	2
	UECapabilityInformation
UE omits capabilities represented by the model identifier, if network indicated UE to do so

UE (always) includes model identifier 
	Model identifier is useful in case network requests UE to provide full capabilities (e.g. when identifier provided is unknown) and possibly when forwarding to another network nodes
If model identifier represents specific RAT, the (identifier) field may be per RAT


As discussed, the NR UE capability retrieval procedure may be used for retrieval across other RATs.
An additional option would be to transfer the model identifier during connection establishment (i.e. within setup complete). This may avoid capability download by CN or retrieval from UE and may facilitate early provision/ early use (if known).
The procedure seems independent of the SRB used (i.e. no changes are foreseen if in future transfer by SRB3 would be introduced)
Proposal 4:
RAN2 is requested to discuss and agree the basic radio interface procedure and signaling as described
2.3 Network interfaces, procedure and signalling
The UE capabilities are transferred between RAN and CN nodes (for storage during idle and provided upon subsequent connections) as well as between RAN nodes (upon handover and SN addition). In this section we discuss the potential implications of the model identifier on these procedures.
The main question is whether to use the model identifier also across network nodes or whether to always signal the full UE capabilities. If we would support the model identifier across network interfaces, there seem two ways:

a) Proactive: A node sending capabilities is aware in advance whether or not it has to signal full capabilities e.g. because nodes exchange information about model identifiers for which full capabilities are available/ stored

b) Responsive: A nodes receiving an unknown model identifier informs the sender that it does not have the corresponding full capabilities, upon which sender provides the full capabilities e.g. by repeating the procedure

We note that mobility procedures (HO, SN addition) may be time-critical and hence additional delays should be avoided i.e. delays in case of a failure as may occur for the responsive mechanism should be avoided. Nevertheless, we see no strong need for introducing a mechanism by which node exchange information about model identifiers for which full capabilities are available/ stored. I.e. it could be left to network implementation to determine the likelihood the target node has the full capabilities (e.g. based on when the same identifier was last exchanged) and to consider the consequences of failure. I.e. it seems sufficient to introduce a simple failure indication for the unlikely case a node receives a model identifier for which the associated capabilities are not available.

Proposal 5
On network interfaces introduce basic support for signaling the model identifier by: a) the option to signal the model identifier and b) a means by which the receiver can indicate it does not have the associated capabilities.
Use for legacy RATs (backwards compatibility considerations)

In case the model identifier would be used for legacy RATs, it should only be signalled towards nodes supporting the mechanism. This can be achieved by common mechanisms (e.g. OAM, parameter exchange at cell configuration) as used for any other functionality involving inter-node signalling i.e. no need for any specific mechanisms.

The following figure from TS 36.331 illustrates the UE capability transfer procedure across the network interface for the case of SN addition (as applies in case of EN-DC).
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Figure 36.331, 5.6.3.1-1: UE capability transfer

The following table provide some further details of the changes for each step of the procedure (and associated signalling).
	Step
	
	Remarks

	1
	Xn: SN Addition Request
Source RAN may omit capabilities represented by the model identifier and (always) includes model identifier (depending on target node support)
	Transfer in other RATs

	2
	Xn: SN Addition Request Ack
If source RAN omitted capabilities represented by the model identifier while the target RAN does not have these capabilities available/ stored, the target RAN might indicate this to source RAN. This would be done within a failure message
	Proper source node implementation should ensure that likelihood of failure is very low


The procedures involving UE capability transfer across network interfaces are as follows:

· Handover: S1 (source RAN node side): Handover Required/ Handover Command

· Handover: S1 (target RAN node side): Handover Request/ Handover Request Ack
· SN addition/ change of SN: X2: SeNB Addition Request (to SN)/ ~Ack

· CN upload: S1: UE Capability Info Indication (to CN)

· CN download: S1: Initial Context Setup Request (to RAN)/ Complete

Remark:
CN upload does not have a response message, so it seems difficult for CN to indicate it does not have the capabilities represented by the model identifier. It may be simplest not to use the model identifier for this procedure (unless such response can easily be provided in another manner)
3 Conclusion
In this contribution we have discussed UE capabilities for NR. RAN2 is requested to discuss and conclude the following related proposals:
Proposal 1:
Adopt an identifier alike the IMEI-SV i.e. with a first part that is assigned by a standards body and identifies a company and a second part that is up to the company

Proposal 2:
The model identifier represents the full UE capabilities i.e. a separate mechanism is adopted for temporary suspension of some capabilities

Proposal 3:
The model identifier represents the entire NR UE capabilities.

Proposal 4:
RAN2 is requested to discuss and agree the basic radio interface procedure and signaling as described

Proposal 5
On network interfaces introduce basic support for signaling the model identifier by: a) the option to signal the model identifier and b) a means by which the receiver can indicate it does not have the associated capabilities.
If the proposals are agreeable, Samsung is happy to draft a corresponding text proposal.

4 Reference
[1] TS 38.331, RRC Specification

1/5


_1566206005.doc


EUTRAN







1: UECapabilityEnquiry







2: UECapabilityInformation







UE












_1566240529.doc


SN







1: SNAdditonRequest







2: SNAdditonRequestAck







MN












