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Discussion and decision
1 Introduction

This contribution provides details on the 5G AC mechanism for UEs in INACTIVE and IDLE taking into consideration the SA1 agreed CR [1] [7] and response LS [8] [9], CT1 LS [3][10[, and corresponding  CT1 agreed CR [11] and the discussions in RAN2 email discussion [NR-AH1801#07][NR].

2 Discussion
2.1 5G AC handling for RRC_IDLE and RRC_INACTIVE

For RRC_INACTIVE, we suggest enabling similar access barring functionality as for RRC_IDLE understanding that UE RRC connection is not active while in RRC_INACTIVE. RAN2 already agreed that RAN2 aims that the 5G AC mechanism for a UE in RRC_IDLE is applicable to a UE in RRC_INACTIVE.  SA1 also mentioned that “The unified access control framework shall be applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected at the time of initiating a new access attempt (e.g. new session request).” The categories defined in SA1 CR can be used for both IDLE and INACTIVE if applicable. From AS mechanism, same access barring parameters shall be applicable for the same category for both IDLE and INACTIVE state. To enable 5G AC for UEs in RRC_INACTIVE, UE NAS (e.g. the 5GMM) or the RAB manager/Bearer Control in the user plane needs to be aware when a UE is in RRC_INACTIVE. That way NAS can determine the required access category for the given UL signaling or UP data and deliver it to UE AS. 

Moreover the UE NAS or RAB manager/Bearer Control would need to indicate the same access categories regardless whether all the UE's bearers are suspended (i.e. UE is in RRC_INACTIVE) or released (i.e. UE is in RRC_IDLE).

Proposal 1. The AC mechanism (e.g. access barring parameters) in AS layer is the same for the access attempts (belongs to the same access category) triggered in RRC_IDLE and RRC_INACTIVE. The UE AS layer needs to indicate the “Entry and exit” of RRC_INACTIVE to the NAS layer to help the NAS to apply the same 5G AC mechanism for a UE in RRC_INACTIVE same as for a UE in RRC_IDLE.

2.2 Determination of the access category for AS triggered event
There are following scenarios the UE may send resume request:

Scenario 1: RNA update (UE moves out of RNA)

· access category 3 (MO signalling) could be used, and no need to involve NAS; but network may ask the UE to go to connected mode by recovery both SRB and DRB. If so, AS needs to indicate NAS about state change;

Scenario 2 : response of RAN paging 

· access category 0 (MT) could be used, and no need to involve NAS; but network may ask the UE to go to connected mode by recovery both SRB and DRB. If so, AS needs to indicate NAS about state change;

Scenario 3 : UL data triggered resume request 

· If it is covered by event 5) below, then it is not AS triggered events and should be controlled by NAS; 

· If it is not covered by event 5) below, it could be considered as AS triggered event; however, sending user data can be mapped to MO data or, if an operator wants to perform access control per network slice, it can also be mapped to an operator-defined access category. Therefore NAS is suitable place to determine which access category should be.

· 1) 5GMM receives an MO-MMTEL-voice-call-started indication, an MO-MMTEL-video-call-started indication or an MO-SMSoIP-attempt-started indication from upper layers;

· 2)         5GMM receives a request from upper layers to send a mobile originated SMS over NAS;

· 3)         5GMM receives a request from upper layers to send an UL NAS TRANSPORT message for the purpose of PDU session establishment;

· 4)         5GMM receives a request from upper layers to send an UL NAS TRANSPORT message for the purpose of PDU session modification; and

· 5)         5GMM receives a request to re-establish the user plane for an existing PDU session.

Scenario 4 : NAS signalling triggered resume request 

· It is not AS triggered event, and it should be controlled by NAS;

Since for AS triggered event, NAS may has to be involved and NAS already handle the determination of access category for other cases. We would prefer to let NAS also handle access category for AS triggered event.

Proposal 2. For AS triggered event, NAS determines the access category for it. 

In the email discussion, regarding 2-question 6.3: 

If answer to 2-question 6.1 is yes, does AS need to retrieve the access identities from NAS layer? 

15 companies provided their view. 12 companies agreed that AS need to get the allowed access identities from NAS layer for AS triggered event. But 3 companies think it can be left to UE implementation, 4 companies think it is related to where the access identities are stored, e.g. if it is stored in USIM, then the AS could also get it instead of from NAS. After thinking, we think it is pure UE implementation issue, and would prefer to leave it to UE implementation. 

Proposal 3. For AS triggered event, leave it to UE implementation on how the UE retrieve the access identities. 
2.3 Rules for access categorization and access barring check
SA1 requirements describe that a single access is used for one access attempt, and there is priority between different access categories.  For the rules, defining the mapping of access attempts to access categories, 3GPP would also need to discuss how they are made available to the UE, and the details on when and how they are applied in relation to the access category, as well as how this may impact the interaction between the NAS and RRC. 
As explained in proposal 4, the UE NAS is in charge to apply the rules and convey the applicable access category to the UE AS. Based on SA1 CR, a single access category is triggered per access attempt; 
In [3], CT1 also asked this question to RAN2:

Question 9: Will the NR RRC layer provide the part of the barring control information related to determination of access category 1 and access category 2 (as indicated in NOTE 2 and NOTE 3 of Table 6.22.2-1 of TS 22.261) to the layers(s) in charge of access category decision?
However looks like the situation is different now based on SA1/CT1 agreed CRs. There are access identities and access category. Looks like for delay tolerant service, the NAS still needs to get the information from AS.
	4
	Access attempt for delay tolerant service
	UE is configured for delay tolerant service, the PLMN is broadcasting one of the categories a, b or c, and the UE is a member of the broadcasted category in the selected PLMN or RPLMN/equivalent PLMN (NOTE 3)
	1 (= delay tolerant)


But it could be left to UE implementation. 
Proposal 4. In case the NAS needs assistance information from AS to determine the access category for the given access attempt, assistance information from AS is needed. But it can be left to UE implementation
2.4 Sub-sequent access attempts

While a UE is barred for a given access category "x" (associated barring timer for "x" is running), NAS is allowed to indicate to RRC a sub-sequent request for a different access category "y" if associated barring timer for “y” is not running. 
Proposal 5. While a UE is barred for a given access category, NAS could indicate to RRC a sub-sequent request for a different access category if the barring timer for it is not running.

3 Conclusion

The proposals captured are the following:
Proposal 1. The AC mechanism (e.g. access barring parameters) in AS layer is the same for the access attempts (belongs to the same access category) triggered in RRC_IDLE and RRC_INACTIVE. The UE AS layer needs to indicate the “Entry and exit” of RRC_INACTIVE to the NAS layer to help the NAS to apply the same 5G AC mechanism for a UE in RRC_INACTIVE same as for a UE in RRC_IDLE.

Proposal 2. For AS triggered event, NAS determines the access category for it. 

Proposal 3. For AS triggered event, leave it to UE implementation on how the UE retrieve the access identities. 

Proposal 4. In case the NAS needs assistance information from AS to determine the access category for the given access attempt, assistance information from AS is needed. But it can be left to UE implementation.

Proposal 5. While a UE is barred for a given access category, NAS could indicate to RRC a sub-sequent request for a different access category if the barring timer for it is not running.
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