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Introduction
SA1 and CT1 made progress on access control in NR. We discuss impact on RRC for support of access control in RRC_CONNECTED.
Discussion
In [1], CT1 agreed that when the UE wants to access the 5GS, the UE must first perform access control checks to determine if the access is allowed. Access control checks shall be perfomed for the access attempts defined by the following list of events:
	-
the UE is in 5GMM-IDLE mode over 3GPP access and an event that requires a transition to 5GMM-CONNECTED mode occurs;

-
the UE is in 5GMM-CONNECTED mode over 3GPP access or 5GMM-CONNECTED mode with RRC inactive indication and one of the following events occurs:

1)
5GMM receives an MO-MMTEL-voice-call-started indication, an MO-MMTEL-video-call-started indication or an MO-SMSoIP-attempt-started indication from upper layers;

2)
5GMM receives a request from upper layers to send a mobile originated SMS over NAS;

3)
5GMM receives a request from upper layers to send an UL NAS TRANSPORT message for the purpose of PDU session establishment;

4)
5GMM receives a request from upper layers to send an UL NAS TRANSPORT message for the purpose of PDU session modification; and

5)
5GMM receives a request to re-establish the user plane for an existing PDU session.

When the NAS detects one of the above events, the NAS needs to perform the mapping of the kind of request to one or more access identities and one access category and lower layers will perform access barring checks for that request based on the determined access identities and access category.


According to the above CT1 agreement, we think that even while UE is in RRC_CONNECTED, UE NAS may inform UE RRC about determined access identities and access category and request access barring check to UE RRC. Such behaviour is different than LTE access control, because there is no access barring check in LTE mechanisms for UE in RRC_CONNECTED. 

Observation 1: According to CT1 agreement, while in RRC_CONNECTED, UE RRC may need to perform access barring check based on the determined access identities and access category provided by UE NAS.
To support access barring check in RRC_CONNECTED, we think that while in RRC_CONNECTED, when UE NAS requests access barring check to UE RRC together with access category, UE RRC should perform access barring check based on the access category and UE’s access identities to determine whether or not to transmit the NAS message or whether or not to allow MO-MMTEL voice call, MO-MMTEL video call, or an MO-SMSoIP. Since access barring check is performed with access parameters received from system information, it seems likely that UE in RRC_CONNECTED maintains the access barring parameters broadcast in system information, unless dedicated signalling is used to provide access parameters.

Proposal 1: UE in RRC_CONNECTED maintains access barring parameters broadcast in system information

Proposal 2: Upon receiving request of access barring check with an access category from UE NAS, while in RRC_CONNECTED, UE RRC performs access barring check with the access barring parameters corresponding to the access category and UE’s access identities.
We think that if UE RRC passes the access barring check, UE RRC should inform UE NAS that access barring check is passed, in particular for starting MMTEL services. If a NAS message is received, UE RRC creates a RRC message including a NAS message and then submits the RRC message to lower layers for transmission. However, if UE RRC does not pass the access barring check, UE RRC should start a barring timer and inform UE NAS that access barring is applicable. Then, if the timer is expired, UE RRC should inform UE NAS about barring alleviation. Hence, UE NAS may re-request transmission of the NAS message or start MMTEL services.
Proposal 3: If access barring check is passed, UE RRC should inform UE NAS that access barring check is passed. Then, if a NAS message is available for transmission, UE RRC creates a RRC message including a NAS message and then submits the RRC message to lower layers for transmission.
Proposal 4: If access barring check is not passed, UE RRC starts a barring timer and informs UE NAS that access barring is applicable.

Proposal 5: If the barring timer is expired, UE RRC informs UE NAS about barring alleviation.
Finally, we propose to inform CT1 about our agreements on access control in RRC_CONNECTED.

Proposal 6: RAN2 should inform CT1 about our agreements on access control in RRC_CONNECTED.
Conclusion

In conclusion, we propose the followings for access control of UE in RRC_CONNECTED:
Observation 1: According to CT1 agreement, while in RRC_CONNECTED, UE RRC may need to perform access barring check based on the determined access identities and access category provided by UE NAS.
Proposal 1: UE in RRC_CONNECTED maintains access barring parameters broadcast in system information

Proposal 2: Upon receiving request of access barring check with an access category from UE NAS, while in RRC_CONNECTED, UE RRC performs access barring check with the access barring parameters corresponding to the access category and UE’s access identities.
Proposal 3: If access barring check is passed, UE RRC should inform UE NAS that access barring check is passed. Then, if a NAS message is available for transmission, UE RRC creates a RRC message including a NAS message and then submits the RRC message to lower layers for transmission.
Proposal 4: If access barring check is not passed, UE RRC starts a barring timer and informs UE NAS that access barring is applicable.

Proposal 5: If the barring timer is expired, UE RRC informs UE NAS about barring alleviation.
Proposal 6: RAN2 should inform CT1 about our agreements on access control in RRC_CONNECTED.
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